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Report of the board of directors

ABOUT NORDISKA FINANCIAL PARTNER NORWAY

Nordiska Financial Partner Norway AS (Nordiska FPN) is a 
licensed Credit- and Finance Institution. Approval was gi-
ven by the Norwegian Ministry of Finance on 19 December 
2007. Information about the license and permitted activi-
ties can be found in the Norwegian Financial Institutions 
Act Section 3-3, 1-2 and 1-5 no.1. Nordiska FPN’s home 
state supervisor is Finanstilsynet, Norway.

Following the acquisition in 2021 by Bankaktiebolaget 
Nordiska (Nordiska), Nordiska FPN changed its operations 
from issuing small unsecured loans and revolving credits 
to the private consumer segment in Norway and Sweden 
to implementing Nordiska’s business strategy and Partner 
Banking model with a focus on the Norwegian market. 
Nordiska’s Partner Banking model focuses on partnerships 
with other financial companies who act as financial agents 
where Nordiska provides loans to customers mediated by 
Nordiska’s Partners who function as distribution channel 
towards the customers.

As of 31 December 2024, the company consisted only 
of the Norwegian company Nordiska FPN AS and the 
non-operating Swedish branch as the Estonian branch 
was terminated in Q3 2024. Further Nordiska established 
and registered a new branch in Norway, Nordiska Kredit-
marknadsaktiebolaget (PUBL) NUF, and plans to continue 
the future operation in Norway through the branch. The 
branch has during Q1 changed its name to Bankaktiebo-
laget Nordiska (PUBL) NUF. Consequently, the operation in 
Norway through Nordiska FPN AS will be terminated and 
the Norwegian license returned to Finanstilsynet during 
2025. 

Nordiska FPN prepares its financial statements in accor-
dance with IFRS; see section 3-9 of the Norwegian Ac-
counting Act. The directors’ report also covers the compa-
ny’s operations; see section 3-3a of the Accounting Act.

The company’s head office is at Dronning Eufemias gate 
16, 0191 Oslo.

REPORT ON THE ANNUAL FINANCIAL STATEMENTS 

Total comprehensive income for 2024 was positive with 
NOK 2.7 million compared to NOK -3.6 million in 2023. 
The result for the year after tax is proposed transferred to 
other equity.

Income

Interest income amounted to NOK 11.6 million in 2024 com-
pared to NOK 12.9 million in 2023. During 2023 the ag-
reement with the first and largest Partner who launched 
their services in the Norwegian market in 2022, was termi-
nated and the portfolio was transferred back to the Part-
ner in October 2024. Also, the agreement with the second 
Partner in Norway targeting their service towards their 
customer base issuing credit cards to private consumers, 
was terminated in 2024 and will expire mid-2025. Nordis-
ka FPN’s interest income in the statement of comprehensi-
ve income consists of interest and fees received from the 
customers deducted by the Partners’ direct costs, interest, 
and fees from the funding of the Partner. 

Operating expenses

Total operating expenses including personnel expenses, 
depreciation and other operating expenses were NOK 
4.7 million in 2024 compared to NOK 12.2 million in 2023. 
The decrease in personnel- and other operating expen-
ses is due to reduction in the number of employees in the 
Norwegian company and the Swedish branch and facing 
out of costs related to the old “Folkefinans” portfolio which 
was transferred to Nordiska during 2023. Consequently, at 
the end of 2024 Nordiska FPN consisted only of the Gene-
ral Manager based in Oslo. Other company functions like 
Legal, Compliance, Operations, IT and Accounting among 
others were carried out by Nordiska as the main business 
activities are conducted in the parent company. The costs 
for these functions are included in other operating expen-
ses regulated through intercompany agreements. 

Loan loss provisions

The company’s loan losses were positive also in 2024 with 
NOK 0.2 million compared to NOK 1.1 million in 2023. The 
positive effect on losses on loans in 2024 is due to recove-
ries from profit sharing of previously sold receivables, whi-
le in 2023 it was positive due to the transfer of the Frogtail 
portfolio to Nordiska and consequent release of excess 
loan loss provisions related to the portfolio. 

Through the Partners who act as financial agents in Nor-
way, Nordiska FPN provides loans to customers mediated 
by the Partners who function as the distribution channel 
towards the customers.
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Report of the board of directors (contd.)

The Partners find the customer and collect all necessary 
credit information which is risk assessed by Nordiska. If 
granted, the response is a decision ID that is used to cre-
ate an account or make a withdrawal. The credit risk in 
the underlying portfolios is risk mitigated so that if a loan 
is defaulted beyond 90 days the Partner is obliged to buy 
back the loan or alternatively cover the costs from selling 
the loan to a third party so that Nordiska FPN does not 
have any credit losses as long as the Partner stays solvent. 
Further, the Partners are required to hold additional cash 
reserves in a loan loss fund in the statement of financial 
position. Hence, the company is exposed to limited credit 
risk and the Partner Banking segment does not incur actu-
al losses or loan loss provisions in the statement of com-
prehensive income.

STATEMENT OF FINANCIAL POSITION, FINANCING 
AND LIQUIDITY

Nordiska FPN’s statement of financial position total as of 
31st of December 2024 was NOK 127 million, compared 
to NOK 247 million in 2023. As the largest Partner portfolio 
was transferred back to the Partner in Q4 loans to custo-
mers at the end of the year consisted only of loans gene-
rated by Nordiska FPN’s remaining Partner amounting to 
NOK 24 million.

The company is financed by (i) equity, (ii) a credit line from 
Nordiska and (iii) one subordinated loan of SEK 34.8 mil-
lion also from Nordiska with loan terms and maturity that 
satisfies the requirements for the loan to be included as 
Tier II capital. The Partnership funding from Nordiska has 
due to the transfer of the main portfolio been reduced and 
amounted NOK 6 million at the end of 2024.

Nordiska FPN’s liquidity situation during 2024 has been 
strong. As of 31st of December 2024, the company had 
cash holdings incl. investments in highly liquid assets fund 
of NOK 86 million. Net cash flow from operations was po-
sitive with NOK 107 million mainly due to the transfer of the 
largest portfolio to the Partner. Cash flow from financing 
activities amounted to NOK -89 million as funding from 
Nordiska for the Partner Banking business was reduced.

As a Visa Principal Member Nordiska FPN has obtained 
shares in Visa Inc. The shares were re-evaluated monthly 
during 2024 based on the quoted share price at NYSE. 
Mid-2024 Visa carried out a partial conversion of C pre-
ferred shares into tradeable A-Visa shares. The A-shares 

and C-shares represent a value of approx. NOK 9.8 million 
at the end of 2024. A process of selling the A-shares has 
been initiated in 2025. Further the company has decided 
to terminate the Visa membership and a termination re-
quest was submitted to Visa in January 2025.

MARKET AND PRODUCTS

After the implementation Nordiska’s business strategy 
and Partner Banking model in Norway in 2022 two Part-
ners were active in the Norwegian market during 2024. 
Nordiska has established an infrastructure and platform 
that facilitates opportunities for growth and developme-
nt through, among other things, partnerships with other 
financial institutions. The partnership structure enables 
an efficient and scalable risk model that at the same time 
ensures a well-adapted customer treatment that safegu-
ards their rights. The Partner Banking model in Norway has 
been aligned with Norwegian regulations, where the main 
difference will be that the partners act as financial agents. 

Nordiska FPN performs its own credit assessment of the 
credits, regardless of distribution method, and the cre-
dit portfolios will be risk mitigated by forward flow agre-
ements, either against the Partners or with a third party 
active in the purchase of overdue receivables.

As the agreements with both of the active Partners in Nor-
way have been terminated, the board of Nordiska FPN 
has assessed the strategy including how Nordiska best 
organizes its operation in Norway going forward. As a re-
sult, Nordiska established and registered a new branch 
in Norway, Bankaktiebolaget Nordiska (PUBL) NUF in Q3 
2024, and plans to continue the future operation in Nor-
way through the branch. Agreement with a new Partner 
was entered into in January 2025, and it is foreseen that 
further new partners will be launched in the Norwegian 
market during 2025.

RISKS AND CAPITAL ADEQUACY

Nordiska FPN is exposed to various types of financial risks, 
including credit risk, market risk, operational risk, funding 
risk, strategic and regulatory risks. The company focuses 
on having risk awareness in all parts of the organization.

The ability to manage risks and conduct capital planning is 
fundamental for having a profitable and stable company.
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Report of the board of directors (contd.)

Nordiska FPN has implemented polices and guidelines to 
ensure that the business is operated in accordance with 
accepted risk levels and regulatory requirements.

The Board of Directors is responsible for ensuring that the 
capital adequacy is in line with the adopted risk profi-
le, regulatory requirements and that the company has a 
strong capital management.

The Board has set up an Audit & Risk Committee which 
acts as a preparatory body for the Board and supports 
the Board in carrying out its responsibilities for financial 
reporting, audits, internal control and overall risk mana-
gement.

The General Manager has executive responsibility for the 
Board’s decisions, the effectiveness of internal controls 
and ensuring compliance with policies and guidelines.

The credit risk is the largest risk for Nordiska FPN, however 
the partnership structure enables an efficient and scala-
ble risk model minimizing this risk. The Board has adopted 
a credit policy with guidelines for the credit organization, 
credit approval process, credit risk exposure and credit 
governance.

The market risk contains mainly currency risks because 
parts of the company’s assets and debt are denomina-
ted in SEK/EUR and the reporting currency is NOK. Nord-
iska FPN holds some financial assets connected to the 
business operation, but all other free liquidity is placed on 
secured deposit accounts at larger banks. The Finance 
Department in Nordiska is responsible for monitoring the 
market risk and max levels, while the policy concerning 
financial assets is set by the Board.

The company seeks to optimize the use of liquidity to 
maximize profit. The Board has adopted a Liquidity Poli-
cy. The Finance Department is responsible for monitoring 
and reporting the liquidity risk. 

The Board has established policies to secure a balance 
of risk taking and control of risks. Pilar I and II risks are 
described in further detail in the notes to the financial 
statements. To reduce overall market risk Nordiska FPN 
hedges its currency exposure. Nordiska FPN’s capital 
adequacy ratio (CET 1) ended at 76.9 % in 2024, compa-
red to 41.8 % in 2023.

CORPORATE GOVERNANCE 

Nordiska FPN’s Board of Directors has the ultimate re-
sponsibility for the company’s internal governance and 
control, as well as its business and organization. The 
Board’s primary task is to safeguard the interests of the 
shareholders and the company. This means that the Bo-
ard is responsible for confirming the internal policies and 
overarching objectives and strategies, and for ensuring 
that these objectives and strategies are reviewed and 
monitored on an ongoing basis. The Board is appointed 
by the General Assembly and consists of five permanent 
members, one of whom is the Chairman of the Board. All 
Board members are covered under Nordiska’s board in-
surance. The Board held 2 board- and general assembly 
meetings during 2024. The key issues discussed were fol-
low-up on the financial development, compliance update 
including yearly policy review, and business development 
for the Norwegian market.

DECLARATION CONCERNING CORPORATE SOCI-
AL RESPONSIBILITY

Human rights

Risk management and internal control form an integral 
part of Nordiska FPN’s business processes. Operational 
risk includes events which have a negative impact on 
the company, including unethical actions or omissions in 
breach of human rights. Risk management and internal 
control thus integrate human rights by ensuring that the 
business processes are aimed at minimizing operational 
risk and ensure the implementation of measures in the 
event of exposure to such risk.

Workers’ rights, equality, non-discrimination, soci-
al concerns and external environment 

Nordiska FPN believes in being an inclusive and diverse 
organization where anyone can reach their full potenti-
al. The company has always placed emphasis on giving 
women and men the same opportunities for professional 
and personal development, salary and promotion and 
that the gender distribution shall be well balanced. Nord-
iska FPN reported at the end of Q2 on how the company 
addresses adverse impacts on fundamental human rights 
and decent working conditions in accordance with the 
Norwegian Transparency Act. The report is published on 
Nordiska FPN’s home page.
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Report of the board of directors (contd.)

The company has clear policies, staff rules, code of con-
duct and whistle blowing contact to the Human Resource 
and Compliance departments in Nordiska, including (i) 
human rights issues, (ii) internal and external corruption, 
(iii) fraud and (iv) internal and external working environ-
ment.

Nordiska is also putting strong focus on the physical and 
cultural well-being of its staff through various activities. 
Nordiska FPN takes part in Nordiska’s regular employee 
satisfaction surveys regarding social climate and employ-
ee well-being. The employee survey conducted in Nordis-
ka for 2024 showed that the working environment is good 
and in line with the financial services industry average.

Nordiska FPN had limited sickness absence in 2024. Fur-
ther there have been no personal injuries in the workpla-
ce during the year. There are no circumstances relating to 
the operations, including input factors and products that 
may result in a significant effect on the external environ-
ment.

Nordiska FPN has maintained the tradition of giving 
contributions to social and economic benefits in its com-
munity. In 2024 the company took part in Nordiska’s 
sponsoring of GIF Sundsvall, SDFF and the ROOTS as-
sociation including being the main sponsor of a football 
camp for boys free of charge in order to remove barriers 
for participation. Also, Nordiska sponsored Musikhjälpen, 
which every year carries out fundraising that focuses on 
aid efforts for worthy causes.

Combatting Corruption

Nordiska FPN has adopted guidelines which stipulate 
that the operations must be carried out with high stan-

dards of ethics and integrity. Nordiska FPN is part of 
Nordiska’s ethical guidelines which impose requirements 
on employees, elected representatives and the compa-
ny’s conduct, including a ban on receiving, requesting or 
acceptance of offers of undue benefits and a ban on of-
fering financial benefits or gifts to business connections 
or others which could be perceived as an undue benefit. 
Requirements are also imposed on employees and elec-
ted representatives regarding competence, due diligen-
ce and whistleblowing. The guidelines and procedures 
also include a description of measures and business pro-
cesses which are intended to prevent acts such as fraud, 
identity theft and corruption.

FUTURE PROSPECT & CONTINUANCE

The preparation of the financial statements is based on 
the going concern assumption and the financial state-
ments give a true and fair view of the assets, liabilities, fi-
nancial position and results as of 31st of December 2024. 

The development in the Norwegian market during 2024 
with termination of the co-operation with both Partners 
operating in the market has not been satisfactory. As a 
result of the assessment of the strategy and organiza-
tion of the Norwegian operation the board carried out 
in 2024, the board has concluded on the way forward 
and has a continued positive view on the opportunities 
for growth and development through new partnerships 
with other financial institutions in the Norwegian market.
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Report of the board of directors (contd.)

Oslo, 31st of March 2025

The Board of Nordiska Financial Partner Norway AS

Mikael Gellbäck

Chairman of the board

Lars Weigl

Director

Christer Cragnell

Director

Per Berglund

Director

Patrik Carlstedt

Director

Jens Schau-Hansen

General Manager
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IFRS financial statements

Statement of comprehensive income

Statement of financial position

Statement of changes in equity

Statement of cash flows

Notes to the financial statements

1 General information 5 Tangible fixed assets

2 Summary of significant accounting policies 6a Financial instruments by category 

2.1 Basis for preparation 6b Credit quality of financial assets 

2.2 Segment reporting 7 Lending to customers

2.3 Translation of foreign currencies 8 Net interest income

2.4 Tangible fixed assets 9 Other assets

2.5 Impairment of non-financial assets 10 Loans and receivables to credit institutions

2.6 Financial instruments 11 Share capital and share premium

2.7 Share capital and share premium 12 Accounts payable, accrued expenses and other current liabilities

2.8 Other liabilities 13 Liabilities

2.9 Liabilities 14 Pensions and similar liabilities

2.10 Tax payable and deferred tax 15 Wages and salaries

2.11 Pension commitments, bonus schemes and other 
         employee compensation schemes

16 Other operating expenses 

2.12 Revenue recognition 17 Taxes 

2.13 Leases 18 Commitments

2.14 Cash, cash equivalents and Partner liability 19 Related parties

3 Financial risk management 20 Contingent liability and events after the end of the reporting period

3.1 Financial Risk Management 21 Share capital and shareholder information

3.2 Capital adequacy 22 Capital adequacy

4 Critical accounting estimates and judgments
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Statement of comprehensive income (NOK)

Note 2024 2023

Interest income - assets measured at amortised cost 11 620 945 12 874 402

Interest expenses -6 706 455 -5 019 621

Net interest income 8 4 914 491 7 854 781

Fee and comission expenses -77 722 -1 129 452

Net change in value on securities and currency 6a 2 491 141 723 939

Other income 1 862 867 -

Net income from financial assets 9 190 777 7 449 269

Personnel expenses 14, 15 -2 143 345 -3 893 358

Depreciation, amortisation and impairment 5 -294 618 -1 220 954

Other operating expenses 16 -4 164 174 -7 070 050

Net operating income before losses on loans 2 588 640 -4 735 093

Losses on loans 7 210 256 1 145 063

Result before tax 2 798 896 -3 590 030

Tax 17 -1 865 2 789

Result after tax 2 797 031 -3 587 241

Items to be recycled to profit and loss

Exchange differences on translating foreign operations -43 470 7 225

Sum other comprehensive income -43 470 7 225

Total comprehensive income 2 753 561 -3 580 016
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Statement of financial position (NOK)

Note 2024 2023

ASSETS

Loans and deposits to credit institutions 6a, 6b, 10 83 515 586 65 297 847

Loans to customers 6a, 6b, 7 23 818 390 165 932 504

Investment securities 6a 12 153 564 8 514 362

Derivatives 6a, 13 195 460 -

Tangible assets 5 280 397 353 245

Other assets 9 2 843 809 3 025 036

Prepaid and deposits 6a 3 768 611 3 440 314

Total assets 126 575 817 246 563 308

LIABILITIES

Debt to credit institutions 6a, 13 5 562 125 94 343 731

Derivatives 6a, 13 - 447 440

Other liabilities 6a, 12, 14, 18 3 939 225 38 095 047

Subordinated loan 6a, 13 36 523 648 35 879 831

Total liabilities 46 024 997 168 766 050

EQUITY 

Share capital 11, 21 96 123 230 96 123 230

Share premium 11 79 262 471 79 262 471

Other paid in equity 5 151 098 5 151 098

Retained earnings -99 985 979 -102 739 540

Total equity 80 550 819 77 797 259

Total liabilities and equity 126 575 817 246 563 308
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Oslo, 31st of March 2025

The Board of Nordiska Financial Partner Norway AS

Mikael Gellbäck

Chairman of the board

Lars Weigl

Director

Christer Cragnell

Director

Per Berglund

Director

Patrik Carlstedt

Director

Jens Schau-Hansen

General Manager
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Statement of changes in equity (NOK)

Note Share capital Share premium Other paid in 
Equity

Retained  
earnings

Total equity

Equity at 1 January 2023 96 123 230 79 262 471 5 151 098 -122 953 447 57 583 352

Exchange differences on 
translating foreign operations

7 225 7 225

Result after tax -3 587 241 -3 587 241

Group Contribution 23 793 922 23 793 922

Equity at 31 December 2023 11 96 123 230 79 262 471 5 151 098 -102 739 540 77 797 259

Registered share capital 96 705 080

-own shares 581 850

Equity at 1 January 2024 96 123 230 79 262 471 5 151 098 -102 739 540 77 797 259

Exchange differences on 
translating foreign operations

-43 470 -43 470

Result after tax 2 797 031 2 797 031

Equity at 31 December 2024 11 96 123 230 79 262 471 5 151 098 -99 985 979 80 550 819

Registered share capital 96 705 080

-own shares 581 850
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Statement of cash flow (NOK)

Note 2024 2023

Cash flow from operations

Result before tax 2 798 896 -3 590 030

Net interest -4 914 491 -7 854 781

Interest received 11 620 945 12 874 402

Interest paid -6 706 455 -5 019 621

Depreciation and impairment of tangible assets 5 294 618 1 220 954

Unrealised impact from investments -3 639 202 -2 998 774

Unrealised currency impact 315 508 1 495 979

Adjustment for other entries affecting cash flow -617 519 3 273 529

Income tax paid - -

Changes in loans to customers 142 114 114 -56 727 307

Changes in other receivables 181 227 629 079

Change in other payables -34 155 823 11 731 555

Net cash flow from operations 107 291 820 -44 965 014

Cash flow from investing activities

Dividend received - -

Disposal financial assets - -

Realized Investments - 7 483 347

Investments in intangible assets 6 - -

Net cash flow used for investing activities - 7 483 347

Cash flow from financing activities 

Payments related to lease liabilities -292 474 -1 503 921

Borrowing from credit institutions - New Partner Business 13 -88 781 607 37 900 885

Borrowing from credit institutions - Old Folkefinans portfolio 13 - -

Group Contribution - 23 793 922

Net cash flow used for financing activities -89 074 081 60 190 886

Effects of exchange rate changes on the balance of cash held in foreign currencies - 580 871

Change in cash, cash equivalents 18 217 739 23 290 090

Cash, cash equivalents as of 1 January 10 65 297 847 42 007 757

Cash, cash equivalents as of 31 December 10 83 515 586 65 297 847
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Notes to the financial statements
NOTE 1. GENERAL INFORMATION

Nordiska Financial Partner Norway AS (Nordiska FPN) is 
a licensed Credit- and Finance Institution. Approval was 
given by the Norwegian Ministry of Finance on 19 Decem-
ber 2007. Information about the license and permitted 
activities can be found in the Norwegian Financial Insti-
tutions Act Section 3-3, 1-2 and 1-5 no.1. Nordiska FPN’s 
home state supervisor is Finanstilsynet, Norway. As of 31 
December 2024, the company consisted only of the Nor-
wegian company Nordiska FPN AS and the non-opera-
ting Swedish branch as the Estonian branch was termina-
ted in Q3 2024.

Following the acquisition in 2021 by Bankaktiebolaget 
Nordiska (Nordiska), Nordiska FPN changed its opera-

tions from issuing small unsecured loans and revolving 
credits to the private consumer segment in Norway and 
Sweden to implementing Nordiska’s business strategy 
and Partner Banking model with a focus on the Norwegi-
an market. Nordiska’s Partner Bank model focuses on 
partnerships with other financial companies who act as 
financial agents where Nordiska provides loans to custo-
mers mediated by Nordiska’s Partners who function as 
distribution channel towards the customers.

The Company’s head office is at Dronning Eufemias gate 
16, 0191 Oslo.

The financial statements were approved by the Compa-
ny’s board on  25th of March 2025.

NOTE 2. SUMMARY OF SIGNIFICANT ACCOUNTING POLICIES

Below is a description of the most significant accounting policies applied when preparing the financial statements. These 
policies were applied consistently in all the periods presented, if not otherwise commented.

2.1 Basis for preparation

Nordiska FPN’s financial statements have been prepared 
in accordance with International Financial Reporting Stan-
dards (IFRS) as approved by the EU.  The financial state-
ments have been prepared under the historical cost con-
vention, except for the measurement of financial assets 
measured at fair value through profit and loss (FVPL) and 
derivatives.

The preparation of financial statements in accordance 
with IFRS requires the use of certain critical accounting 
estimates. The application of the Company’s accounting 
policies also requires the management to exercise its jud-
gements in the process of applying the group’s accounting 
policies. Areas that to a large extent contain such discre-
tionary assessments or a high level of complexity or areas 
in which assumptions and estimates are important to the fi-
nancial statements are disclosed in note 4 when relevant.

2.1.1 Adoption of new and revised International Financial 
Reporting Standards and Interpretations

No new standards, amendments or interpretations has 
been adopted by the company during 2024.

2.2 Segment reporting

The Company is not subject to any requirement of separa-
te segment reporting as there is only one segment present, 
i.e. financial services to the consumer and SME market.

2.3 Translation of foreign currencies

(a) Functional currency and presentation currency

The financial statements of the branches in the Company 
are prepared using the currency which is mainly used in the 
economic environment in which the entity operates (func-
tional currency). The financial statements are presented in 
Norwegian kroner (NOK), which is both the functional cur-
rency and presentation currency of the Company.

(b) Transactions and balances

Transactions in foreign currencies are translated into the 
functional currency using the transaction date exchange 
rate. At the end of a reporting period, monetary items (as-
sets and liabilities) in foreign currencies are translated at 
the exchange rate prevailing on the statement of financial 
position date.
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Notes (contd.)

(c) Branches

The statement of comprehensive income and statement of 
financial position for the branches whose functional cur-
rency differs from their presentation currency are transla-
ted as follows:

(a) The statement of financial position is translated at the 
closing rate on the statement of financial position date

(b) The statement of comprehensive income is translated 
at the average rate (if the average does not provide a 
reasonable estimate of the accumulated effects of using 
the transaction rate, then the transaction rate is used)

(c) Translation differences are recognised directly in 
Other comprehensive income

Goodwill and fair value adjustments to assets and liabili-
ties acquired in a business combination are recognised as 
assets and liabilities in the acquired entity and translated 
at the exchange rate prevalent at the date of the state-
ment of financial position.

2.4 Tangible fixed assets

Tangible fixed assets are recognised in the financial state-
ments at their cost of acquisition less depreciation (carry-
ing amount). The cost of acquisition includes costs directly 
attributable to the acquisition of the asset.

Fixed assets are depreciated according to the straight-li-
ne method, so that the fixed assets’ original cost is depre-
ciated to the residual value over the estimated useful life, 
which is:

Fixtures, fittings and equipment: 3 - 5 years

The useful life and residual value of fixed assets are as-
sessed on each statement of financial position date and 
changed if necessary.

When a fixed asset’s carrying amount is higher than the 
estimated recoverable amount, the value is written down 
to the recoverable amount.

2.5 Impairment of non-financial assets

Tangible fixed assets and intangible assets that are de-
preciated are reviewed for impairment when there are 
indications that future earnings cannot justify the asset’s 
carrying amount.

Impairment is recognised in the statement of comprehensi-
ve income as the difference between the carrying amount 
and the recoverable amount. The recoverable amount is 
the higher of the fair value less costs to sell and the value 
in use. When assessing impairment, the fixed assets are 
grouped at the lowest level where it is possible to identify 
independent cash flows (cash generating units). Non-fi-
nancial assets, other than goodwill, that have suffered 
impairment are reviewed for possible reversal at each re-
porting date.

2.6 Financial instruments

2.6.1 Initial recognition and derecognition

Financial assets and liabilities are recognised in the sta-
tement of financial position when the Company becomes 
a party to the contractual provisions of the instrument. 
Regular way purchases and sales of financial assets are 
recognised on trade-date, the date the Company commits 
or sell the asset. At initial recognition, the Company mea-
sures a financial asset or financial liability at its fair value 
plus or minus, in the case of a financial asset or liability not 
at fair value through profit and loss, transaction costs that 
are incremental and directly attributable to the acquisition 
or issue of the financial asset or liability, such as fees and 
commissions. Transaction costs of financial assets and lia-
bilities carried at fair value through profit and loss are ex-
pensed in profit and loss.

The Company derecognises a financial asset when the 
contractual rights to the cash flows from the financial as-
set expire or it transfers the rights to receive the contractu-
al cash flows in a transaction in which substantially all of 
the risks and rewards of ownership of the financial asset 
are transferred.

The Company derecognises a financial liability when its 
contractual obligations are discharged, cancelled, or ex-
pired.

2.6.2 Classification and subsequent measurement

The Company classifies its financial assets in the following 
measurements categories:

• Amortised cost

• Fair value through profit or loss (FVPL)
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A financial asset is measured at amortized cost if it meets 
both of the following conditions and is not designated as 
at FVPL: 

• The asset is held within a business model whose objecti-
ve is to hold assets to collect contractual cash flows; and 

• The contractual terms of the financial asset give rise on 
specified dates to cash flows that are solely payments of 
principal and interest on the principal amount outstanding 
(“SPPI”).

The business model assessment is based on reasonably 
expected scenarios without taking ’worst case’ or ’stress 
case’ scenarios into account. If cash flows after initial re-
cognition are realized in a way that is different from the 
Company’s original expectations, the Company does not 
change the classification of the remaining financial assets 
held in that business model. It rather incorporates such in-
formation when assessing newly originated or newly pur-
chased financial assets going forward.

Cash Flow assessment

A financial asset is assessed at fair value through profit or 
loss where ‘principal’ is defined as the fair value of the fi-
nancial asset on initial recognition adjusted for accrued ef-
fective interest and principle repayments. ‘Interest’ is de-
fined as consideration for the time value of money and for 
the credit risk associated with the principal amount out-
standing during a particular period of time and for other 
basic lending risks and costs (e.g. liquidity risk and admi-
nistrative costs), as well as profit margin.

Financial assets measured at amortised cost consist of 
loans and deposits from credit institutions and loans to 
customers and accounts receivable. 

Financial assets measured at fair value through profit or 
loss (FVPL) consist of investment securities and derivatives.

Financial liabilities - classification and subsequent measu-
rement

Financial liabilities are classified and subsequently mea-
sured at amortised cost, except for financial derivatives 
measured at fair value through profit and loss. Financial 
liabilities measured at amortised cost comprise of debt to 
credit institutions, accounts payable and other liabilities 
and subordinated loan.

Impairment

According to IFRS 9 loss provisions are recognized based 
on a forward-looking expected credit loss (ECL) approach. 
IFRS 9 requires the Company to record an allowance for 
ECLs for all loans and other debt financial assets not held 
at FVPL, together with loan commitments and financial gu-
arantee contracts.

The measurement of the impairment provisions for expec-
ted loss depends on whether credit risk has increased sig-
nificantly since initial recognition. Upon initial recognition, 
and when credit risk has not increased significantly after 
initial recognition, the impairment provisions is based on 
12-month expected credit loss (”Stage 1”). If credit risk has 
increased significantly since initial recognition but no ob-
jective evidence of impairment, the impairment provisions 
are based on lifetime expected credit loss (”Stage 2”). If 
there is objective evidence for impairment the impairment 
provision are based on lifetime expected credit loss (”Sta-
ge 3 ”).

The Company has applied the presumption in the standard 
that a signifikant increase in credit risk has occurred since 
initial recognition when contractual payments are more 
than 30 days past due.

Nordiska FPN sold all defaulted consumer loan assets after 
3 months past due in 2023. Defaulted loans in the “Folkefi-
nans” portfolio were sold monthly under agreements with 
Riverty so called Forward Flow agreements in Sweden. 
The initial loss forecast was based on the percent of as-
sets forecasted not to be paid in 3 months. This was adju-
sted with the agreed price of assets, based on the mix of 
loan assets. If the loss expectation increased or decrea-
sed during the 3 months the loss forecast was adjusted. 
The adjustment was based on the experienced historical 
payments from due date to asset is sold. The agreeement 
with Riverty was terminated at the end of 2023.

Nordiska FPN has used the expected credit loss principle 
for loans to private consumers since the company was 
established, so the IFRS 9 standard does not affect the 
Company’s measurement of the quantitative effect of cre-
dit risk significantly compared to earlier practice.

In the Partner Bank model Nordiska FPN provides loans to 
the customers mediated by the Partner who functions as 
the distribution channel towards the customers.
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This means that the Partner finds the customer and col-
lects all necessary credit information which is risk assessed 
by Nordiska. If granted, the response is a decision ID that 
is used to create an account or make a withdrawal. The 
credit risk in the underlying portfolios is risk mitigated so 
that defaulted loans beyond 90 days past due are trans-
ferred back to the partner at 100% of the face value and 
sold to a third party under Forward Flow agreements. Fur-
ther the Partner is obliged to cover potential losses and is 
required to deposit cash with Nordiska as a loan loss fund. 
Hence, the Company is exposed to very little credit risk in 
the Partner Banking model and has not incurred any loan 
loss in the statement of comprehensive income since the 
startup in 2022.

For loans to and deposits with credit institutions the Com-
pany has not made any provision for potential losses.

Impairments of loans are recognized based on the Com-
pany’s loan loss models.  The models are based on histo-
rical information and when no performance data is avai-
lable, as for new products, the loss expectation is put on 
same level as for equivalent products.

2.6.3 Measurement methods and presentation

Financial assets and liabilities measured at amortised cost

The amortised cost is the amount at which the financial 
asset or financial liability is measured at initial recognition 
minus the principal payments, plus or minus the cumulati-
ve amortization using the effective interest method of any 
differences between that initial amount and the maturity 
amount and, for financial assets, adjusted for any expec-
ted credit loss allowance. The gross carrying amount of 
financial asset is the amortised cost of a financial asset 
before adjusting for any expected credit loss allowance.

The effective interest method is a method of calculating 
the amortised cost of a financial asset or a financial lia-
bility and of allocating the interest income or interest ex-
pense over the relevant period. The effective interest rate 
is the rate that exactly discounts estimated future cash 
payments or receipts through the expected life of the fi-
nancial instrument or, when appropriate, a shorter period 
to the net carrying amount of the financial asset or financi-
al liability. The effective interest method has been utilized 
for the ””Folkefinans”” and the Partners’ loan portfolios. In 
the Partner Banking model the customers pay to Nordiska 
FPN’s account, and Nordiska FPN’s interest income in the 

statement of comprehensive income consists of interest 
and fees received from the customers deducted by the 
Partner’s direct costs, interest, and fees from the funding 
of the Partner.

Under IFRS 9 Interest income is calculated for financial as-
sets in stage 1 and stage 2 by applying the effective inte-
rest rate to the gross carrying amount of the financial asset 
or to the amortised cost of the financial liability, while inte-
rest income for financial assets in stage 3 are calculated 
based on the amortised cost of the financial asset.

Interest income and expense calculated using the effec-
tive interest method is presented within ‘Interest income’ 
and ‘interest expense’ in the statement of comprehensi-
ve income. ‘Interest income’ consist of interest income on 
loan and deposits with credit institutions and interest on 
loans to customers. ‘Interest expense’ consist of interest 
expense on the Partner funding from Nordiska and interest 
expense from the subordinated loan.

Financial assets and liabilities measured at fair value

Fair value is the price that would be received when selling 
an asset or paid to transfer a liability in an orderly trans-
action between market participants at the measurement 
date.

2.7 Share capital and share premium

Ordinary shares are classified as equity.

Expenses which are linked directly to the issuance of new 
shares or options are recognised as a reduction in the pay-
ment received in the equity net of attributable income tax.

When own shares are bought, the payment including any 
transaction costs less tax, is recognised as a reduction in 
equity (allocated to the Company’s shareholders) until the 
shares are annulled or reissued. If own shares are later re-
issued, the payment less direct transaction costs and as-
sociated tax effects, is recognised as an increase in the 
equity allocated to the Company’s shareholders.

2.8 Other liabilities

Other liabilities are measured at their fair value when in-
itially recognised in the statement of financial position. 
When subsequently measured, other liabilities are valued 
at amortised cost.
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2.9 Liabilities

A liability is recognised in the financial statements at its 
fair value when it is paid out. There are no significant esta-
blishment costs. In subsequent periods, the liability is mea-
sured at amortised cost.

2.10 Tax payable and deferred tax

The tax for a period consists of the income tax payable 
and deferred tax. Tax is recognised in the statement of 
comprehensive income apart from when it relates to entri-
es that have been recognised directly in equity. If this is 
the case, the tax is also recognised directly in equity.

The income tax is calculated in accordance with the tax 
laws and regulations that have been adopted, or sub-
stantively adopted, by the tax authorities on the state-
ment of financial position date. Legislation in the countries 
in which the Company’s branches operate and generate 
taxable income applies to the calculation of the taxable 
income.

Deferred tax assets are presently not recognised in the 
statement of financial position and will only be recognised 
when it is probable that future taxable income will exist 
and that the temporary differences can be deducted from 
this income.

2.11 Pension commitments, bonus schemes and 
other employee compensation schemes

(a) Pension commitments

The Company has no pension schemes in the form of de-
fined benefit plans. There are formal contribution plans 
in Norway and Sweden, as part of a limited number of 
employees’ salary contracts, undertaken to set aside per-
centage of employees’ salaries for future pension benefits 
or as contributions to pension schemes.

(b) Other commitments linked to former employees

The Company has no commitment linked to former employ-
ees.

(c) Share-based remuneration

The Company has not formalised any scheme involving 
share-based remuneration

(d) Severance pay

The Swedish branch had a separate severance pay 
scheme for one employee who left the branch in 2024.

(e) Profit sharing and bonus plans

The Company has no pre-agreed profit-sharing schemes 
aligned with the owner Nordiska’s remuneration policy.

2.12 Revenue recognition

(a) Interest income

Interest income is recognized in the statement of compre-
hensive income over time in accordance with the effective 
interest rate method and in accordance with the duration 
of the loan.

(b) Fee revenue

Fee revenues are recognized in the statement of compre-
hensive income over time in accordance with the effective 
interest rate method and in accordance with the duration 
of the loan.

2.13 Leases

When entering into a contract, the Company assesses 
whether the contract contains a lease agreement. The 
contract contain a lease agreement if the contract trans-
fers the right to control the use of an identified asset for a 
period in exchange for a consideration.

Upon initial recognition in the balance sheet, the right of 
use is measured at acquisition cost, ie the lease obligation 
(present value of the lease payments) plus advance lease 
and any direct acquisition costs. The right of use is inclu-
ded in the line «Property, plant and equipment» while the 
lease obligation is included in the line «Other debt».

2.14 Cash, cash equivalents and Partner liability

Cash and cash equivalents in cash-flow statement consists 
of bank deposits. This includes cash received from, or not 
paid out to the Partners as security for the Partners obli-
gation to cover any credit losses in the loan portfolio. This 
cash is not restricted, and is included as part of cash and 
cash equivalents. At year-end 2024 this amounted to 84 
MNOK. The corresponding Partner liability is recognized 
as part of other liabilities in the statement of financial po-
sition and in the cash flow statement as part of change in 
other payables.
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NOTE 3. FINANCIAL RISK MANAGEMENT

Risk Management ensures compliance with internal and 
external regulations, such as Basel II and Basel III. In ad-
dition strong emphasis is placed on reporting risk to the 
relevant stakeholders in clear and meaningful manner. 
Nordiska’s Risk Management function is responsible for 
managing risks in accordance with policies and instruc-
tions governed by the Board of Directors (Board) in line 
with the stipulated regulations by the Governmental Au-
thorities. The Board is responsible for evaluating its work 
and its expertise related to risk management and internal 
control at least once per year. The General Manager is 
obliged to give the Board relevant and timely information 
that is of importance to risk management and internal con-
trol, including information on new risks.

3.1 Financial Risk Management

3.1.1 Credit risk

Credit Risk is the risk of earning and capital arising from an 
obligor’s failure to repay principal or interest at the stipula-
ted time or failure otherwise to perform as agreed. Credit 
Risk in Nordiska FPN’s statement of financial position rela-
tes mostly to the Company’s lending to the general public. 
In addition, Nordiska FPN is exposed to Credit Risk in the 
form of counterparty risk relating to Nordiska FPN’s cash 
deposits with banks.

(I) Credit Risk from Consumer Receivables (“Lending to the 
General Public”)

In the Partner business model if the loan is more than 90 
days overdue the Partner is obliged to buy back the loan 
or alternatively cover the cost from selling the loan to a 
third party so that Nordiska FPN does not have any cre-
dit losses as long as the Partner stays solvent. In addition 
the Partner deposits funds as cash collateral according to 
the contract. The minimum cash collateral level is linked to 
the PD levels of the portfolio to ensure it stays well above 
the loan loss provision levels according to IFRS 9. As of 31 
December 2024 the calculated ECL for the partner loan 
portfolio is 0,6 MNOK and the corresponding cash collate-
ral is 2,6 MNOK. Due to this there are not recogninsed any 
provisions in the balance sheet.

(II) Counterparty Risk from Deposits at Banks

The excess liquidity generated from the business is placed 
in accounts within banks with high ratings. The risk consists 
of the banks not having the repayment capacity with re-
gards to the funds that has been place within the designa-
ted accounts. The rating of these counterparties is carried 
out by Standard & Poor’s and Moody’s.

3.1.2 Market risk

Risk exposures attributable to the market risk category 
consist of Interest rate risk, Currency risk and Share risk

(I) Interest Rate Risk

Interest rates are linked to 3M Nibor for both the rate 
towards the Partners and for the funding from the owner 
Nordiska so interest rate risk is minimal. Nordiska FPN also 
holds a subordinated loan from Nordiska that has a fixed 
interest rate. Nordiska FPN also owns shares in a mutual 
fund focused on Government bonds to apply with LCR re-
quirements. The fund only invest in bonds with a maturity 
less than 1 year so interest rate risk should be minimal. All in 
all the interest rate risk of Nordiska FPN is viewed as low.

(II) Currency Risk

The Company’s assets are denominated in NOK, SEK and 
EUR and the Company’s accounts are denominated in 
NOK. Consequently the Company has net exposure in SEK 
and EUR. To eliminate the currency risk Nordiska FPN has 
entered into 3 month rolling swap contracs for the relevant 
currencies so that the net currency exposure is close to 
zero.

(III) Share Risk

As part of the Visa Principal Membership Nordiska FPN 
owns preferred shares in Visa. The value of the shares 
fluctuates with the share price of Visa Inc on NYSE. Nord-
iska FPN has not hedged the exposure to the Visa share 
price. The shares are not traded on NYSE, but their value is 
linked to the price on the tradeable Visa Inc shares as they 
will at some point in the future be converted into regular 
Visa shares.
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3.1.3 Operational risk

Operational Risk is the risk of losses resulting from inade-
quate or failed internal processes, human errors and sys-
tems or from external events including legal and compli-
ance risks.

Operational Risk can be found within all of Nordiska and 
Nordiska FPN’s operating units. The main operational risks 
within Nordiska FPN are as per following:

(i) One or several premises of Nordiska and Nordiska 
FPN are burned down caused by fire

(ii) The IT systems administrating and managing the len-
ding process is impaired by a technical break down or 
power outage and temporary is out of function

(iii) External and internal fraud

(iv) Legal and regulatory risk

(v) Management risk

Successful management of operational risks on daily ba-
sis requires strong internal control and quality assurance, 
which is best achieved by means of having a proficient 
management and staff. Nordiska FPN manages operatio-
nal risks by continuously improving its internal routines and 
day-to-day control procedures in close cooperation with 
the parent Nordiska.

3.1.4 Liquidity and funding risks

Liquidity risk means the risk that Nordiska FPN will not be 
able to fulfill its payment obligations due to lack of cash 
which can only be fulfilled by borrowing at a significantly 
higher cost than normal or by the need to sell assets at a 
greatly reduced price.

Nordiska FPN will in the forecast period aim to have a cash 
buffer of minimum 10 MNOK and 2 MNOK in government 
bonds as a liquidity buffer. Funding for the new Partner bu-
siness is covered through a credit facility from the owner 
Nordiska.

3.1.5 Business risk

Business risk is defined as earnings risk and strategic risk. 
Earnings risk is defined as the risk that Nordiska FPN does 
not receive current revenues to the extent expected or 
that a significant change occurs with regard to the de-
mand for the Company’s products. Strategic risk is defined 

as the risk of loss due to misguided or incorrectly imple-
mented business decisions and / or an inability to make 
applicable decisions in the event of significantly changed 
conditions in the industry in which Nordiska FPN operates.

Nordiska FPN manages the business risk by establishing a 
business plan that is followed up on an ongoing basis by 
the Company’s Board and Management. Nordiska moni-
tors the market and analyzes the outcome of implemented 
business decisions. Nordiska FPN has short decision paths 
and a management that has good insight into day-to-
day operations. This means that the business can quickly 
adapt to prevailing conditions to achieve the established 
business plan.

3.1.6 Systemic Risk

Nordiska FPN is exposed to external events such as a 
downturn in the overall economy, and financial stress in 
the banking sector. In the previous held ICAAP process 
Nordiska FPN has explored several different stress scena-
rios to ensure that the Company has sufficient capital and 
liquidity as well as funding structure to handle the various 
stressed scenarios.

3.2 Capital adequacy

To meet the requirements from the Norwegian Financi-
al Supervisory Authority, the Company’s capitalization is 
risk-based, founded on an assessment of all risks inherent 
in the operations and forward looking, aligned with strate-
gic and business planning.

Capital requirements for Pillar I risks are calculated using 
the standardized approach for credit risk, and the basic 
indicator approach for operational risk. For market risks 
the standard method for non-trading activities is applied.

The current capital base as per 31 December 2024 inclu-
des 81 MNOK of Tier 1 Capital and 22 MNOK Tier 2 Capital. 
The capital adequacy ratio is 76,9 % for Tier 1 capital and 
97,6 % for total capital.

Transaktion 09222115557543041672 Signerat MG, LW, PC, CC, PB, JS



NORDISKA FINANCIAL PARTNER NORWAY AS ANNUAL REPORT 2024

- 21 -

Notes (contd.)

NOTE 4. CRITICAL ACCOUNTING ESTIMATES AND JUDGMENT

In the application of the Company’s accounting policies 
management is required to make judgments, estimates 
and assumptions about the carrying amounts of assets 
and liabilities that are not readily apparent from other 
sources. The estimates and associated assumptions are 
based on historical experience and other factors that are 
considered to be relevant. Actual results may differ from 
these estimates. The estimates and underlying assump-
tions are reviewed on an on-going basis. Revisions to ac-
counting estimates are recognized in the period in which 
the estimate is revised if the revision affects only that peri-
od or in the period of the revision and future periods if the 
revision affects both current and future periods.

Deferred tax assets

Deferred tax assets are presently not recognised in the 
statement of financial position and will only be recognised 
when it is probable that future taxable income will exist 
and that the temporary differences can be deducted from 
this income.
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NOTE 5. TANGIBLE FIXED ASSETS

2024 financial year Right-of-use asset  Machinery, fixtures, fittings 
and vehicles 

Total

Carrying amount 01.01.24 353 245 -  353 245 

Additions 221 769 -  221 769 

Translation differences - - -

Disposals - - -

Impairment during the year - - -

Depreciation during the year -294 618 -  -294 618

Disposals depreciation and impairment - - - 

Carrying amount 31.12.24 280 397 - 280 397

As at 31 December 2024 - - -

Original cost - - - 

Accumulated impairment - - -

Accumulated depreciation - - - 

Carrying amount 31.12.24 - - -

2023 financial year Right-of-use asset  Machinery, fixtures, fittings 
and vehicles

Total

Carrying amount 01.01.23 1 885 966 22 640 1 908 606

Additions 717 211 - 717 211

Translation differences 94 864 1 534 96 398

Disposals -1 146 935 -8 806  -1 155 741

Impairment during the year - - -

Depreciation during the year -1 197 861 -15 368  -1 213 229 

Disposals depreciation and impairment - - - 

Carrying amount 31.12.23 353 245 - 353 244

As at 31 December 2023 - - -

Original cost 1 066 284 -  1 066 284

Accumulated impairment - - -

Accumulated depreciation -713 039 -  -713 039

Carrying amount 31.12.23 353 245 - 353 245
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NOTE 6A. FINANCIAL INSTRUMENTS BY CATEGORY

As of 31 December 2024 Financial assets at 
amortised cost

Financial assets at fair 
value through P&L

Total

Assets

Loans to and receivables from credit institutions 83 515 586 - 83 515 586

Loans to customers 23 818 390 - 23 818 390

Investment securities - 12 153 564 12 153 564

Derivatives - 195 460 195 460

Prepaid and deposits 3 768 611 - 3 768 611

Total 111 102 587 12 349 024 123 451 611

As of 31 December 2024 Other financial liabili-
ties at amortised cost 

Financial liabilities at 
fair value through profit 

or loss

Total

Liabilities

Liabilities to credit institutions 5 562 125 - 5 562 125

Derivatives - - -

Other liabilities 3 939 225 - 3 939 225

Subordinated loan 36 523 648 - 36 523 648

Total 46 024 997 - 46 024 997

Through Nordiska FPN’s Visa Europe Principal membership, the Company owns shares in Visa Inc., where the value of the 
shares has been reassessed monthly in 2024 (level 2). The valuation is based on the price of the VISA Inc share on the New 
York Stock Exchange (nyse.com) multiplied by the number of shares owned by the Company multiplied by a conversion factor 
defined by VISA Inc. minus a market discount linked to the marketability of the shares. Nordiska FPN’s Visa shares represent 
a value of 9 789 TNOK.

To be compliant with FSA short term liquidity standards (LCR) Nordiska FPN invests in funds comprised of highly liquid assets 
(level 1). As per 31.12.2024 Nordiska FPN owned bond funds valued at 325 TNOK in “SEB Kortrentefond SEK B utd” (SEK) and 
2 017 TNOK in “KLP Kort Stat P” (NOK). The funds are traded in an active market and fair value is based on quoted market 
prices at the end of the reporting period. The fund investments are classified as investment securities.

As of 31 December 2023 Amortised cost Financial assets at fair 
value through P&L

Total

Assets

Loans to and receivables from credit institutions 65 297 847 - 65 297 847

Loans to customers 165 932 504 - 165 932 504

Investment securities - 8 514 362 8 514 362

Derivatives - - -

Prepaid and deposits 3 440 314 - 3 440 314

Total 234 670 665 8 514 362 243 185 027

As of 31 December 2023 Financial liabilities at 
fair value through profit 

or loss

Other financial liabili-
ties at amortised cost 

Total

Liabilities

Liabilities to credit institutions 94 343 731 - 94 343 731

Derivatives - 447 440 447 440

Other liabilities 38 095 047 - 38 095 047

Subordinated loan 35 879 831 - 35 879 831

Total 168 318 610 447 440 168 766 050
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Net change in value on securities and currency 2024 2023

Unrealised currency impact -315 508 -1 365 509

Realised currency impact 47 061 29 660

Currency hedge -1 109 120 -973 100

Value change investments 3 819 824 2 998 774

Dividends investments 50 825 34 114

Total 2 493 082 723 939

NOTE 6B. CREDIT QUALITY OF FINANCIAL ASSETS

2024 2023

Loans to customers

Loans to customers - Unsecured - -

Loans to customers - Secured with Cash collateral 23 818 390 165 932 504

Total loans to customers 23 818 390 165 932 504

The Partner loan portfolio consists of loans without collateral in customer assets, however the Partners are obliged to cover 
all credit losses. In addition the Partners have provided cash collateral of 4 MNOK.

Bank deposits 2024 2023

AA- 36 956 228 31 209 380

A+ - 788 670

A - - -

A - -

Deposit at owner Nordiska - Not rated 46 559 358 33 299 796

Total bank deposits 83 515 586 65 297 847

Total exposure for credit risk amount to 231 230 MNOK.
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NOTE 7. LENDING TO CUSTOMERS

2024 2023

Loans to customers - Folkefinans - -

Loans to customers - Partner loans 23 818 390 165 932 504

Loan Loss Provisions - -

Lending to the customers 23 818 390 165 932 504

The Partner loan portfolios consist of loans without collateral in customer assets. However if the loan is more than 90 days 
overdue the Partner is obliged to buy back the loan or alternatively cover the cost from selling the loan to a third party. If the 
Partner should default on its obligation to cover loan default costs, the Company has an additional security in unrestricted 
cash, amounting to 4 MNOK at 31 December 2024. An ECL without these credit enhancements is lower than the security held 
in cash, and consequently no loan loss provisions are made

2024 2023

SEK - -

NOK 23 818 390 165 932 504

Gross lending to the customers 23 818 390 165 932 504

The change in the allowance for the impairment of the lending to the customers is as follows: 2024 2023

As at 1 January - 5 366 839

Provision during the year - -1 145 063

Realized provision due to portfolio sales - -4 441 532

Currency translations - 219 756

As at 31 December - -

2024 2023

 Loan loss provision during the year  210 256  1 145 063 

 Yearly loan loss  210 256  1 145 063 
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Notes (contd.)

Change in Gross Loans in 2024 Stage 1 Stage 2 Stage 3 Total

Gross Loans 31.12.2023 162 922 668 3 009 837 - 165 932 504

Transfers

Transfer from Stage 1 to Stage 2 - - - -

Transfer from Stage 1 to Stage 3 -  -  274 215  274 215

Transfer from Stage 2 to Stage 3 -  -  114 855  114 855

Transfer from Stage 3 to Stage 2 - - - - 

Transfer from Stage 3 to Stage 1 - - - - 

Transfer from Stage 2 to Stage 1 - - - - 

Change due to new / increased loan  17 663 549  709 320  645 775  19 018 644

Change due to reduced loan (downpayment, sold, written off)  (158 511 990)  (3 009 837)  (161 521 827)

Gross Loans 31.12.2024 22 074 226 709 320 1 034 845 23 818 391

Change in Loss Reserve in 2024 Stage 1 Stage 2 Stage 3 Total

Loss allowance 31.12.2023 - -  -    -   

Transfers

Transfer from Stage 1 to Stage 2 -  -  -  - 

Transfer from Stage 1 to Stage 3 -  -  -  - 

Transfer from Stage 2 to Stage 3 -  -  -  - 

Transfer from Stage 3 to Stage 2  -  -  -  - 

Transfer from Stage 3 to Stage 1 - -  -  - 

Transfer from Stage 2 to Stage 1 - -  - - 

Change due to new / increased loan - - -  - 

Change due to reduced loan (downpayment, sold, written off) - - -  - 

Loss allowance 31.12.2024 - - -  - 

Risk Distribution of loan Portfolio 2024 PD Range Stage 1 Stage 2 Stage 3 Total

Risk Group

A 0% - 5% 19 630 715 709 320 591 439 20 931 474

B 5% - 10% 1 799 416 - 415 223 2 214 639

C 10% - 15% 644 094 - 28 182 672 276

D 15% - 30% - - - - 

E 30% - 60% - - - - 

F 60% - 100% - - - - 

Total 22 074 225 709 320 1 034 844 23 818 390

Risk groups are defined by the current Probabillity of Default (PD) calculation for the loan. PD is determined by various 
factors like credit bureau score and historic payment behaviour of the customer. Nordiska FPN does not carry out collection 
activities on loans that have been written down.
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Change in Gross Loans in 2023 Stage 1 Stage 2 Stage 3 Total

Gross Loans 31.12.2022 108 132 402 3 217 529 3 222 105 114 572 037

Transfers

Transfer from Stage 1 to Stage 2  (1 170 196)  398 585 -  (771 611)

Transfer from Stage 1 to Stage 3 - - - - 

Transfer from Stage 2 to Stage 3 - - - - 

Transfer from Stage 3 to Stage 2 - - - - 

Transfer from Stage 3 to Stage 1 - - -  - 

Transfer from Stage 2 to Stage 1 - - - - 

Change due to new / increased loan  139 777 729  2 661 251 -  142 438 980

Change due to reduced loan (downpayment, sold, written off)  (83 817 268)  (3 217 529)  (3 222 105)  (90 256 902)

Gross Loans 31.12.2023 162 922 668 3 009 837 - 165 932 504

Change in Loss Reserve in 2023 Stage 1 Stage 2 Stage 3 Total

Loss allowance 31.12.2022 2 535 289 809 315 2 022 235 5 366 839

Transfers

Transfer from Stage 1 to Stage 2 - - - - 

Transfer from Stage 1 to Stage 3 - - - - 

Transfer from Stage 2 to Stage 3 - - - - 

Transfer from Stage 3 to Stage 2 - - - - 

Transfer from Stage 3 to Stage 1 - - - - 

Transfer from Stage 2 to Stage 1 - - - - 

Change due to new / increased loan - - - - 

Change due to reduced loan (downpayment, sold, written off)  (2 535 289)  (809 315)  (2 022 235)  (5 366 839)

Loss allowance 31.12.2023 - - - - 

Risk Distribution of loan Portfolio 2023 PD Range Stage 1 Stage 2 Stage 3 Total

Risk Group

A 0% - 5% 62 449 087 473 041 - 62 922 128

B 5% - 10% 76 489 591 2 166 307 - 78 655 897

C 10% - 15% 20 265 101 228 266 - 20 493 367

D 15% - 30% 3 516 705 142 222 - 3 658 927

E 30% - 60% 202 184 - - 202 184

F 60% - 100% - - - -

Total - 162 922 668 3 009 837 - 165 932 504
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NOTE 8. NET INTEREST INCOME

2024 2023

Interest and similar income from loans to and receivables due from credit institutions 828 180 819 218

Interest and similar income on loans to and receivables due from customers 10 792 765 12 055 184

Interest income calculated using the effective interest method 11 620 945 12 874 402

Interest and other expenses on debt to credit institutions -6 685 378 -4 958 549

Interest expenses on lease liabilities -21 077 -61 072

Interest expenses -6 706 455 -5 019 621

Net interest and credit comission income 4 914 491 7 854 781

NOTE 9. OTHER ASSETS

2024 2023

Margin account - currency swaps 1 130 416 2 863 790

Other 1 713 393 161 246

Total 2 843 809 3 025 036

NOTE 10. LOANS AND RECEIVABLES TO CREDIT INSTITUTIONS

2024 2023

Cash and bank deposits 83 515 586 65 297 847

Total 83 515 586 65 297 847

The cash and cash equivalents in the cash flow statement comprise the following:

2024 2023

Cash and cash equivalents 83 515 586 65 297 847

Total 83 515 586 65 297 847

NOTE 11. SHARE CAPITAL AND SHARE PREMIUM

No. of shares Nominal share 
capital 

Share premium Total

Carrying amount 31.12.23 19 341 016 96 123 230 79 262 471 175 385 701

Carrying amount 31.12.24 19 341 016 96 123 230 79 262 471 175 385 701

As of 31 December 2024, the number of shares was 19 341 016 of which 116 370 are the company’s own shares.
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Notes (contd.)

NOTE 12. OTHER LIABILITIES

2024 2023

Accounts payable 140 340 570 026

Customer overpayment loan portfolio 278 978 2 247 792

Liabilities to employees 1 289 85 444

Partner credit loss fund - 31 822 549

Lease liabilities 284 094 365 921

Govt. charges and special taxes 60 813 -159 902

Accrued Govt. charges and special taxes 96 059 153 526

Accrued expenses 1 789 261 2 714 859

Holiday pay due 107 200 294 832

Other provisions 1 181 190 -

Total Other liabilities 3 939 225 38 095 047

NOTE 13. LIABILITIES

2024 2023

Liabilities to credit institutions 5 562 125 94 343 731

Derivatives - 447 440

Subordinated loan 36 523 648 35 879 831

Total loans 42 085 773 130 671 003

Liabilities to credit institutions

Two Partners were active in the Norwegian market during 2024. The Partner business is financed by a credit line from Nord-
iska. The credit line has an interest rate set to 3M Nibor +100 bps and is regulated quarterly.

The subordinated loan entered into in 2015 was refinanced in December 2021 by Nordiska FPN’s owner, Nordiska, with cor-
responding loan terms and duration that satisfies the requirements for Tier II capital. The loan amounts to TSEK 34,803 and 
has an interest rate of 7% and a term of 6 years.

The Company is exposed to interest rate changes on these loans based on the following reprising structure:

2024 2023

6 months or less 5 562 125 94 791 171

6-12 months - -

1-5 years 36 523 648 35 879 831

More than 5 years - -

No agreed maturity date - -

Total loans 42 085 773 130 671 003
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Carrying amount and fair value of loans: 2024 2023

Carrying amount

Liabilities to credit institutions 5 562 125 94 343 731

Derivatives - 447 440

Subordinated loan 36 523 648 35 879 831

Total carrying amount 42 085 773 130 671 003

Fair value

Liabilities to credit institutions 5 562 125 94 343 731

Derivatives - 447 440

Subordinated loan 36 523 648 35 879 831

Total fair value 42 085 773 130 671 003

The carrying amounts of the Company’s loans in various currencies are as follows:

2024 2023

NOK 5 562 125 94 343 731

EUR - -248 000

USD - -474 960

SEK 36 523 648 35 973 324

As of 31 December 2024 Undefined 0-3 months 3-12 months 1-5 years Over 5 years Total

Liabilities to credit institutions - 2 827 725 2 827 725 - - 5 655 451

Other Liabillities 1 460 168 298 501 1 896 461 - - 3 655 131

Derivatives - - - - - -

Lease Liabillities - 71 023 213 070 - - 284 093

Subordinated loan - 639 164 1 917 492 46 537 215 - 49 093 870

Partner liabillity - - - - - -

SUM Liabilities 1 460 168 3 836 413 6 854 748 46 537 215 - 58 688 545

The Partner business is funded by a credit line from the owner Nordiska where the amortization of the funding matches the 
outstanding loan portfolio.

As of 31 December 2023 Undefined 0-3 months 3-12 months 1-5 years Over 5 years Total

Liabilities to credit institutions - 16 446 859 49 340 577 32 893 718 - 98 681 154

Other Liabillities 2 247 792 649 094 3 009 691 - - 5 906 577

Derivatives - 447 440 - - - 447 440

Lease Liabillities - 87 400 278 521 - - 365 921

Subordinated loan - 627 897 1 883 691 45 716 885 - 48 228 473

Partner liabillity 31 822 549 - - - - 31 822 549

SUM Liabilities 34 070 342 18 258 690 54 512 480 78 610 603 - 185 452 115
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Liabilities to credit 
institutions

Lease Liabillities Subordinated loan Total

2023-12-31 94 343 731 365 921 35 879 831 130 589 484

Cash Flows
Amortisation -175 000 000 -271 398 - -175 271 398

Principal increase 83 213 319 221 769 - 83 435 088

Interest Payments -1 194 421 -21 076 -2 492 999 -3 708 495

Non-cash changes
Interest cost 4 199 495 21 076 2 484 653 6 705 224

Principal increase - - - -

FX adjustement - - 652 163 652 163

2024-12-31 5 562 125 316 292 36 523 648 42 402 065

NOTE 14. PENSIONS AND SIMILAR LIABILITIES

2024 2023

Costs charged to the statement of comprehensive income

– Pension costs 304 641 417 756

In Norway, the minimum defined contribution pensions (compulsory company pensions) are paid as they become due. 
In Sweden and Norway the costs for agreed pension contribution plans are determined upon individual agreements 
between the Company and the individual employee.

NOTE 15. WAGES AND SALARIES

2024 2023

Salaries 1 576 384 2 820 842

Employers’ national insurance contributions 249 267 622 803

Pension costs – the year’s provisions for defined contribution based pension schemes 304 641 417 756

Other benefits 13 053 31 956

Total wages and salaries 2 143 345 3 893 358

No. of employees (average during the year) 1 3
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Notes (contd.)

NOTE 16. OTHER OPERATING EXPENSES

2024 2023

External advisors/fees services  2 424 045  4 419 669 

Office expenses - - 

Operational expenses  1 061 650  1 439 058 

 Administrative and other expenses  13 883  112 438 

 IT Cost  664 596  1 098 711 

 Sales and Marketing -  174 

 Total other operating expenses  4 164 174  7 070 050 

Fees to auditors and other related costs 2024 2023

Statutory audit

- KPMG 826 181 1 835 579

Total 826 181 1 835 579

Fees include VAT.

NOTE 17. TAXES

Tax expense: 2024 2023

Taxes payable on foreign income - -

Adjustments in respect of prior years -5 948 481 -

Change in deferred tax -691 670 -2 576 612

Deferred tax not recognized 6 640 151 2 576 612

Change in deferred tax due to change in tax rate 

Tax expense - -

Total tax including OCI - -

2024 2023

Tax payable - -

Advance tax payments - -

Total tax payable - -
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Reconciliation of the tax expense: 2024 2023

Result before tax 2 757 367 -3 582 805

Calculated tax - 25% 689 342 -895 701

Permanent differences 2 328 1 548

Effects from changed tax rates - -

Adjustments in respect of prior years 5 948 481 -

Deferred tax not recognized -6 640 151 894 153

Tax payable on foreign income - -

Tax - -

Tax in the statement of comprehensive income - -

Tax expense in the income statement - -

Tax expense - -

Deferred tax and deferred tax assets: 2024 2023

Deferred tax assets

Defecit carried forward - Norway 162 433 434 184 694 617

Other temporary differences 8 365 906 12 665 325

Total temporary differences (deferred tax basis) 170 799 340 197 359 942

Temp diff not recognised as deferred tax -170 799 340 -197 359 942

Deferred tax liability

Tangible and Intangible assets - -

Deferred tax liability - -

Net deferred tax - -

Ordinary tax expense - -

Total tax expense - -

Taxes payable - -

Change in deferred tax - -

Total tax expense - -
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NOTE 18. COMMITMENTS

a) Guarantees and charges:

Nordiska FPN has no guarantees or charges in 2024.

b) Operating leases – liabilities where one of the company branches is the lessee

The future total minimum payments linked to non-terminable leases are as follows:

2024 2023

Due date within 1 year 75 982 403 308

Due date between 1 and 5 years into the future - -

Due date more than 5 years into the future - -

Total future minimum lease payments 75 982 403 308

The future total minimum payments are not presented on a net present value.

The Company’s operating leases in Norway consist of premises- and support agreements. The most material future pay-
ments consist of office rental. The total minimum payments are gross figures (no deduction for deposits).

c) Off balance sheet exposure

One of the Partners launched a credit card product in 2023. As per Dec 31 2024 the off balance sheet exposure for Nordiska 
FPN related to this product was 58,9 MNOK (5,4) MNOK.

NOTE 19. RELATED PARTIES

The Company has been involved in transactions with the following related parties:

Nordiska has not been involved in transactions with related parties during 2024.

Remuneration to senior employees

The senior employees comprise the management and directors.  No remuneration are paid to the board members. The 
remuneration to senior employees is shown below (NOK 1000):

2024 2023

Salaries and other short-term employee benefits 1 061 2 863

Pension benefits 138 257

Total 1 199 3 120
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2024 2023

Name Salary and other 
short-term benefits 

Pension benefits Salary and other 
short-term benefits 

Pension benefits

Jens Schau-Hansen, CEO 865 120 1 712 153

Other Management

Morten Opstad Eriksen, Finance & Risk Manager 196 18 1 151 104

Total 1 061 138 2 863 257

Specification of remuneration to senior employees:

NOTE 20. CONTINGENT LIABILITY AND EVENTS AFTER THE END OF THE REPORTING  
PERIOD

The Company has decided to terminate the Visa membership and the termination request was submitted to Visa in 
January 2025.

NOTE 21. SHARE CAPITAL AND SHAREHOLDER INFORMATION

No. of shares Nominal value Book value

Shares excluding Nordiska FPN's own shares  19 224 646  5  96 123 230 

Total  19 224 646  5  96 123 230 

All the shares have equal voting rights.

Ownership structure as of 31 December 2024  Share  Ownership share

NNAV 1 Holding AB SE 19 224 646 99,4 %

Own shares, Nordiska Financial Partner Norway AS  116 370 0,6 %

Number of shares  19 341 016 100%

No. of shares Nominal value Book value

Shares excluding Nordiska FPN's own shares  19 224 646  5  96 123 230 

Total  19 224 646  5  96 123 230 

All the shares have equal voting rights.

Ownership structure as of 31 December 2023  Share  Ownership share

NNAV 1 Holding AB SE 19 224 646 99,4 %

Own shares, Nordiska Financial Partner Norway AS  116 370 0,6 %

Number of shares  19 341 016 100%

The share capital in the company as of 31 December 2024 consists of:

The share capital in the company as of 31 December 2023 consists of:
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NOTE 22. CAPITAL ADEQUACY

Capital adequacy 31 December (Group)

2024 2023

Share capital 97 286 930 96 123 230

Other equity -16 737 538 -18 338 831

Total Equity 80 549 392 77 784 399

- Value adjustement for prudent valuation -3 495 -8 514

Common Equity (CET 1) 80 545 897 77 775 885

Additional Tier 1 capital - -

Tier 1 Capital 80 545 897 77 775 885

Tier 2 capital 21 667 710 28 275 508

Total Capital 102 213 607 106 051 392

Institutions 16 690 184 13 167 533

Corporates 716 953 99 628 473

Retail 17 021 227 -

Other items 17 984 294 20 978 177

Sum Credit Risk 52 412 657 133 774 183

Market Risk - -

Credit valuation adjustment 5 109 22 200

Operational Risk 52 325 300 48 675 329

Total Risk Weighted Assets 104 743 066 186 121 683

Common Equity (CET 1) % 76,9% 41,8%

Tier 1 Capital % 76,9% 41,8%

Total Capital % 97,6% 57,0%

CET 1 Available after meeting the total SREP own funds requirements is 57,4% (22,2).

Leverage Ratio

Leverage Ratio 31 December (Group)

2024 2023

Other assets 128 835 214 247 103 126

Total Leverage Ratio exposure 128 835 214 247 103 126

Tier 1 Capital 80 545 897 77 775 885

Leverage Ratio 62,5% 31,5%
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To the General Meeting of Nordiska Financial Partners Norway AS 

 

Independent Auditor’s Report 

Opinion 

We have audited the financial statements of Nordiska Financial Partners Norway AS (the Company), 
which comprise the balance sheet as at 31 December 2024, statement of comprehensive income, 
statement of changes in equity and statement of cash flows for the year then ended, and notes to the 
financial statements, including material accounting policy information. 

In our opinion 

• the financial statements comply with applicable statutory requirements, and 

• the financial statements give a true and fair view of the financial position of the Company as at 
31 December 2024, and its financial performance and its cash flows for the year then ended in 
accordance with IFRS Accounting Standards as adopted by the EU. 

Our opinion is consistent with our additional report to the Board of Directors. 

  

Basis for Opinion 

We conducted our audit in accordance with International Standards on Auditing (ISAs). Our 
responsibilities under those standards are further described in the Auditor’s Responsibilities for the 
Audit of the Financial Statements section of our report. We are independent of the Company as 
required by relevant laws and regulations in Norway and the International Ethics Standards Board for 
Accountants’ International Code of Ethics for Professional Accountants (including International 
Independence Standards) (IESBA Code), and we have fulfilled our other ethical responsibilities in 
accordance with these requirements. We believe that the audit evidence we have obtained is sufficient 
and appropriate to provide a basis for our opinion. 

To the best of our knowledge and belief, no prohibited non-audit services referred to in the Audit 
Regulation (537/2014) Article 5.1 have been provided. 

We have been the auditor of Nordiska Financial Partners Norway AS for 3 years from the election by 
the general meeting of the shareholders on 7 April 2022 for the accounting year 2022. 

Key Audit Matters 

Key audit matters are those matters that, in our professional judgment, were of most significance in 
our audit of the financial statements of the current period. These matters were addressed in the 
context of our audit of the financial statements as a whole, and in forming our opinion thereon, and we 
do not provide a separate opinion on these matters. 

We have determined that there are no key audit matters to communicate in our report.  
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Other Information 

The Board of Directors and the Managing Director (management) are responsible for the information 
in the Board of Directors’ report. The other information comprises information in the annual report, but 
does not include the financial statements and our auditor’s report thereon. Our opinion on the financial 
statements does not cover the information in the Board of Directors’ report. 

In connection with our audit of the financial statements, our responsibility is to read the Board of 
Directors’ report. The purpose is to consider if there is material inconsistency between the Board of 
Directors’ report and the financial statements or our knowledge obtained in the audit, or whether the 
Board of Directors’ report otherwise appears to be materially misstated. We are required to report if 
there is a material misstatement in the Board of Directors’ report. We have nothing to report in this 
regard. 

Based on our knowledge obtained in the audit, it is our opinion that the Board of Directors’ report 

• is consistent with the financial statements and 

• contains the information required by applicable statutory requirements. 

Responsibilities of Management for the Financial Statements 

Management is responsible for the preparation of financial statements that give a true and fair view in 
accordance with IFRS Accounting Standards as adopted by the EU, and for such internal control as 
management determines is necessary to enable the preparation of financial statements that are free 
from material misstatement, whether due to fraud or error. 

In preparing the financial statements, management is responsible for assessing the Company’s ability 
to continue as a going concern, disclosing, as applicable, matters related to going concern and using 
the going concern basis of accounting unless management either intends to liquidate the Company or 
to cease operations, or has no realistic alternative but to do so. 

Auditor’s Responsibilities for the Audit of the Financial Statements 

Our objectives are to obtain reasonable assurance about whether the financial statements as a whole 
are free from material misstatement, whether due to fraud or error, and to issue an auditor’s report that 
includes our opinion. Reasonable assurance is a high level of assurance, but is not a guarantee that 
an audit conducted in accordance with ISAs will always detect a material misstatement when it exists. 
Misstatements can arise from fraud or error and are considered material if, individually or in aggregate, 
they could reasonably be expected to influence the economic decisions of users taken on the basis of 
these financial statements. 

As part of an audit in accordance with ISAs, we exercise professional judgment and maintain 
professional scepticism throughout the audit. We also: 

• identify and assess the risks of material misstatement of the financial statements, whether due 
to fraud or error. We design and perform audit procedures responsive to those risks, and 
obtain audit evidence that is sufficient and appropriate to provide a basis for our opinion. The 
risk of not detecting a material misstatement resulting from fraud is higher than for one 
resulting from error, as fraud may involve collusion, forgery, intentional omissions, 
misrepresentations, or the override of internal control. 
 

• obtain an understanding of internal control relevant to the audit in order to design audit 
procedures that are appropriate in the circumstances, but not for the purpose of expressing an 
opinion on the effectiveness of the Company's internal control. 
 

• evaluate the appropriateness of accounting policies used and the reasonableness of 
accounting estimates and related disclosures made by management. 
 

• conclude on the appropriateness of management’s use of the going concern basis of 
accounting and, based on the audit evidence obtained, whether a material uncertainty exists 
related to events or conditions that may cast significant doubt on the Company’s ability to 
continue as a going concern. If we conclude that a material uncertainty exists, we are required 
to draw attention in our auditor’s report to the related disclosures in the financial statements 
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or, if such disclosures are inadequate, to modify our opinion. Our conclusions are based on 
the audit evidence obtained up to the date of our auditor’s report. However, future events or 
conditions may cause the Company to cease to continue as a going concern. 

• evaluate the overall presentation, structure and content of the financial statements, including
the disclosures, and whether the financial statements represent the underlying transactions
and events in a manner that achieves a true and fair view.

We communicate with the Board of Directors regarding, among other matters, the planned scope and 
timing of the audit and significant audit findings, including any significant deficiencies in internal control 
that we identify during our audit. 

We also provide the Audit Committee with a statement that we have complied with relevant ethical 
requirements regarding independence, and to communicate with them all relationships and other 
matters that may reasonably be thought to bear on our independence, and where applicable, related 
safeguards. 

From the matters communicated with the Board of Directors, we determine those matters that were of 
most significance in the audit of the financial statements of the current period and are therefore the 
key audit matters. We describe these matters in our auditor’s report unless law or regulation precludes 
public disclosure about the matter or when, in extremely rare circumstances, we determine that a 
matter should not be communicated in our report because the adverse consequences of doing so 
would reasonably be expected to outweigh the public interest benefits of such communication. 

Oslo, 31 March 2025 

KPMG AS 

Svein Arthur Lyngroth 
State Authorised Public Accountant 
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Dronning Eufemias gate 16
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Nordiska Financial Partner Norway AS.
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1. Purpose

The purpose of this document is to set a framework for the understanding of digital evidence quality. Additionally it explains how the Scrive e-signed documents relate to such framework.

2. What is quality digital evidence?

Evidence collection is a security measure that the parties signing an agreement or another type of document, use to protect themselves in the event of a future dispute. The evidence can serve the purpose of clarifying the circumstances of the signing event; what was signed, how it was signed and who the signatories were. The value of quality evidence cannot be overstated, as it can be the difference between winning and losing in the event of a dispute.

We have studied several evidence container technologies such as the signed paper document, the printed facsimile and the recorded voice to understand how to generate quality evidence in a digital environment. We found that there has been good reason to perceive the signed paper document as the gold standard for evidence quality; it has several inherent qualities that are not easily transferable into digital formats. In fact we found that new technologies have been introduced at the cost of significant loss in quality of evidence; crucial information is left out of such digital evidence containers and as a result the usefulness of such evidence is highly dependent on third parties. This section explores the key characteristics of the signed paper document as compared to digital evidence container formats with the purpose of exploring what is required to reproduce, or improve, the evidence characteristics of the signed paper document.

2.1 Integrity

To prove that evidence is legitimate it is important to be able to show that it has not been tampered with.

As outlined in the table below, integrity is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The integrity of a digital evidence container is highly dependent on the design of the system that produces it.

Question to ask:

How to emulate the integrity properties of the signed paper document in a digital evidence container?

				Signed paper document

		Digital evidence container



		Integrity

Can the evidence container be altered after its creation?

		A signed paper document is rarely questioned as evidence, unless there is good reason to believe otherwise. The reason being, that paper is by nature an immutable format; once signed it is difficult to manipulate the available evidence (typically paper mass, ink and fingerprints) without leaving traces of such manipulation. Thus a signed paper document is a durable “snapshot” of reality at the time that the document was signed.

		Digital evidence such as a PDF or an audio file, is by nature mutable. It is easy to alter digital evidence without leaving traces of manipulation.





2.2 Accessibility

To be able to make use of evidence it is key that it is as accessible as possible, meaning that all aspects of the evidence can be understood with a minimum amount of specialised expertise and tools.

As outlined in the table below, accessibility is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The accessibility of a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to make a digital evidence container as accessible as a signed paper document?

				Signed paper document

		Digital evidence container



		Tools

What tools are required to display the evidence?

		All graphical elements (i.e. text and pictures) are visible to the naked eye, thus additional tools are never required for the interpretation thereof.

		All graphical elements are hidden to the naked eye, thus additional tools (machines and software) are always required for the interpretation thereof.

Additionally, different tools display the graphical elements in different ways so it is not given that all graphical elements in the file will be accessible to the naked eye or that it will be presented in the intended way.

Or even worse, to skew the balance of power and create an information advantage to one or several of the signatories, the intended way to display the graphical elements might be to hide them to make them difficult to find unless you know what tool to use and/or where to look for the graphical elements.



		Cost

How costly can it be to access the evidence?

		For the evidence that is harder to access such as fingerprints and the age of the ink, there are societal functions for the sole purpose of extracting that evidence.

		For the digital evidence that is harder to access, special resources not available to anyone such as special tools, expertise and research skills, might be required to extract all evidence.



		Comprehensibility

How Is the evidence format understood?

		As a standard format all aspects thereof are common knowledge, readily available to anyone interested.

		There is no one standard for digital evidence, therefore the format and available documentation for the interpretation thereof, is highly dependent on the design of the system that generated the evidence.





2.3 Evidence of intent

Contract law worldwide states that an offer and acceptance are elements required for the formation of a legally binding contract: the expression of an offer to contract on certain terms by one person (the “offeror”) to another person (the “offeree”), and an indication by the offeree of its acceptance of those terms. The other elements traditionally required for a legally binding contract are (i) consideration and (ii) an intention to create legal relations. Thus, intent is a key component in making a contract legally binding.

As outlined in the table below, evidence of intent is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of intent in a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to produce evidence of the intent to sign in a digital signing environment and how to match that intent with a specific document?

				Signed paper document

		Digital evidence container



		Output

Is the final output the same as what is viewed at the time of signing?

		The signing environment (the paper document) is the same as the final output (the signed paper document).

		The digital signing environment is not the same as the final output. i.e. the displayed information is not the same as the digital evidence produced by the system after signing.



		Comprehensibility

Is the signing environment easily comprehensible to the signatory? 

		To sign a paper document is a standardised ritual to form a binding agreement. Therefore it is reasonable to maintain that any adult of age would understand their actions and that intent can be assumed.

		There are no standards for signing in a digital environment, the signing environments are subject to human creativity and the same signing environment may change from time to time, intentionally or unintentionally. Therefore it is not possible to assume that the signing environment made it immediately clear to the signatory that it was participating in the formation of a legally binding contract, thus intent can never be assumed.





Let us illustrate the potential consequences of weak evidence of intent in a digital signing environment with an example:

Two parties go to court over a contract signed in a digital signing environment. One of the parties claims that it didn’t sign a contract. Instead it claims that it was displayed with a) an interesting drawing of a blue elephant, b) a question if it would like to see an equally interesting pink sheep, and c) a button to proceed to view the pink sheep. Then the party selected to proceed by clicking the button to see the pink sheep, viewed the pink sheep and went to bed. There was no intent to sign a contract; there was only intent to view a pink sheep.

2.4 Evidence of identity

To be able to prove the identity of a signatory, the strength and accessibility of such evidence is key.

As outlined in the table below, evidence of identity is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of identity in a digital evidence container is highly dependent on the design of the software that produces it. On the other hand the signed paper document have inherent limitations to the type of evidence that can be included and the accessibility of such evidence, digital evidence containers don’t have such limitations to possibilities and accessibility and any type of digital evidence can be included and made easily accessible.

Question to ask:

How should the evidence of identity of the signing parties be captured and included into the evidence container?

				Signed paper document

		Digital evidence container



		Saving:

Is the evidence captured and included?

		Evidence of identity of the signing parties will automatically be captured and included into the document. The signatures can be used for graphological analysis, and fingerprints and other biometric materials from the signing parties can be used to authenticate the signatories.

		Evidence of identity of the signing parties will not be automatically captured and included into the document unless a) the software has been designed to do so, and b) the user of the software configures the software to do so.



		Formats:

In what formats can evidence be captured and included?

		There are limited possibilities to include evidence of identity other than the given; the signature, fingerprints and other biometric materials.

		New technology enables virtually unlimited possibilities to capture and include different types of evidence of identity such as audio, video, pictures and much more.



		Accessibility:

How accessible is the evidence?

		The evidence of identity is not easily accessible as it is costly and time consuming to request analysis of signatures, fingerprints and other biometric materials.

		The evidence of identity can be made easily accessible so that the usefulness thereof can be free and immediate to anyone.





2.5 Evidence of time

To be able to prove the time of a signature it is key to have exact evidence of time and that such evidence can be trusted to be accurate.

As outlined in the table below, trustworthy evidence of time is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of time in a digital evidence container is highly dependent on the design of the software that produces it. On the other hand the signed paper document have inherent limitations to the exactness of the evidence of time that can be included and the accessibility of such evidence, digital evidence containers don’t have such limitations to exactness and accessibility and very precise evidence of time can be included and made easily accessible.

Question to ask:

How to make sure that the evidence of time can be trusted to be correct?

				Signed paper document

		Digital evidence container



		Trust

Can the time be trusted? 

		The time of the event can be trusted as it can be found in the ink and there is a strong scientific foundation for the technique for chemical age determination.

		The time of the event is not automatically to be trusted because it is reported by a machine whose time settings cannot automatically be guaranteed to be correct.



		Exactness

How exact can the time be?

		The signed paper document offers limited possibilities to capture exact evidence of time. It is typically done manually through writing the date of when the signature was applied to the document. Additionally it is possible to analyse the time of the signature by chemical age determination of the applied ink. Neither of those methods provides exact evidence of time. Typically the manually applied time is only the day of the signature and the chemical age determination is even less exact.

		Digital evidence containers offer extensive possibilities to capture exact evidence of time and the evidence of time can be made to be very exact down to milliseconds, microseconds or even more exact.



		Accessibility

How accessible is the evidence?

		The evidence of time is not easily accessible as it is costly and time consuming to request analysis of signatures, fingerprints and other biometric materials.

		The evidence of time can be made easily accessible so that the usefulness thereof can be free and immediate to anyone.





2.6 Event history

To be able to prove a signature, events related to the actual signing event can be useful to strengthen the case.

As outlined in the table below, trustworthy evidence of time is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of time in a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask: 

How much event information should be collected and what should be included in the evidence container?

				Signed paper document

		Digital evidence container



		Ease of saving

How easy is it to capture and include related evidence?

		Collection and inclusion of related evidence has to be done manually which is costly. Therefore it is less likely that the signatories will collect and include extra evidence as a preemptive measure.

		Collection and inclusion of related evidence can be done automatically which is cheap. Therefore it can be reasonable to with take preemptive measures to collect and include extra evidence automatically through the system generating the evidence container.





2.7 Control

As seen in the previous sections, evidence is composed of many different evidence features such as integrity, accessibility, intent, identity, time and events (the “Evidence Features”). The Evidence Features may be captured in the same evidence container or distributed across multiple evidence containers, within or outside of the signatory’s direct control, such as but not limited to documents, databases or human memory. Optimally, as much as possible of the Evidence Features should be concentrated into evidence containers under the signatory’s direct control because a) the third party can cease to exist and as a result the evidence may be destroyed, b) the third party’s systems and/or administration may change and affect the accessibility of the evidence for the signatory, c) the third party’s incentives as an agent to protect the integrity of the evidence may not be, or stop being, aligned with the signatory’s incentives as a principal and thus increasing the risk of evidence loss or the risk of tampering that may affect the evidence quality or d) any combination of the aforementioned scenarios.

As outlined in the table below, control is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The control of a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to design a digital evidence container to include as much evidence as possible under the signatory’s direct control and independent from third parties?

				Signed paper document

		Digital evidence container



		Independence

How many of the Evidence Features are dependent on third parties to be useful?

		The paper naturally includes all Evidence Features.

		The digital evidence container must be designed specifically to include the Evidence Features, otherwise the Evidence Features will be left outside the direct control of the signatory.





3. Scrive’s solution

3.1 Introduction

We have now analysed the evidence quality characteristics of the signed paper document versus digital evidence containers. This section describes the Evidence Package and how it has been designed in relation to the evidence quality characteristics. Our goal has been to reproduce the evidence qualities of the signed paper document, the long-standing gold standard for evidence containers, while at the same time add new qualities enabled by new technology. The end result is an evidence container not only imitating the most important features of the signed paper document but also with qualities superior to the signed paper document.

As explained in the introduction section to this Evidence Documentation, Scrive eSign is designed to a) enable its users to define workflows for signing electronically, b) execute the e-signing workflow, c) record the evidence and d) once all signatories have signed, use the recorded evidence to produce the Evidence Package. Thus, the Evidence Package is the end result of all these four steps in Scrive eSign and to be able to understand the Evidence Package, it is important to understand each of these four steps. This section explains the four steps in Scrive eSign required for producing the Evidence Package.

3.2 Summary

The Evidence Package addresses the questions in the section “How to create quality evidence?” in the following ways:

		Topic

		Question

		Evidence Package



		Integrity

		How to emulate the immutability of the signed paper document in a digital evidence container?

		Scrive eSign seals the Evidence Package with a digital signature (see step 10 in the Service Description). Depending on which sealing method was chosen, one of two things is applicable. With Keyless Signature Infrastructure based digital signature: Within one (1) month and five (5) days Scrive eSign seals the Evidence Package with a Keyless Digital Signature (see step 11 in the Service Description) which can be used to verify the document’s integrity mathematically with the help of the Digital Signature Documentation (see step 9  in the Service Description). With PAdES digital signature: Protects the document with a tamper-evident seal and makes Long Term Validation (LTV) of the seal possible.



		Accessibility

		How to make a digital evidence container as accessible as a signed paper document?

		Scrive eSign append the Verification Page to the Signing PDF containing a brief documentation (see step 2  in the Service Description), append this Evidence Quality Framework (see step 4 in the Service Description) and append the full Service Description (see step 5  in the Service Description) these documents together explain the Evidence Package and, except from a few exceptions, eliminate the need for further expertise or resources.



		Evidence of Intent

		How to produce evidence of the intent to sign in a digital signing environment and how to match that intent with a specific document?

		Scrive eSign makes a screenshot of the confirmation in the signing environment of the Signatory, after the Signatory has signed and includes this screenshot into the Evidence of Intent (see step 8 in the Service Description). Behind the confirmation the document is visible to make it possible to match the intent with the document.



		Evidence of Identity

		How should the evidence of identity of the signing parties be captured and included into the evidence container? 

		Scrive eSign performs meticulous data collection in the Transaction Logs and then selected identity data is printed into the Verification Page (see step 6 in the Service Description) and all identity data is included into the Evidence Log (see step 4 in the Service Description).



		Evidence of time

		How to make sure that the evidence of time can be trusted to be correct?

		Scrive eSign collects time of events and Clock Error Samples into the Transaction Logs. These Clock Error Sample data are computed into useful numbers that can be used to mathematically calculate the likelihood of time deviation from the registered time.  Everything is included into the Evidence Log (see step 6 in the Service Description) and the Evidence if Time (see step 7 in the Service Description). Additionally the digital signature with which the document is sealed (see step 10 in the Service Description) includes a strong timestamp that can be used as an additional source of evidence of time.



		Event history

		How much event information to collect and what to include in the evidence container?

		Scrive eSign collects as much information as possible into the Transaction Logs and include all collected information into the Evidence Log (see step 6 in the Service Description).



		Control

		How to design a digital evidence container to include as much evidence as possible under the signatory’s direct control and independent from third parties?

		Scrive eSign goes to great lengths to collect and include as much evidence material as possible into one single evidence container, the Evidence Package. The Evidence Package include all Evidence Features of a signed paper document and more thereto.





4. Benchmarking the evidence quality of the Evidence Package

Based on the criteria as set forth in section 2 (What is quality digital evidence?), it can reasonably be argued that the Transaction Logs together with the measures in step 1-11 to produce the Evidence Package, to generate a digital evidence container of highest quality. Lets see how, in our opinion, the Evidence Package fare in comparison to the signed paper document when applying the framework as set forth in section 2.

		Main criteria

		Subcriteria

		Signed paper document

		Evidence Package



		Integrity

		Mutability

How mutable is the evidence container?

		Not mutable.

		Not mutable after applying the Digital Signature, in the sense that any alteration can be detected. In the event of a leak of the private key that Guardtime maintains, forged evidence containers would be detected if the Keyless Digital Signature has been applied. For PKI sealing, in the event of a leak of our private key for the PAdES digital signature, our certificate will be revoked. In that case, even if that certificate is revoked, the digital signature will still be able to show that at the time of sealing the certificate was not revoked and thus the digital signature (seal) is still valid.



		Accessibility

		Tools

What tools are required to display the evidence?

		No tools required.

		The Evidence Package is produced in standard PDF format and thus all parts of the Evidence Package is accessible through standard PDF readers where attachments are displayed. Adobe Reader is one example of such PDF reader.



				Cost

How costly can it be to access the evidence?

		The cost depends from country to country on the societal functions of the society and what they charge for document analysis.

		All evidence is made easily accessible and at no cost. The only evidence that requires any level of expertise is a) the technical expertise required to apply the Digital Signature Documentation to prove the Evidence Package’s integrity and timestamp mathematically and b) the statistical expertise to apply the time measurements to the statistical model to prove the exact time of an event.The need for case a is expected to be extremely rare and the statistical expertise in case b is common knowledge and easy to come by.



				Comprehensibility

How Is the evidence format understood?

		It is common knowledge available to anyone.

		The Evidence Documentation includes all explanations necessary.



		Evidence of Intent

		Output

Is the final output the same as what is viewed at the time of signing?

		Yes. Always.

		No. Never for digital evidence containers. The screenshot included in the Evidence of Intent which include a picture of the signed document in the background is intended to strengthen the evidence that what was viewed in Scrive eSign was the same as the output. The solution is not terminal though as this does not guarantee that the document was exactly the same in all parts.



				Comprehensibility

Is the signing environment comprehensible to the Signatory?

		Yes. Always for any mentally capable adult.

		Yes. The screenshot of the confirmation message after signing, that is included in the Evidence of Intent, is evidence that the Signatory understood that they were taking part in a e-signing workflow.



		Evidence of Identity

		Saving

Is the evidence captured and included?

		Yes. Unless the party wears gloves or for other reason manages to avoid direct physical contact with the paper.

		Yes. All information collected during the e-signing workflow is collected in the Transaction Logs and included in the Evidence Log upon producing the Evidence Package, including any evidence of identity.



				Formats

In what formats can evidence be captured and included?

		Limited possibilities.

		Unlimited possibilities.



				Accessibility

How accessible is the evidence?

		Not very accessible. Costly and/or time consuming to request analysis of signatures, fingerprints and other biometric materials.

		All evidence of identity is included in plain text in the Evidence Log or as easily accessible attachments to the document if requested in other format, such as photo for example.



		Evidence of time

		Trust

Can the time measurement be trusted?

		Yes.

		Yes. UTC time stamps plus deviation are time intervals guaranteed to be traceable to  reference time. Additionally the digital signature with which the document is sealed contains a time stamp which can be verified mathematically using only public information. 



				Exactness

How exact can the time measurement be?

		Not very exact. The standard precision is per day. Chemical age determination is even less exact.

		It can be very exact. The time is measured with microsecond resolution.



				Accessibility

How accessible is the evidence?

		Not very accessible. Costly and/or time consuming to request analysis of signatures, fingerprints and other biometric materials.

		Very accessible. All evidence of time is included in plain text in the Evidence Log.



		Event history

		Ease of saving

How easy is it to capture and include related evidence?

		Not very easy. Manual labor is required. Therefore likely to happen to a minimal extent.

		Effortless. Scrive eSign automatically collects and includes plenty of evidence in the Transaction Logs and prints all that evidence into the Evidence Log.



		Control

		Independence

How many of the Evidence Features are dependent on third parties to be useful?

		None. The signed paper document is a self contained evidence container format.

		None. The Evidence Package is a self contained evidence container format.
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1. Definitions

“Attachments” means attachments to the Main Document provided by the Author or Signatories.

“Author” means the person(s) that configure the Workflow Settings.

“Clock Error Samples” means the term as defined in the Attachment Evidence of Time.

“Delivery Method” means the method to deliver the invitation to participate in a Workflow Session.

“Design View” means the administrative user interface of Scrive eSign for the purpose of configuring the Workflow Settings.

“Evidence Attachments” means the attachments with additional evidence inserted into the Final PDF as explained in section 8, the attachments are Evidence Quality of Scrive E-Signed Documents, Service Description, Evidence Quality Framework, Evidence Log, Evidence of Intent, Evidence of Time and Digital Signature Documentation.

“Evidence Material” means the Final PDF including the inserted Evidence Attachments. 

“Evidence Package” means the Evidence Material sealed with a digital signature.

“Field Data” means data associated with text fields, checkboxes, radio buttons and signature boxes in the Main Document.

“Final PDF” means the final Main Document after all Signatories have signed, including Field Data rendered with the placements defined by the Author in the Workflow Settings.

“Initiator” means the person that initiates Workflow Execution.

“Initiated Workflow” means a set of Workflow Settings where Workflow Execution has been initiated.

“Integrated System” means a system that communicates with Scrive eSign via the Scrive API.

“Main Document” means the document that is displayed in the Design View and Sign View and is possible to edit with Field Data.

“Party” or “Parties” means persons participating in the Workflow Execution.

“Role” means the Role of a Party during a Workflow Session.

“Scrive API” means the application programming interface of Scrive eSign.

“Sign Material” means the material being reviewed, signed and completed by the Parties during Workflow Execution, including a) the Main Document, b) Attachments and c) Field Data.

“Sign View” means the graphic user interface in Scrive eSign’s web based interface, for the Parties to review and for Signatories to sign the Sign Material.

“Signatory” means a person that has been defined to sign the Sign Material in the Sign View during a Session.

“Signature Confirmation Section” is the final section where the Signatory is asked if they are sure that they wish to sign the document.

“Signature Drawing Modal” is the modal where the Signatory is asked to draw or type their signature.

“Template Workflow” means Workflow Settings saved by an Author for later reuse. “Transaction Logs” means database logs in Scrive eSign, including records of the Signatories activities in Scrive eSign.

“User” is a person or a group of persons with an account in Scrive eSign which is linking to a verified email address.

“Viewer” means a person that has been defined to only have access to view the Sign Material in the Workflow Session.

“Workflow Execution” means when Scrive eSign guides the Parties through Workflow Sessions as configured in the Workflow Settings.

“Workflow Session” means a set of activities defined for a Party to execute the assigned Role. A Party can be assigned multiple Workflow Sessions.

“Workflow Settings” means any combination of settings in section 3 defining how the Parties can interact with the Sign Material during Workflow Execution.

2. Purpose 

The purpose of this document is to explain how Scrive eSign worked at any given point in time to facilitate the full understanding of the process that generated the final Evidence Package. Each time Scrive eSign is updated with new features this document is also updated. The scope of the document is to describe the Scrive eSign system in full. Because it is possible to initiate Workflow Execution via API it is possible that parts of the e-signing workflow have happened outside of Scrive eSign. Because Scrive can only document features that are within our control, parts of a workflow may have happened outside the scope of this document.

3. Design the workflow (Author)

Workflow Settings are defined in the Design View by the Author. The features for designing the Workflow Settings are clustered in the Design View in three main sections. We describe the features in these sections according to the structure in the Design View.

3.1 Add Parties

3.1.1 Simple Workflow Session

Add a Workflow Session and add information about the Party participating in the Workflow Session. You can add an infinite number of Workflow Sessions. The minimum amount of Workflow Sessions is one.

3.1.2 Mass-signing Workflow Session

To replicate a Template Process multiple times with many separate Parties it is practicable to add the Parties in bulk. This feature enables adding a list of Parties to a Workflow Session as a CSV file. When initiating the process Scrive eSign will automatically replicate the process for every row in the CSV file and include the Party information of that row to that Workflow Session.

3.1.3 Invitation order

Select in what order the Parties shall receive the invitation to participate. Parties can receive the invitation in parallel, in sequence, or a combination of these.

3.1.4 Role

Define if the Party should be Signatory or Viewer.

3.1.5 Invitation method

Select how the Party shall receive the invitation to participate in the Workflow Session. The delivery methods available are a) email, b) SMS, c) email and SMS and d) in-person delivery or e) API.

		Email

		An email invitation is sent including a link to the Sign View.



		SMS

		An SMS is sent including a link to the Sign View.



		Email and SMS

		Both email and SMS delivery as described above.



		In-person

		No invitation is sent. The Initiator can give the Party access to the Sign View, by personally presenting it on a device selected by Initiator.



		API

		No invitation is sent. The Initiator can select to give access to the Sign View by sharing the URL or an Author can set up a workflow where the Party is redirected from a webpage hosted by the Author to the Sign View.





3.1.6 Authentication to view

Select what authentication should be required from a Signatory before accessing the Workflow Session to view the document. The alternatives are a) Swedish BankID, b) Norwegian BankID, c) Danish NemID or d) no additional authentication method.

3.1.7 Authentication to sign

Select what authentication method should be required from a Signatory. The alternatives are a) Swedish BankID, b) PIN verification by SMS or c) no additional authentication method.

3.1.8 Confirmation method

Select how the Party shall receive the confirmation that the document has been signed by all Parties and get access to the Evidence Package. The confirmation methods available are a) email, b) SMS, c) email and SMS and d) no delivery.

3.2 Place fields

3.2.1 Main Document upload

Upload the Main Document. Only PDFs are accepted for upload. 

3.2.2 Main Document removal

Remove the Main Document.

3.2.3 Text field

Drag and drop text fields into the document. Define the name of the text field (i.e. address, mobile and more) or select a predefined field, and define if it is a) mandatory for the Initiator, b) mandatory for Party completing the Workflow Session or c) optional. If left empty or editable during Workflow Execution, define what party can (if optional) or must (if mandatory) complete the text field during their Workflow Session. All information put into a text field will be printed onto the document. You can set the font size of the text field to a) small, b) normal, c) large or d) huge.

3.2.4 Checkbox

Drag and drop checkboxes into the document. Define the name of the checkbox (for traceability purposes), choose a checkbox size, and define if it is a) mandatory for the Initiator, b) mandatory for Party completing the Workflow Session or c) optional. If left empty or editable during Workflow Execution define what party can (if optional) or must (if mandatory) check the checkbox during their Workflow Session. The checkbox, empty or checked, will be printed onto the document.

3.2.5 Signature box

Drag and drop signature boxes into the document. Define the name of the signature box (for traceability purposes) and define if it is a) mandatory for the Party completing the Workflow Session or b) optional. If left empty or editable during Workflow Execution define what party can (if optional) or must (if mandatory) draw their signature during their Workflow Session. For some old browsers where JavaScript drawing doesn’t work, the Signatory can use their keyboard to type their signature with a name instead and a handwritten font will be used. The drawn or typed signature will be printed onto the document.

3.2.5 Radio buttons

Drag and drop radio button groups into the document. Define the name of the radio button group and the names of individual radio buttons (for traceability purposes), and choose a size for the radio buttons within the radio button group. It is mandatory for signing parties to select one of the radio button group options. The radio buttons, selected or not, will be printed onto the document.

3.3 Other settings

3.3.1 Add Attachment

The Author can upload documents to add as Attachments to the Main Document or delete previously uploaded Attachments. Only PDFs are accepted. The Author selects if the Attachment should be optional or mandatory to review. The Author selects if the Attachment should be merged with the main file or not.

3.3.2 Request Attachment

The Author can request that Parties are asked to upload documents during a Workflow Session, to add the documents as Attachments to the Main Document. The request is set per Party and an instruction text is required explaining what document is requested, requests can be made optional in which case the Party is not required to upload a document.

3.3.3 Main Document name

Name the Main Document. This is the name that will be communicated with the Parties throughout each Workflow Session. This will be the name of the Main Document in the Evidence Package.

3.3.4 Workflow Session language

Select in what language the Parties shall be guided throughout each Workflow Session. This will be the language of the text printed in the Verification Page.

3.3.5 Due date

Select the due date for the Signatories to sign. After the due date has passed the Signatories can no longer sign.

3.3.6 Automatic reminder

Select at what date an automatic reminder to sign shall be sent to the Signatories that haven’t yet signed.

3.3.7 Personal invitation message

Write a personal message that the Parties will receive when invited via email to participate in the Workflow Execution.

3.3.8 Personal confirmation message

Write a personal message that the Parties will receive via email when the document has been signed.

3.3.9 Edit Sign View UI

Adjust the UI in the Sign View. The following UI features can be added or removed a) header including logo and contact details, b) download PDF c) the button used in the Sign View to reject to sign, d) option to reply with a message, and e) footer.

3.4 Save as template workflow

The Workflow Settings in Design View can be saved as a Template Workflow for later Workflow Execution a single time (save as draft) or multiple times (save as template).

3.5 Settings available via API only

3.5.1 Set highlighting

It is possible, via the API, to enable highlighting in the Sign View for selected Signatories. Highlighting is the digital equivalent of a yellow mark on paper to emphasize something on the document. Highlights can be made by the selected Signatories, and cleared page-by-page, until they have signed the document, after which no more changes can be made. 

3.5.2 Field editable by Signatory

It is possible, via the API, to allow selected Signatories to change the value of certain fields, even if they were pre-filled by the Document Author. This is currently only available for email and mobile field types. The aim of this setting is to allow Signatories to update their email or mobile number, when the value set by the Document Author may be incorrect or outdated.

4. Initiate the workflow (Initiator)

A Workflow Execution needs to be started by an Initiator. This section describes the features which the Initiator can use to initiate the Workflow Execution. The Initiator may initiate the Workflow Execution in any of the following ways:

		start as Author and define the Workflow Settings in the graphic user interface of the Design View or an Integrated System, or programmatically through the Scrive API, and then initiate the Workflow Execution, or

		start as Initiator only and select a Template Workflow to initiate the Workflow Execution, or

		start as Author and select a Template Workflow to edit by any of the procedures for defining the Workflow Settings described in bullet a and then, after editing as Author, initiate the Workflow Execution.



4.1 Initiate Workflow Execution from Design View

After a Main Document has been uploaded and no mandatory information is missing it is possible to initiate Workflow Execution by clicking a button to start. When having clicked the button a modal is displayed and depending on the Workflow Settings different activities will be required from the Initiator to initiate Workflow Execution.

		Initiator role

		Sign order

		Instruction in modal



		Signatory

		Sign first

		Prompts to sign first before inviting others



		Signatory

		Sign second or later

		Prompts to invite others



		Viewer

		-

		Prompts to invite others





4.2 Initiate Workflow Execution from Template Workflow

Template Workflows can be accessed either via the Scrive eSign graphic user interface or via API. The following sections will describe how access can be done via the graphic user interface of Scrive eSign. In principle the same actions can be performed via the API.

4.2.1 List of Template Workflows

By logging in to his Scrive eSign account the Initiator can access a list of Template workflows from where it can initiate Workflow Execution. In the list of Template Workflows each Template Workflow is displayed in a list including name of the Template Workflow, time of latest change to Template Workflow, Delivery Method(s) and sharing status. In the template list view it is possible to do free text search on metadata to find Template Workflows.

4.2.2 Select to edit Template Workflow or directly initiate Workflow Execution

By clicking the name of a draft or template in the list of Template Workflows, different options will be made available depending on the Workflow Settings of the Template Workflow.

		Author/Not Author

		Locked from editing

		In-person delivery

		Options for next step



		Author

		Yes/No

		Yes

		Option to a) edit Workflow Settings or b) initiate signing on the device directly.



		Author

		Yes/No

		No

		Option to a) edit Workflow Settings or b) send for signature directly.



		Not Author

		Yes

		Yes

		Option to initiate signing on the device directly.



		Not Author

		No

		Yes

		Option to a) edit Workflow Settings or b) initiate signing on the device directly.



		Not Author

		Yes

		No

		Option to send for signature directly.





5. Administer the Workflow Execution (User)

The document view is the administrative counterpart of the Sign View. Here the User can review the Main Document, Attachments, Parties and progress history and also administer the Workflow Execution.

5.1 Progress history

The Workflow Session progress of each Signatory can be tracked in the progress history section. Each important event is listed with a status icon, time, Party and an explanatory text. Below is a list of the statuses used.

		Progress status

		Explanation



		Initiated signing

		The Initiator initiated the signing process.



		Email sent

		The invitation to access Sign View was sent via email.



		SMS sent

		The invitation to access Sign View was sent via SMS.



		Undelivered

		The external email or SMS system has reported that it could not deliver the email or SMS.



		Delivered

		The external email or SMS system has reported that it has delivered the email or SMS.



		Email opened 

		The external email system has reported that the email has been opened.



		Accessed view to authenticate

		The party opened the view to verify their identity before viewing the document.



		Authentication success

		The Party verified their identity with [AUTHENTICATION METHOD] to access the document.



		Reviewed online

		Opened the document online.



		Signed

		The button to complete signing was clicked in the Signature Confirmation Section or, if BankID was required to sign, the signing process was completed successfully in the BankID application.



		Rejected

		The button to reject signing was clicked in the final rejection section.



		Timed-out

		The due date for signing as set in the Workflow Settings passed and the document can’t be signed.



		Due date prolonged

		The Initiator prolonged the signing due date.



		Process cancelled

		The Initiator cancelled the signing process, the document can no longer be signed.



		Process edited

		The Workflow Process was edited in the Design View.



		Sealed

		Scrive eSign sealed the final PDF with a digital signature.



		Extended

		Scrive eSign sealed the Evidence Package (as defined in the Service Description) with a keyless digital signature.





5.2 Withdraw invitation

To withdraw an invitation to sign an Initiated Workflow, press the button to withdraw. The invitation to sign the selected Initiated Workflow will be withdrawn and they will no longer be possible to sign. If a Signatory clicks an invitation link to a withdrawn document they will land in a landing page with an instruction that the Workflow Execution has been cancelled.

5.3 Extend due date

If the due date to sign passed without all Signatories having signed the Initiator can extend the due date by pressing “extend due date”. The date is extended by as many days as are determined by the Initiator.

5.4 Restart document

If the document was cancelled or the due date passed the Initiator can select to restart the Workflow Execution by pressing the button to restart the Workflow Execution. The Initiator is then redirected to the Design View where he can edit the Workflow Settings and initiate Workflow Execution again.

5.5 Start signing

If Delivery Method was set to in-person or API, then there is an option for the Initiator to initiate the next in-person Workflow Session directly from this view. By selecting “start signing” the Initiator will be redirected to the Sign View.

5.6 Download document

If the document has been signed it can be downloaded by the Initiator by pressing the button to download the document.

5.7 Send reminder

To remind a Signatory to sign, press the button to send reminder. A reminder will be sent to the Signatory using the initial invitation Delivery Method selected by the Author.

5.8 Send document again

To send a completed Evidence Package again to a Party, press the button to send the document again which is next to the Party’s information. A message including the document, will be sent to the Signatory using the initial confirmation Delivery Method selected by the Author.

5.9 Change of authentication to view and authentication to sign methods

As long as the recipient hasn’t signed the Initiator can change the authentication to view and the authentication to sign methods.

5.10 Bounce management

If the email or SMS could not be delivered, the Initiator is informed of the problem via an email with a link to the Document View where the Initiator can edit the email or mobile number. A bounce can occur for multiple reasons, typically due to a) entering the wrong email or mobile number, b) SPAM filter settings of the receiving system or c) the recipient’s systems are down.

5.11 Review Attachments

Below the displayed document there is a section with all attached Attachments. The user can view or download Attachments.

5.12 Review evidence attachments

Below the Attachments section there is a section with all evidence attachments. The user can review or download the evidence attachments.

6. Follow the workflow (Party)

Smooth Workflow Execution is dependent on a series of events as executed by the Parties in close interaction with Scrive eSign. This section will describe the different components enabling the Workflow Execution. The features are listed in the order as they appear to the Signatory either chronologically or in the graphic user interface from the top and going down. What features appear to the Signatory depend on the Workflow Settings.

6.1 Overview of Workflow Execution

Before we look at the components of the Workflow Execution it might be useful to get an overview of the different steps of Workflow Execution as experienced by the Signatories and the Viewers.

		Accessing the Sign View: the Party either a) receives an email or SMS with an invitation to sign electronically and a link to the Sign View or, b) accesses a device (tablet, desktop computer, smartphone or other) with the Sign View already opened or c) is redirected from an Integrated System to the Sign View. 

		If set by the Author, the Signatory is asked to authenticate before they can proceed.

		Reviewing the Sign Material: the Party views the displayed Sign View and a) can read instructions at the top to follow the guiding arrow, b) depending on the Workflow Settings enter or not enter Field Data into the document (such as text, signatures, checks in checkboxes, choosing a radio button group option) and view/append required and optional attachments and c) scroll through all document pages to reach the sign or reject section.

		When enabled for the current signatory, the Initiator can highlight anything within the document being signed in real-time. 

		Signing the Sign Material: the Signatory presses the next button to proceed to the next step and, depending on the Workflow Settings, one of these four scenarios follow;



		If the Signatory has not yet drawn their signature inside the document a section appears with instructions to confirm their intent by clicking a button with the text “Sign”, or

		If the Signatory has not yet drawn their signature inside the document a section appears with instructions that they will finalise the signing process by clicking the button with the text “Finish”, or

		If the Signatory is required to authenticate with PIN by SMS before they can sign they a) type or view their mobile number, b) receive an SMS with a PIN, c) type the PIN into a input field and d) confirm their intent by clicking a button with the text “sign”, or

		If the Signatory is required to sign with Swedish BankID they sign using the Swedish BankID app on the device they chose to sign with.



		Receiving confirmation after signing: after having completed one of the above signing scenarios a confirmation message is displayed to the Signatory that the Sign Material has been signed. Depending on the Workflow Settings, each Party either receives or doesn’t receive a confirmation message. If it was set for the Party to receive a confirmation message it is sent either a) by email and including the Evidence Package, b) by SMS and including a URL-link to access the document on the web in Scrive eSign, or c) both by email and SMS as described above.



The following sections are more detailed descriptions of the features enabling the workflow in the summary above.

6.2 Accessing the Sign View

This is the workflow guiding the Parties to access the Sign Material in the Sign View.

6.2.1 Invitation message

Scrive eSign will send an invitation email and/or SMS to the Party, in the order as defined by the Workflow Settings. The email and/or SMS will include a URL-link to a Sign View specific to that Workflow Session.

6.2.2 List of Initiated Workflows

Initiated Workflows with Workflow Sessions available for signing directly on the device are listed in a list accessible to Users. Each Initiated Workflow is displayed in a list with document name, last event, name of Initiator and names of all Parties. An icon determines if the Party is the Initiator of the Initiated Workflow or has been invited by another Initiator to participate. By selecting an Initiated Workflow from the list the User will initiate a Workflow Session and access the Sign View.

6.3 Authenticate to view

This is the part where the Signatory is required to authenticate themselves before they can proceed to view the Sign Material.

6.3.1 Authentication to view

The name of the Author and the document is displayed. Personal information that is required to understand who should authenticate their identity is presented. The Signatory initiates the authentication process. If the authentication is successful the Signatory is redirected to the Sign View to view the Sign Material.

6.4 Reviewing the Sign Material

This is the workflow guiding the Signatory when they are reviewing the Sign Material before signing.

6.4.1 Contact information

In the header the Initiators name and mobile (if available) is displayed for contact purposes.

6.4.2 Branded header

Adjustments can be made to a) company logotype, b) background color of header, c) text font, and d) text color. If no branding has been selected, the default is the Scrive logotype and colors. Author can remove the header and footer in the Design View before initiating Workflow Execution.

6.4.3 Other branded Sign View components

Components of the Sign View that can be branded are a) text font type of all text, b) color of the guiding arrow, c) color and text font of text in the guiding arrows, d) color of buttons, and e) color and text font of the text in the buttons. In the Sign View, confirmation page after signing, the signing invitation email and confirmation email there is a discrete ”Powered by Scrive” text.

6.4.4 Signing header

This header stays at the top of the SIgn View as the signatory scrolls through the Main Document to sign. The header includes a) the name of the document, b) a button to activate highlighting (learn more below), c) a button to zoom in the Main Document and d) a button to zoom out the Main Document. By clicking the highlight button, the highlighting functionality is enabled and the scrolling functionality is disabled. Thus, instead of scrolling when touching the screen the touch will result in a yellow highlighting color being painted to the Main Document where the finger points. Highlighting starts when a finger is put to, or a mouse is clicked above, the Main Document. Highlighting stops when the finger is lifted or the mouse is released. To initiate highlighting again the highlighting button in the header has to be pressed again. If the highlighting functionality has been applied to the Main Document in the current Workflow Session, a clear button will also be available in the signing header. The clear button will allow highlighting to be cleared from one document page at a time, and “clear mode” will be enabled until any highlighting has been cleared, or until the cancel button is clicked to cancel clear mode.

6.4.5 Review instruction

Below the header there is a) the person’s name and b) a brief instruction on how to proceed to sign the document. The purpose of the name is to decrease the risk that a person mistakenly signs in another Signatory’s name. If the name was not supplied before Initiator initiated Workflow Execution, then only the brief instruction is displayed.

6.4.6 Mandatory/optional explanation

Explanation of the difference in instruction color between actions that are mandatory and actions that are optional. This appears if the Workflow Session includes optional and mandatory actions.

6.4.7 Download PDF

Option to download the Main Document and Attachments as PDF. This option is either displayed or not depending on if the Author defined that it should be displayed during the Workflow Session.

6.4.8 Document display

PNGs of the Main Document are displayed in up to 1040 px width.

6.4.9 Guiding arrow

The guiding arrow will guide the Party through the steps set as mandatory by the Author. The arrow will guide the Party by pointing at the next mandatory step and blink.

6.4.10 Text fields

There can be empty text fields that are mandatory or optional to complete for the Party and pre-filled fields that can be editable.

6.4.11 Checkboxes

There can be unchecked checkboxes that are mandatory or optional for the Party and pre-checked checkboxes that can be de-checked. Checkboxes can be small, medium, or large, at the discretion of the author.

6.4.12 Radio buttons

There can be radio button groups comprising of two or more radio button options. The Party must select one of the radio buttons for each radio button group. Each radio button group can be small, medium, or large, at the discretion of the author.

6.4.13 Signature box

If signatures are requested from the Signatory then signature boxes are displayed as colored areas on top of the document. If the Author has defined the signature as mandatory, then the guiding arrow will point to the colored area after previous mandatory fields have been completed. When clicking a signature box a signing workflow is initiated. Read more about the signing workflow in section “6.6 Signing the Sign Material”.

6.4.14 About you section

If there are input fields that are mandatory to include in the transaction but have not been placed on top of the document by the Author they are displayed in the about you section. This section is not visible if there is no mandatory information that has not been placed on top of the document for input.

6.4.15 Attachments section

For each attachment that has been added to the document by the Author a section is displayed including the title of the attachment and a button to show the attachment. The attachment can be viewed by clicking the button to show the attachment, then the section expands and displays the attachment in full to the Signatory. If an attachment was selected by the Author to be mandatory to review in the Workflow Settings then a) a checkbox is available next to the title of the attachment and b) a text stating that the signatory confirms that they have read and understood the content of the attachment is available next to the checkbox. The checkbox with the instruction to confirm that the Signatory has read and understood the content of the attachment must be checked before the Signatory can sign.

6.4.16 Requested attachments section

This is where, if requested, the signatory is instructed to upload additional documents as attachments. The signatory can choose not to upload an optional attachment by checking a checkbox. If attachments have been added by previous signatories in the same process, those are visible to the current signatory for review. This section is not visible if there are no requests for attachments from the signatory.

6.4.17 Signatories section

This section includes a list of the Signatories, their signing progress and a) Full name,,  and b) if applicable information about the Signatory is displayed such as organisation, organisation number, ID number, mobile number and email.

6.4.18 Reject or sign section

This is the last section in the Sign View. This section includes a reject button and a next button. By clicking the reject button the Signatory will initiate the rejection workflow and by clicking the next button the Signatory will initiate the signing workflow. If the Author has determined in the Sign View Settings that the reject button shall not be displayed to the Signatory, only the next button will be displayed.

6.5 Rejecting to sign the Sign Material

This is the workflow guiding the Signatory when they are rejecting to sign the Sign Material.

6.5.1 Reject button

At the bottom of the Sign View the signatory can reject the signing via clicking on a reject button. This button is visible if the Author has not disabled it in the Workflow Settings.

6.5.2 Rejection section

If the option to allow a rejection message was chosen in the Workflow Settings, upon clicking the button to reject the Signatory will enter a section where the Signatory can reject and, if so desired, write a rejection message to the Initiator. If a rejection message is not allowed, the Signatory will be asked to confirm the rejection directly, without the possibility of writing a rejection message. If the Signatory confirms the rejection, the Workflow Execution is cancelled and the Main Document can no longer be signed by any other Signatory.

6.5.3 Rejection confirmation page

After a rejection the Signatory is redirected to a page confirming that the signing was rejected and, if a rejection message was created, that the rejection message was sent to the Initiator.

6.6 Signing the Sign Material

The signing workflow is the workflow guiding the Signatory when they are signing the Sign Material.

6.6.1 Signature Drawing Modal

After the signature box has been clicked by the Signatory, the Signature Drawing Modal is opened and the Signatory is instructed to sign. The Signatory can draw their signature on a touchscreen or with a mouse. Once the Signatory has drawn their signature in the Signature Drawing Modal, they can click a button to proceed. Once they have clicked the button to go to the next step the modal closes and the signatory is scrolled to the next step defined by the Workflow Settings. 

6.6.2 PIN by SMS authentication and Signature Confirmation Section

If the authentication was set to PIN by SMS, the Signatory is either a) prompted to type the mobile number they want to use for authentication or b) if the mobile number was prefilled by the Initiator they can only view the mobile number. After the signatory has filled their mobile mobile number or reviewed the one that was prefilled by the Initiator and clicked to send the SMS, the Signature Confirmation Section appears with a) an input field for the PIN, b) a text if they wish to sign and let Scrive eSign register their signature and c) a button to confirm the PIN and complete the signing process. After the correct PIN has been supplied and the Signatory has confirmed that they wish to sign , the signature is registered and the Signature Registration Section is displayed.

6.6.3 Swedish BankID authentication and Signature Confirmation Section

If the authentication was set to Swedish BankID, the Signatory is either a) prompted to type the ID number they want to use for authentication, or b) if the ID number was prefilled by the Initiator this is already prefilled and not editable. After the signatory has a) filled their ID number or reviewed the one that was prefilled by the Initiator and b) clicked to initiate the authentication with Swedish BankID, the Signatory authenticates within the Swedish BankID application. When the authentication is completed in the Swedish BankID application, Scrive eSign registers the signature. 

6.6.4 Signature Confirmation Section

If the authentication was neither set to Swedish BankID nor PIN by SMS then the Signature Confirmation Section asks the Signatory if they wish to either “sign” (if no signature was drawn in the document using the Signature Drawing Modal) or “finish” (if a signature was drawn in the document using the Signature Drawing Modal) and let Scrive eSign register their signature. Once the Signatory has confirmed that they wish to sign or finish the signing process, the signature is registered and the Signature Registration Section is displayed.

6.7 Receiving the confirmation after signing

This is the workflow guiding the Signatory after they have signed the Sign Material.

6.7.1 Signature Registration Section

After the Signatory has confirmed their signature in the Signature Confirmation Section, the Signatory is redirected to the Signature Registration Section. The Signature Registration Section instructs the Signatory that their signature is being registered by Scrive eSign.

6.7.2 Signature confirmation page

After Scrive eSign has completed registering the signature of the Signatory, the Signatory is either redirected to:

		a custom confirmation page. Scrive does not regulate the custom confirmation page other than requiring that the confirmation page should not be misleading to the Signatory, thus it can include any information.

		the Scrive eSign standard confirmation page. The standard confirmation page includes information that the Signatory’s signature has been registered. If the Author had set that Scrive eSign should send an outgoing confirmation message, then the Signatory is also informed that an outgoing confirmation message was sent to the Signatory or that, if there are more Signatories to sign the document, an outgoing confirmation message will be sent to the Signatory after all Signatories have signed.

		the Signing Handover Interface, where a button is displayed leading to the Workflow Session for that next Signatory. This happens if there are other Signatories in line to sign after the Signatory that just signed, and the Delivery Method was set to in-person for any of those Signatories.



6.7.3 Signature confirmation message

If Author set that an outgoing confirmation message should be sent to the Signatory, a confirmation message is sent either via SMS, email or both. The confirmation message includes information that the document has now been signed by all Signatories. The email also includes an original of the Evidence Package and the SMS includes a link to access the Evidence Package online. If the Evidence Package is over 10MB Scrive eSign will not include the Evidence Package in the confirmation email and instead an instruction and a link to access the document will be supplied. If the Author set that a custom confirmation message shall be included in the outgoing confirmation message, the custom confirmation message set by the Author is included after the standard confirmation message texts.

7. Evidence collection

During the Workflow Execution Scrive eSign is collecting evidence to include into the Evidence Package.

7.1 Collecting missing Sign Material

At any time during the Workflow Execution, Scrive eSign presents the Sign Material in its current state in the Sign View meaning that it displays a) images of each page of the Main Document, b) links to all Attachments and c) renders all currently defined Field Data on the pages of the Main Document using the placements specified by the Author. As the process advances, the Sign Material is collected and produced through the following process:

		The Author uploads the initial Sign Material into Scrive eSign, consisting of the Main document, Author Attachments and initial Field Data.

		The Signatories will perform a review of the Sign Material in the Sign View. Depending on the Workflow Settings the Signatory can be asked to upload Signatory Attachments and add more Field Data, so that the Sign Material is completed. This step is reiterated until all Signatories have signed. 

		When the last Signatory has signed, the Sign Material has become fully completed and is locked from further modifications.



7.2 Producing the Transaction Logs

Scrive eSign executes the following activities to produce the Transaction Logs:

		Record as many as possible of the Signatories’ activities in Scrive eSign during Workflow Execution

		Record screenshots of the confirmation after the Signatories have signed through Scrive eSign

		Record system information of the Signatories’ client system

		Record system time of the Signatories’ activities in Scrive eSign



This section will explain the different procedures for recording the Transaction Logs as listed above.

7.2.1 Recording Signatories’ activities in Scrive eSign

Scrive eSign records events when the Signatory has interacted with Scrive eSign during Workflow Execution. The activities in Scrive eSign that are recorded are listed below. Coordinates X=0, Y=0 is the top-left corner of the page, X=1, Y=1 is the bottom-right corner.

		Sample event (as printed in the Evidence Log)

		Event explanation



		Scrive eSign sealed the Evidence Package (as defined in the Service Description) with a keyless digital signature.

		See section 8.1.11.



		Scrive eSign sealed the final PDF with a digital signature.

		See section 8.1.10 and 8.1.12.



		Scrive eSign prepared the final PDF, including evidence collected by Scrive eSign, before sealing with a digital signature.

		See sections 8.1.1 – 8.1.9 



		The party [NAME OF PERSON] ([UNIQUE IDENTIFIER]) verified their identity with [AUTHENTICATION METHOD] to access the document.

Data returned from the [AUTHENTICATION METHOD]:

Name: [NAMED RETURNED]
ID number: [ID NUMBER RETURNED]


Signature: [SIGNATURE RETURNED]
Online Certificate Status Protocol (OCSP) Response: [OCSP RETURNED]

		See section 6.3.1.



		Scrive eSign sent an automatic reminder to sign using [DELIVERY METHOD] to [EMAIL@EXAMPLE.COM and 012-34 56 78] at the request of the user [NAME OF USER] ([UNIQUE IDENTIFIER]).

		See section 3.3.6.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) withdrew the invitation to sign and Scrive eSign disabled the possibility to sign for all parties.

		See sections 5.2.



		The user [NAME OF USER ([UNIQUE IDENTIFIER]] changed authentication for [NAME OF PARTY (UNIQUE IDENTIFIER)] from [OLD AUTHENTICATION METHOD] to [NEW AUTHENTICATION METHOD].

		See section 5.9.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) changed the email address for the party from [BAD@EXAMPLE.COM] to [GOOD@EXAMPLE.COM].

		See section 5.10.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) changed the mobile number for the party from [BAD-12 34 56] to [GOOD-12 34 56].  

		See section 5.10.



		Scrive eSign locked the document from further modifications by the parties.

		See section 7.1 step 3.



		The signatory [NAME OF SIGNATORY] checked the checkbox “[EXAMPLE ATTACHMENT NAME]”. The text next to the checkbox was “[ACCEPT ATTACHMENT CONDITIONS TEXT]”.

		See sections 3.3.1 and 6.4.15.

[ACCEPT ATTACHMENT CONDITIONS TEXT] is the text that was visible to the signatory and depends on the document’s language setting. In English it is "I have read and accepted the content of the attachment [EXAMPLE ATTACHMENT NAME]".



		The party [NAME OF PARTY] ([UNIQUE IDENTIFIER]) deleted the attachment [ATTACHMENT NAME] previously uploaded by the party [NAME OF PARTY] ([UNIQUE IDENTIFIER]).

		See sections 3.3.2 and 6.4.16.



		Due to a system error Scrive eSign failed to finalise the Evidence Package (as defined in the Service Description) before sealing with a digital signature.

		Sometimes the system may fail to produce the Evidence Package as described in sections 8.1 – 8.3. This event is extremely rare.



		Scrive eSign’s external email delivery system reported that the invitation to [sign/review] the document sent via email to [PARTY@EXAMPLE.COM] was delivered.

		See sections 3.1.4 and 5.1.



		Scrive eSign’s external SMS delivery system reported that the invitation to [sign/review] the document sent via SMS to [012-34 56 78] was delivered.

		See sections 3.1.4 and 5.1.



		Scrive eSign sent an invitation to [sign/review] the document via [delivery method] to [PARTY@EXAMPLE.COM and/or 012-34 56 78]. The invitation included a link that when clicked lead to Scrive eSign’s online interface to [sign/review] documents. The invitation contained the following message: <BR/> <i>This is an example message text.</i>

		See sections 3.1.4, 3.3.7 and 5.1.



		Scrive eSign’s external email delivery system reported that the invitation sent via email to [PARTY@EXAMPLE.COM] could not be delivered and continued attempts were cancelled.

		See section 5.1.



		Scrive eSign’s external SMS delivery system reported that the invitation sent via SMS to [012-34 56 78] could not be delivered and continued attempts were cancelled.

		See section 5.1.



		Scrive eSign’s external email delivery system reported that the invitation sent to [PARTY@EXAMPLE.COM]  was opened.

		See section 5.1.



		The initiator [NAME OF INITIATOR] ([UNIQUE IDENTIFIER]) initiated the signing workflow and Scrive eSign a) locked the signing workflow from further editing, b) set the signing workflow language to [EXAMPLE LANGUAGE: ENGLISH], c) set the signing due date to [EXAMPLE DATE: 2013-01-01 00:00:00 UTC], d) set the time zone to [EXAMPLE TIME ZONE: CET] and e) initiated the signing workflow.

		See section 4.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) prolonged the signing due date.

		See section 5.3.



		The signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) rejected the invitation to sign and Scrive eSign disabled the possibility to sign for all parties. The rejection message from the signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) was: <BR/> <i>This is an example message text.</i>

		See section 6.5.2.



		Scrive eSign sent a reminder to [review/sign] via [delivery method] to [SIGNATORY@EXAMPLE.COM and/or MOBILE NUMBER] at the request of the user [NAME OF USER] ([UNIQUE IDENTIFIER]). The reminder message from the user [NAME OF USER] ([UNIQUE IDENTIFIER]) was: <BR/> <i>This is an example message text.</i>

		See sections 9.1.4 and 5.7.



		Scrive eSign’s administrator ([ADMIN@EXAMPLE.COM]), a person authorised to administer Scrive eSign, requested preparation of the Evidence Package.

		In the rare event of failure there is a safety feature in Scrive eSign where an authorised person at Scrive can ask the system to try to reseal the Evidence Package.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) edited the signing workflow in Scrive eSign’s interface to design signing workflows.

		See section 5.4.



		The SMS with the PIN was delivered to [MOBILE NUMBER] for the signatory [NAME OF SIGNATORY (UNIQUE IDENTIFIER)] to use for authentication.

		See section 6.6.2.



		An SMS with a PIN was sent to [MOBILE NUMBER] for the signatory [NAME OF SIGNATORY (UNIQUE IDENTIFIER)] to use for authentication.

		See section 6.6.2.



		The signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) uploaded the attachment [EXAMPLE ATTACHMENT NAME] requested by the workflow author. The request had the following description: <BR/> <i>This is an example description.</i>

		See sections 3.3.2 and 6.4.16.



		The signatory [NAME OF SIGNATORY] checked the checkbox “[EXAMPLE ATTACHMENT NAME]”. The text next to the checkbox was “[NOTHING TO UPLOAD TEXT]”.

		See sections 3.3.2 and 6.4.16.

[NOTHING TO UPLOAD TEXT] is the text that was visible to the signatory and depends on the document’s language setting. In English it is "Nothing to upload".



		The signatory [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) signed the 

document using PIN by SMS as authentication method. The PIN was sent to [MOBILE NUMBER].

		See section 6.6.2.



		The document was signed by [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) using [AUTHENTICATION METHOD] as authentication method. 


The text signed in the [AUTHENTICATION METHOD] client was:


$signed_text$

Data returned from the  [AUTHENTICATION METHOD]:

  

Name: [NAMED RETURNED]

ID number: [ID NUMBER RETURNED]

Signature: [SIGNATURE RETURNED]

Online Certificate Status Protocol (OCSP) Response: [OCSP RETURNED]

		See section 6.6.3.



		The signatory [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) signed the document.

		See section 6.7.1.



		The due date for signing the document passed. Scrive eSign disabled the possibility to sign for all parties.

		See section 3.3.5.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) [CHECKED or UNCHECKED] the checkbox [NAME OF CHECKBOX]. The checkbox's placement in the Main Document: 

Page     X           Y

1            0.123   0.420

		See sections 3.2.4 and 6.4.10.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) selected the radio button "[NAME OF RADIO BUTTON]" in radio group "[NAME OF RADIO GROUP]". Possible options were: [LIST OF ALL RADIO BUTTON NAMES IN RADIO GROUP]. The radio buttons placement in the Main Document:

Page     X           Y

1            0.123   0.128

1            0.123   0.142

		See sections 3.2.5 and 6.4.12.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) signed in the signature box [NAME OF BOX]. The box's placement in the Main Document:

Page     X           Y

1            0.123   0.420

		See sections 3.2.5, 6.4.13 (or 6.4.18 if signature box was not placed) and 6.5.11.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) changed the text in the text field [NAME OF FIELD] from [PREVIOUS VALUE] to [NEW VALUE]. The field's placement in the Main Document: 

Page     X           Y

1            0.123   0.420

		See sections 3.2.3 and 6.4.9 (or 6.4.14 if text field was not placed).



		The party  [NAME OF PERSON] ([UNIQUE IDENTIFIER]) opened the view to verify their identity before viewing the document.

		See section 6.3.1.



		The party [NAME OF PERSON] ([UNIQUE IDENTIFIER]) opened the document in Scrive eSign’s online interface to [review/sign] documents.

		See section 6.2.1.



		Highlighting was added to page 3 while [NAME OF PERSON] was viewing.

		See sections 3.5.1 and 6.4.4. 



		Highlighting was removed from page 3 while [NAME OF PERSON] was viewing.

		See sections 3.5.1 and 6.4.4. 





7.2.2 Generating images of the confirmation after Signatories signed

To sign through Scrive eSign the Signatory is asked to confirm the signature and after the Signatory has confirmed their signature a confirmation message is displayed. Scrive eSign will generate an image of the Signatories’ browser environment including the confirmation message in the foreground and the Main Document and Field Data in the background.

The technology for generating an image of the Signatories’ browser environment is not perfect. Therefore, as a safeguard in the event that the image of the Signatories’ browser cannot be generated correctly, Scrive eSign will at each Planned Production Upgrade, generate images of a reference browser environment including the confirmation message in the foreground and a demo Main Document and Field Data in the background. The purpose of the images is to serve as a reference to display how the images of the Signatories’ browser environment should have looked like if the image generation would have been generated correctly.

7.2.3 Recording Signatories’ system information

Scrive eSign records information of the system that the Signatories use at each system event generated by the Signatory. The information that is recorded is:

		IP address



7.2.4 Record the time of each event in Scrive eSign relating to a Signatory’s activity

At the time of an event triggered by a Signatories’ interaction with Scrive eSign, Scrive eSign will log the following information:  

		The time of Scrive eSign servers at the time of the Signatories’ activity 

		The time of the latest Clock Error Sample

		The clock error at the latest Clock Error Sample



7.3 Recording clock error

The time of Scrive eSign servers is controlled using NTP and the servers communicate indirectly with servers equipped with reference clocks whose purpose is to define reference time. Each hour Scrive eSign estimates the error of the clocks of its servers compared to reference time and the estimated error is measured in milliseconds (the “Clock Error Sample” or “CES”). The purpose of the Clock Error Sample is to produce data that can be used in a statistical model to evaluate the accuracy of Scrive eSign servers’ clock at the point of each logged event.

More about the Clock Error Sample and measurement of time in Scrive eSign is explained in the Appendix 4 Evidence of Time.

8. Evidence Package generation

8.1 Preparing the Evidence Package

Once all Signatories have signed electronically, Scrive eSign will execute the following actions to produce the Evidence Material:

		Prepare the Final PDF.

		Append the Verification Page as an additional page to the Final PDF.

		Append the Evidence Quality of Scrive E-signed Documents as an attachments inside the Final PDF.

		Append the Evidence Quality Framework as an attachment inside the Final PDF.

		Append the Service Description as an attachment inside the Final PDF.

		Append the Evidence Log as an attachment inside the Final PDF.

		Append the Evidence of Time as an attachment inside the Final PDF.

		Append the Evidence of Intent as an attachment inside the Final PDF.

		Append the Digital Signature Documentation as an attachment inside the Final PDF.



Once the Evidence Material has been produced Scrive eSign will execute the following actions to secure the integrity of the Evidence Material and thereby produce the final Evidence Package:

		Seal the material in steps 1-9 with a digital signature.

		Seal the material in steps 1-10 with a keyless digital signature (not performed if PAdES digital sealing is used).



A detailed description of the steps 1-11 follows below.

8.1.1 Prepare a Final PDF (step 1)

The Final PDF is prepared by inserting all the pages from the original Main Document, and subsequently all the Field Data is rendered using the placements defined by the Author in the Workflow Settings. If the Author defined that Attachments should be Merged with the Main Document they are added as pages to the Main Document. If the Author defined that Attachments should not be Merged with the Main Document the attachment is hashed using SHA-256. The hash can be found in the Evidence Log. Attachments that are not merged with the Main Documents are not digitally sealed. By comparing the computed hash (the output from execution of the algorithm SHA-256) to a known and expected hash value (the value in the Evidence Log), it’s possible to determine the Attachments’ integrity.

8.1.2 Append the Verification Page (step 2)

The Verification Page is one or several pages appended at the end of the Final PDF and it contains the following information:

		Transaction ID intended for support purposes.

		Information about the Main Document including name, number of pages and by whom it was submitted.

		Information about the each Attachment, including name, number of pages, if it was merged with the Main Document or not and by whom it was submitted.

		Information about the Initiator and each Signatory. 

		Activity history of each Signatory in Scrive eSign during Workflow Execution, including a brief description of the activity, the time of the activity and the IP address.

		A Scrive seal.



At the end of the Verification Page there is brief documentation describing what the Verification Page is. The documentation is intended to give the reader all the information necessary in order to understand:

		The nature of the document (an Evidence Package issued by Scrive).

		That additional documentation about the Evidence Package can be found in the Attachments.

		Where to verify the integrity of the document (https://www.scrive.com/verify).



The purpose of the Verification Page is to make the most important metadata about the Workflow Execution easily accessible.

8.1.3 Append the Evidence Quality of Scrive E-signed Documents (step 3)

The Evidence Quality of Scrive E-signed Documents is a brief introduction to the Evidence Package. The purpose of the document is to serve as an executive summary and help with the understanding of the Evidence Package without having to read through all the documentation. 

8.1.4 Append the Evidence Quality Framework (step 4)

The Evidence Quality Framework explains the legal aspects of digital evidence quality. The purpose of this document is to set a framework for the understanding of digital evidence quality and explain how the Evidence Package relates to such framework.

8.1.5 Append the Service Description (step 5)

The Service Description is this document and is a complete functional specification of Scrive eSign. The Scrive team maintains the following process to keep the Service Description up to date:

		A new version of Scrive eSign has been developed and the staging environment has been updated with the new version. The staging environment is the servers where the final testing of a new version of Scrive eSign is conducted before it is released to all customers. If the new version of Scrive eSign includes new features or substantial adjustments to existing features the Service Description is updated by the Scrive eSign product owner to include the changes made. The Scrive eSign product owner is the person that plans and manages the development of Scrive eSign.

		While on staging the changes to the Service Description is reviewed and corrected by the Scrive legal counsel in dialogue with the Scrive eSign product owner. 

		Once all text changes have been agreed by the Scrive eSign product owner and the Scrive legal counsel, the updated Service Description is to be included with the next updates to Scrive eSign. 



The purpose of the document is to serve as a reference for anyone trying to understand the Evidence Package and its different components.

8.1.6 Append the Evidence Log (step 6)

The Evidence Log includes all Transaction Logs printed in human readable text including a) the Signatories’ activities in Scrive eSign during Workflow Execution, b) all system information of the Signatories, and c) the UTC timestamp created at the moment of each Signatories’ activity.

The purpose of the Evidence Log is to make all collected metadata about the Workflow Execution accessible outside of Scrive eSign and thus independently of Scrive. 

8.1.7 Append the Evidence of Time (step 7)

The Evidence of Time includes a detailed documentation about a) how the time of the servers of Scrive eSign is measured and synchronised with trusted sources of time, b) a mathematical algorithm to calculate the probability of time deviation above certain time intervals and c) the measurements required to insert into the mathematical algorithm, including the last 1000 samples of the servers time deviation and their distribution.

The purpose of the Evidence of Time is to explain how Scrive eSign measures time and

provide a mathematical algorithm by which it is possible to calculate the probability of

the error of the time stamps recorded by Scrive eSign.

8.1.8 Append the Evidence of Intent (step 8)

The Evidence of Intent includes the images of the Signatories browser environment generated by Scrive eSign when the Signatory has signed and is displayed with a confirmation thereof. Additionally the Evidence of Intent also includes the reference images generated by Scrive eSign at each Planned Production Upgrade.

The purpose of the Evidence of Intent is to secure a) evidence of intent to sign and b) evidence of what Sign Material there was intent to sign, to avoid such rhetoric as exemplified by the example with the blue elephant and the pink sheep.

8.1.9 Append the Digital Signature Documentation (step 9)

The Digital Signature Documentation contains an algorithm for how to prove the document’s integrity mathematically. The document integrity can be tested mathematically with the help of a) the Digital Signature Documentation, b) a code published in the Financial Times after the date of sealing the document with the digital signature (step 10) and c) a keyless digital signature has been applied to the document after the date of publishing the code in the Financial Times (step 11). This document does require technical knowledge to be useful.

The purpose of the Digital Signature Documentation is to explain how the integrity of the Evidence Package can be verified independently of Scrive or any other third party. Note that the Digital Signature Documentation is not intended as the primary method for proving the document’s integrity. The use of the Digital Signature Documentation is intended as a last resort after which all other methods of verifying the integrity have failed. To clarify, the intended order for verifying the integrity of a document is:

		Scrive provides the primary method for verifying the integrity of a signature at https://www.scrive.com/verify. Here the document owner can upload the document and get an automated validation of the document integrity. This method does not require any technical knowledge to be useful.

		If this primary method for some reason fails to perform the verification of integrity then the digital signature provider, Guardtime (http://www.guardtime.com), can be contacted directly for verification. This second method also does not require any technical knowledge to be useful.

		Finally, if both previous methods have failed, the Digital Signature Documentation can be used to mathematically verify the document integrity.



8.1.10 Append the Digital Signature (step 10)

When the steps 1-9 have been performed the document is sealed with a digital signature from Guardtime to produce the complete Evidence Package (steps 1-10).

The purpose of the Digital Signature is to be able to prove the integrity of the Evidence Package with the help of Guardtime. Additionally the digital signature also has a function of a strong timestamp useful as evidence of time at the point of sealing the document. Learn more about this in the Digital Signature Documentation.

8.1.11 Append the Keyless Digital Signature (step 11)

Around the 20th each month Guardtime will make an updated Keyless Digital Signature available. Scrive eSign will apply the updated Keyless Digital Signatures on Evidence Packages that were produced by Scrive eSign 40 days after the initial signing.

The purpose of the Keyless Digital Signature, is that the integrity of the Evidence Package can be verified mathematically and independently of Scrive, Guardtime or any other third party, only relying on public information. Additionally, the verification will provide irrefutable evidence about when the timestamp in step 10 was generated. Learn more about this in the Digital Signature Documentation.

8.1.12 PAdES digital signature (optional to Steps 10 and 11)

The PAdES digital signature secures that the document can not be tampered without breaking the signature. In addition, the following are appended to the document as part of PAdES digital signature: 

		A URL to a Certificate Revocation List is appended that can be read to assure that the certificate is not in a revoked state at the time of signing of the document. 

		An OCSP (online certificate status protocol) is embedded to check the revocation status of the certificate. 

		A TimeStamp is added at the time of signing to ensure two things; that the signature was valid at the time of signing; and (ii) that the signature remains valid over time. 



9. Document administration

Scrive eSign has a basic document management system. This system is described in this section.

9.1 Document list

9.1.1 List view

Initiated Workflows and Evidence Packages from completed workflows are displayed in a list with progress status, time of latest event, name of Initiated Workflow, Initiator, Parties and Delivery Method(s).

9.1.2 Learn more and manage workflow

By clicking the name of an Initiated Workflow, the User is redirected to the Document View where there is more information about the workflow progress and options to manage the workflow.

9.1.3 Mass-withdraw invitations

To withdraw an invitation to sign an Initiated Workflow, select Initiated Workflows by checking the checkboxes on the side and press “withdraw”. The invitation to sign the selected Initiated Workflows will be withdrawn and they will no longer be possible to sign. If a Signatory clicks an invitation link to a withdrawn document they will land in a landing page with an instruction that the Workflow Execution has been cancelled.

9.1.4 Send mass-reminder

To remind Signatories of an Initiated Workflow to sign, select by checking the checkboxes on the side and press “send reminder”. The reminder to sign the selected Initiated Workflows will be sent to all the Signatories that haven’t signed using the Delivery Method as initially selected by the Author. If a specific sign order has been defined the reminder will only be sent to the next Signatory in line for signing.

9.1.5 Delete

To delete an Initiated Workflow or Evidence Package from the list view, select by checking the checkboxes on the side and press delete. Initiated Workflows that are deleted will also automatically be withdrawn.

9.1.6 Filter and search

Filter documents based on workflow progress status, initiator and/or date. Search the list of Template Workflows with free text search. Matches will be provided for all free text data.

9.1.7 Download all documents

Select what documents to download and download a zip-file including the PDFs of the selected documents. The Main Document from Initiated Workflows will be downloaded in its current state and finalised documents will be downloaded as completed Evidence Packages.

9.1.8 Download metadata as CSV

By selecting this option metadata from all transactions will be downloaded as CSV. The metadata includes information about each Party and the most important activities of the Party during Workflow Execution.

9.2 Template Workflow editing list

9.2.1 List view

Template Workflows are displayed in a list time of latest change, name of Template Workflow, Initiator, Parties and Delivery Method(s). Deleted Template Workflows are deleted instantaneously.

9.2.2 Filter and search

Search the list of Template Workflows with free text search.

9.2.3 Delete

To delete a Template Workflow from the list view, select one or multiple templates by checking the checkboxes on the side and press delete.

9.2.4 Share

To share a Template Workflow in the list view with other Users in the same organisation, select one or multiple Template Workflows by checking the checkboxes on the side and press share.

9.3 Trash list

9.3.1 List view

Deleted Initiated Workflows, Template Workflows and Evidence Packages are displayed in a list with progress status, time of latest event, name of Initiated Workflow, Initiator, Parties and Delivery Method(s). Deleted documents stay in the list for one month before Scrive eSign deletes them permanently from the system.

9.3.2 Filter and search

Filter documents based on workflow progress status, initiator and/or date. Search the list of Template Workflows with free text search. Matches will be provided for all free text data.

9.3.3 Restore

To restore a document back to the documents list, select by checking the checkboxes on the side and press restore.

9.4 Auto-deletion of documents and personal data

This is a setting that will instruct Scrive eSign to auto-delete documents and personal data after a number of days as defined by the account administrator. This applies to all documents except templates and documents pending signing. Upon deletion the documents are moved to Trash.

10. Account administration

10.1 Organisation administration

Accounts in Scrive eSign are organised in organisations. Each User belongs to an organisation. The organisation settings will be used in the Users interactions with Parties when using the system.

10.1.1 Organisation details

In the account section it is possible to edit the organisation details. The organisation details include name, organisation number and address. The name and organisation number will be displayed whenever the User is displayed as Party to a Workflow Execution, including places such as the Sign View and the Verification Page. The organisation address and mobile number  of the organisation’s administrators will be used for billing and support purposes.

10.1.2 White-label branding

There are two types of white-label branding in Scrive eSign: the Workflow Session branding and the complete white-label branding. In the account section it is possible to white-label the Workflow Sessions with the company brand profile, including a) the Sign View, b) the emails,  c) SMS’ d) the logged in part (such as the Design View), e) the favicon, f) the browser title. The complete white-label branding can only be set by a Scrive administrator and additionally to the Workflow Session branding includes white-labeling of a) the login and signup views, b) party colors and c) document status icons. 

10.2 User administration

10.2.1 User privileges

There are two levels of user privileges: standard and admin. The standard User can do everything as specified in the previous sections of this specification document. The admin User has the additional privileges as specified below.

		Privilege

		Explanation



		Edit company details

		Can edit the details of the organisation’s Scrive eSign account.



		Add user

		Can add users to the organisation’s Scrive eSign account.



		Remove user

		Can remove users from the organisation’s Scrive eSign account.



		White-label branding

		Can do Workflow Session branding for all users of the organisation’s Scrive eSign account.



		Access all documents

		Can access all documents of all Users in the organisation’s Scrive account.



		Manage all documents

		Can manage all documents of all Users in the organisation’s Scrive account.





10.2.2 User management

In the account section the admin User can add Users by typing name and email address. The person will then be invited to have an account as part of the organisation of the inviting admin User. The Users of the organisation are displayed in a list and can be removed from the organisation by selecting the User and deleting it. All documents of that User will stay the property of the organisation.


Evidence Log

Last updated: Fri 06 Mar 2020 14:08:40 UTC

1. Purpose

The purpose of the Evidence Log is to make all collected metadata about the Workflow Execution accessible outside of the Scrive eSign database and thus independently of Scrive. 

2. Evidence Log Components

This Evidence Log is a complete collection of all actions and events that occurred during the Workflow Execution, which have been logged by Scrive eSign. The information included in each log event is the following:

		What occurred

		Who initiated the event

		The time of the event

		The clock error of the time of the event

		The time at which the latest Clock Error Sample was collected



Learn more about clock error and Clock Error Samples in the appendix Evidence of Time.

Date formats in fields and on the verification page may vary. All other dates, including those in the Evidence Log, follow the YYYY-MM-DD format. The display format does not affect the actual time recorded.




  
    		Time
    		CES
    		IP address and User-Agent
    		Event
  


  
  
    		2025-03-31 13:07:00.225634 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      155.4.50.247
      
        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36
      
    
    		
      
        The initiator FIlip Dahlstedt (FD) initiated the signing workflow and Scrive eSign a) locked the signing workflow from further editing, b) set the signing workflow language to LANG_SV, c) set the signing due date to 2025-06-29 21:59:59 UTC, d) set the time zone to Europe/Berlin and e) initiated the signing workflow.
      

    
  


  
  
    		2025-03-31 13:07:00.225634 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign sent an invitation to sign the document via email (mikael.gellback@nordiska.se) to Mikael Gellbäck (MG). The invitation included a link that when clicked led to Scrive eSign’s online interface to sign documents. 

      

    
  


  
  
    		2025-03-31 13:07:00.225634 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign sent an invitation to sign the document via email (lars@weigl.nu) to Lars Weigl (LW). The invitation included a link that when clicked led to Scrive eSign’s online interface to sign documents. 

      

    
  


  
  
    		2025-03-31 13:07:00.225634 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign sent an invitation to sign the document via email (patrik.carlstedt@nordiska.se) to Patrik Carlstedt (PC). The invitation included a link that when clicked led to Scrive eSign’s online interface to sign documents. 

      

    
  


  
  
    		2025-03-31 13:07:00.225634 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign sent an invitation to sign the document via email (christer@cragnell.se) to Christer Cragnell (CC). The invitation included a link that when clicked led to Scrive eSign’s online interface to sign documents. 

      

    
  


  
  
    		2025-03-31 13:07:00.225634 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign sent an invitation to sign the document via email (per.berglund@ebinvest.se) to Per Berglund (PB). The invitation included a link that when clicked led to Scrive eSign’s online interface to sign documents. 

      

    
  


  
  
    		2025-03-31 13:07:00.225634 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign sent an invitation to sign the document via email (jens.schau-hansen@nordiska.com) to Jens Schau-Hansen (JS). The invitation included a link that when clicked led to Scrive eSign’s online interface to sign documents. 

      

    
  


  
  
    		2025-03-31 13:07:07.583531 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Mikael Gellbäck (MG) was delivered.
      

    
  


  
  
    		2025-03-31 13:07:07.602418 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Lars Weigl (LW) was delivered.
      

    
  


  
  
    		2025-03-31 13:07:07.69742 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Patrik Carlstedt (PC) was delivered.
      

    
  


  
  
    		2025-03-31 13:07:07.7511 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Christer Cragnell (CC) was delivered.
      

    
  


  
  
    		2025-03-31 13:07:07.769821 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Per Berglund (PB) was delivered.
      

    
  


  
  
    		2025-03-31 13:07:07.800004 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Jens Schau-Hansen (JS) was delivered.
      

    
  


  
  
    		2025-03-31 13:08:35.456565 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      94.234.87.86
      
        Mozilla/5.0 (iPhone; CPU iPhone OS 18_3_1 like Mac OS X) AppleWebKit/605.1.15 (KHTML, like Gecko) CriOS/134.0.6998.99 Mobile/15E148 Safari/604.1
      
    
    		
      
        The party Lars Weigl (LW) opened the document in Scrive eSign’s online interface to sign documents.
      

    
  


  
  
    		2025-03-31 13:09:08.403125 UTC ±4 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      94.234.87.86
      
        Mozilla/5.0 (iPhone; CPU iPhone OS 18_3_1 like Mac OS X) AppleWebKit/605.1.15 (KHTML, like Gecko) CriOS/134.0.6998.99 Mobile/15E148 Safari/604.1
      
    
    		
      
        The document was signed by Lars Weigl (LW) using 
  Swedish BankID
 through 
  the BankID network
 as the authentication method. 




The text signed in the 
  Swedish BankID
 client was:


Jag signerar dokumentet "Annual report 2024 2025-03-31" med transaktionsnummer 9222115557543041672.







Data returned from 
  the BankID network
:
  
Name: LARS WEIGL
  
ID number: 
  196012100118

  
IP: 94.234.87.86


















Signature: 


  <?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>E5SacuA/1Zd3JW544fxev6mydhZ9UlyqwL0iu/+57P8=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>4U7DWiftPSRSebzbkAZjU/vQacYYlo4YTk56N/CyBjw=</DigestValue></Reference></SignedInfo><SignatureValue>PJY0FSNKKVLxlVHkIoEkBVGqbVQ4V9omT3TAvlimblt3XjxCB64oQr43Ud7Pojsf8F833r/ny3n/O9Fgyz0Qp+poURDmhzPU9NlHsZ203Kpq3lZ50z31SwJgVluc4fB4U727yatMhYv86HMnLVJKE/HHzQivXd5Tp5f1s3RSm/q6Nr1kUyVJ6hLZDquWKhOe/yiwQtbiP+uAwqQzRcUgGmzxpPauu0UwlJAz4eUTzOJ6ryEKKiNv5Uf6fEpGszcWuY8TZndqnCbwJb7nF6iPtrCwVdAI0/6BX+SstsejZiE8I0ozqXBFkKAZ3CEU9ISHNofCPBDZlRIRb5DzHW4R3g==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHNpZ25lcmFyIGRva3VtZW50ZXQgIkFubnVhbCByZXBvcnQgMjAyNCAyMDI1LTAzLTMxIiBtZWQgdHJhbnNha3Rpb25zbnVtbWVyIDkyMjIxMTU1NTc1NDMwNDE2NzIu</usrVisibleData><srvInfo><name>Y249U2NyaXZlIEFCIFwrIEJhbmtha3RpZWJvbGFnZXQgTm9yZGlza2EgKHB1YmwpLG5hbWU9QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCksc2VyaWFsTnVtYmVyPTU1NjgxNjY4MDQsbz1Ob3JkZWEgQmFuayBBYnBcLCBmaWxpYWwgaSBTdmVyaWdlLGM9U0U=</name><nonce>+MxWqQSpgdt+1DMhqhbxRzn7DCU=</nonce><displayName>QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCk=</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4x</deviceInfo><uhi>udGt454ywUuqvSm/7922Po5gKJQ=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition><condition><type>TokenStartRequired</type><value>yes</value></condition></requirement><uauth>face1</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>




Online Certificate Status Protocol (OCSP) Response:
  

MIIHmgoBAKCCB5MwggePBgkrBgEFBQcwAQEEggeAMIIHfDCCATGhgY0wgYoxCzAJBgNVBAYTAlNFMTAwLgYDVQQKDCdTa2FuZGluYXZpc2thIEVuc2tpbGRhIEJhbmtlbiBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAzMjkwODExNDAyBgNVBAMMK1NFQiBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcYDzIwMjUwMzMxMTMwOTA3WjBYMFYwQTAJBgUrDgMCGgUABBQXO089wTW7MboTMxka2Kfgw4dAQgQUhywBjeCqvk2X7eMmfYDu8ljDljkCCFhB8qXIS8sBgAAYDzIwMjUwMzMxMTMwOTA3WqE0MDIwMAYJKwYBBQUHMAECAQH/BCAgBXtpIy5HKYZImRBjRiHzlLA4Y/IROz2TUFKFRNvd1TANBgkqhkiG9w0BAQsFAAOCAQEAEnnAcut7slOhA6cUQs6Xlx3rtoMuX1ynRBiK5OePDUXXVRdfoqv+zGfa3gu7RatG3vvKMk0/hu0ZIAUv4e5xLkEyb6lqdJv96pa9ahhvzXv9nT4N2YqVZJBrx9MrVxc/cNQfiIeF7+ySkFfgCfjMjqbvsURjmyZrDZIlLpH2Hm3zIwVdWSPf8Vb0W0pxeg9UMHgNcTu6mFFzeAIdBO/qQc4/sfdj9WGj4CD4XeJwOigFAHFU7E4Q1/OwezpILkxoYO0MAt5lb4BQ6s/QCWBsjvo9PcVr45vLZqyYIbckucXBNmIZ8yi7te37trKWEZAqDAn0uHwLj2wqkkDjOncAIKCCBS8wggUrMIIFJzCCAw+gAwIBAgIIDTFAGcwi/mYwDQYJKoZIhvcNAQELBQAwfTELMAkGA1UEBhMCU0UxMDAuBgNVBAoMJ1NrYW5kaW5hdmlza2EgRW5za2lsZGEgQmFua2VuIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDMyOTA4MTEnMCUGA1UEAwweU0VCIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEMB4XDTI0MTEyOTA5MjYyOVoXDTI1MDUyODA5MjYyOFowgYoxCzAJBgNVBAYTAlNFMTAwLgYDVQQKDCdTa2FuZGluYXZpc2thIEVuc2tpbGRhIEJhbmtlbiBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAzMjkwODExNDAyBgNVBAMMK1NFQiBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQDTf50BYL+JxphbUmNAQyB7VEQiFGbv+X7Nkucsc7vBZzqPZ8xWMe+4JbU/EqRfyC45zt5nAk5hh8TGQoIPnQv7TJh/ZLyQCqTZeyPIzJQsxjEHcZOycUMFIKbvuTKcpHP1fu74DOcTMynFxSD9qt/5DrkeNAzp+Zcvl+wImxgT4dJ4DHdAGi+Yh7RiRLkR4E+H7/fYjdf/iPzqVFl41wByVCbt7ZpzpF10MBXFf3DOa/klScVGSazONDMZC91zzaMgVrlCTUG+NkTMSPXNZHpALNbPRGcjK8bpLOjxJI3Xc9y2P6GZUgFl4i3a4+hfhdoj4vGQMQvgzO3PAhR54f4nAgMBAAGjgZwwgZkwDAYDVR0TAQH/BAIwADAfBgNVHSMEGDAWgBSHLAGN4Kq+TZft4yZ9gO7yWMOWOTATBgNVHSAEDDAKMAgGBiqFcE4BATAPBgkrBgEFBQcwAQUEAgUAMBMGA1UdJQQMMAoGCCsGAQUFBwMJMB0GA1UdDgQWBBS7DB/oHSs+4kIHQ1+TbE5inNdVvjAOBgNVHQ8BAf8EBAMCBkAwDQYJKoZIhvcNAQELBQADggIBAKylQYZiajfLyMQeoOnXSpog52o/G8AjHDsL2CEero30/kEHcwf6cdInBs7fIXMvp7eATnMM3Z7LIjVBbOwzfIFkAMpZR1DChtYRzlc8N3PpetWsChNgEjqpqicthU60d0xHCJCw2S+1aJ9T3zw9ZNXfFjU6qaZ6yWGRchFmZgHxfpysgLgUnpIk5DulmN0DwxyzrUFnI7Bf8XBVCZJp6d7hjw/fO2cG0op1lHpKjnd99+AgYG//3CUzpkyPhne9FYnfjU6dVk0LQgUBx7ZQ600crbW1nG7uW5eZY/T6zG/0yRWTzPWq+BCaZYDfThqeFuJK37qaU0tyjHA3nKz/f1ENDnwzIaM1foDdgC3uQHytZpDv3QHnSo1aR1tsWuk1W8cRasvdXxxxdV/XJ2E4YOvU8ce0+de6855n6e8ZaUUh0TrGoRVoudukzZw8aiMdSiPhlRvRQJ8mTiHxQmQOqDyahJw2sStC5O7jnw6ktK0Q25QFgEFpzRgxFcYTdX6on/nb+l4HtzNFv2WXEy4yr2j8sUpEA8VvbgDxvnC4DnjIf4X/5sM3B1vkRADm8xADcoU3ovaWnsJYLpuMRakzzZVUsHmk7Fvp7iEZymS/FWC2UY9c+d+jyOHsnMFqVXP27/0Ae7/3dBgmQPS+ta3WNz/3Z2YJkJtbovl552HirllN
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        The party Jens Schau-Hansen (JS) opened the document in Scrive eSign’s online interface to sign documents.
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        The document was signed by Jens Schau-Hansen (JS) using 
  Norwegian BankID
 through 
  Vipps
 as the authentication method. 




The text signed in the 
  Norwegian BankID
 client was:


Jag signerar dokumentet Annual report 2024 2025-03-31 med transaktionsnummer 9222115557543041672.













Data returned from 
  Vipps
:
  
Name: Jens Schau-Hansen
  
Personal identification number: 
  

  
Date of birth: 1962-10-16
  
PID: 9578-5999-4-1183102
  
  
Bank: DNB Bank ASA
  
Signatory distinguished name: CN=Schau-Hansen\, Jens,O=DNB Bank ASA,C=NO,SERIALNUMBER=UN:NO-9578-5999-4-1183102,SURNAME=Schau-Hansen,GIVENNAME=Jens
  
Issuer distinguished Name: CN=BankID - DNB - Bank CA 3,OU=984851006,O=DNB Bank ASA,C=NO;OrginatorId=7002;OriginatorName=DNB;OriginatorId=7002
  
Certificate valid from: 2025-02-03 08:16:52 UTC
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        The party Mikael Gellbäck (MG) opened the document in Scrive eSign’s online interface to sign documents.
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        The document was signed by Mikael Gellbäck (MG) using 
  Swedish BankID
 through 
  the BankID network
 as the authentication method. 




The text signed in the 
  Swedish BankID
 client was:


Jag signerar dokumentet "Annual report 2024 2025-03-31" med transaktionsnummer 9222115557543041672.







Data returned from 
  the BankID network
:
  
Name: MIKAEL GELLBÄCK
  
ID number: 
  197706020075

  
IP: 92.33.166.227


















Signature: 
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Online Certificate Status Protocol (OCSP) Response:
  

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






      

    
  


  
  
    		2025-03-31 13:37:46.102354 UTC ±12 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      155.4.50.247
      
        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36
      
    
    		
      
        Scrive eSign sent a reminder to sign via email to Patrik Carlstedt (PC) at the request of the user FIlip Dahlstedt (FD).
      

    
  


  
  
    		2025-03-31 13:37:54.822622 UTC ±12 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      
      
        
      
    
    		
      
        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Patrik Carlstedt (PC) was delivered.
      

    
  


  
  
    		2025-03-31 13:39:12.290766 UTC ±13 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      82.209.141.65
      
        Mozilla/5.0 (Macintosh; Intel Mac OS X 10_15_7) AppleWebKit/605.1.15 (KHTML, like Gecko) Version/16.6 Safari/605.1.15
      
    
    		
      
        The party Patrik Carlstedt (PC) opened the document in Scrive eSign’s online interface to sign documents.
      

    
  


  
  
    		2025-03-31 13:39:51.185144 UTC ±13 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      82.209.141.65
      
        Mozilla/5.0 (Macintosh; Intel Mac OS X 10_15_7) AppleWebKit/605.1.15 (KHTML, like Gecko) Version/16.6 Safari/605.1.15
      
    
    		
      
        The document was signed by Patrik Carlstedt (PC) using 
  Swedish BankID
 through 
  the BankID network
 as the authentication method. 




The text signed in the 
  Swedish BankID
 client was:


Jag signerar dokumentet "Annual report 2024 2025-03-31" med transaktionsnummer 9222115557543041672.







Data returned from 
  the BankID network
:
  
Name: Patrik Carlstedt
  
ID number: 
  197407260319

  
IP: 94.191.138.42


















Signature: 


  <?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>3k1hOY2yJGqnTJRjsbKZRuBRvDr8eHpL+n7g9Wo+ScY=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>zioCJZUpuzP1ufWp9XB6eSQXlZ7jwccphde728yx4eY=</DigestValue></Reference></SignedInfo><SignatureValue>ZF73fkQFzV3BI3QBKMbdhhXT+rd/ijHThxhHwb5QjgL3DZKGXykUJFh7GzazjhWDou1OKsnXZ0wan6Amaog6MjlrBquxNWhAejJ9dj5GZeJOOLjp2ap+ajIY5hDxSHWj5V4PP1hQ/ZaypTvILBBKe9DaPLFhlrw40eGFecoMTVKPtKpqji9rRPzepREr83n+kVKyky35vYh+YURn95we9MuU340NGD35c37DTCGBN/y8sRsZvXvtkFeqwQEmQBIQK/liIpzuyV3pbinnVUgFlFdo0iih2ESd/D+xmmXcSUA2hvGH4dQCX7KyKONl1nDgItaX8RGYBVFIHHjtc4kbUg==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHNpZ25lcmFyIGRva3VtZW50ZXQgIkFubnVhbCByZXBvcnQgMjAyNCAyMDI1LTAzLTMxIiBtZWQgdHJhbnNha3Rpb25zbnVtbWVyIDkyMjIxMTU1NTc1NDMwNDE2NzIu</usrVisibleData><srvInfo><name>Y249U2NyaXZlIEFCIFwrIEJhbmtha3RpZWJvbGFnZXQgTm9yZGlza2EgKHB1YmwpLG5hbWU9QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCksc2VyaWFsTnVtYmVyPTU1NjgxNjY4MDQsbz1Ob3JkZWEgQmFuayBBYnBcLCBmaWxpYWwgaSBTdmVyaWdlLGM9U0U=</name><nonce>rW+kFIBpqm8GXuwO7BwgWYPejqk=</nonce><displayName>QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCk=</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4x</deviceInfo><uhi>/buzFLR8Qw5uwPprVRytipZQ118=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition><condition><type>TokenStartRequired</type><value>yes</value></condition></requirement><uauth>pw</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>




Online Certificate Status Protocol (OCSP) Response:
  

MIIHswoBAKCCB6wwggeoBgkrBgEFBQcwAQEEggeZMIIHlTCCATOhgY8wgYwxCzAJBgNVBAYTAlNFMSgwJgYDVQQKDB9TdmVuc2thIEhhbmRlbHNiYW5rZW4gQUIgKHB1YmwpMRMwEQYDVQQFEwo1MDIwMDc3ODYyMT4wPAYDVQQDDDVIYW5kZWxzYmFua2VuIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEIE9DU1AgU2lnbmluZxgPMjAyNTAzMzExMzM5NDdaMFgwVjBBMAkGBSsOAwIaBQAEFFVE5C58uLPfICg573gLrEDjzXckBBQc9eiGDvlOVOtCX+oMbwNoZFX+iAIIbVsVil8d6bSAABgPMjAyNTAzMzExMzM5NDdaoTQwMjAwBgkrBgEFBQcwAQIBAf8EIDioxmKZGcgqm72x19WybPHZuntqKpRw43RvVd2I7EWuMA0GCSqGSIb3DQEBCwUAA4IBAQAHi7X1RWIyzjnTy7Ey3R0H7S3K3UIQ/RBBvP7A+yObjp6VQq/w+xwV3q1hq2G9jUsHuD8lgeVdKxU+NpRT2lky66pQbWsa1UZ71qSak/0cKeZ6mDYODJl49cVCQdz9BfR/C08IU7KEapbN5tq0mWGstp4UMnGvE+fZWjoB9LU8MON/jD8kTJCcMrAyG1R7zRQcxRcy2eQhv8CY8JrwJr1RjU4qJK+6fnyfGGrCrmatN8MJKviUqbIrjjlDCFy6i3YpyYskOqmBSNTWAmvKVtHd+sAkamR86MFLW7ebegr3RcJdcRDiDsoE86PsJJSmvr9MSkpGU4no5CV5TAWx345EoIIFRjCCBUIwggU+MIIDJqADAgECAggxB8Ia8zlc+TANBgkqhkiG9w0BAQsFADCBkTELMAkGA1UEBhMCU0UxKDAmBgNVBAoMH1N2ZW5za2EgSGFuZGVsc2JhbmtlbiBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAwNzc4NjIxQzBBBgNVBAMMOlN2ZW5za2EgSGFuZGVsc2JhbmtlbiBBQiAocHVibCkgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQwHhcNMjQxMjAyMDkyNjM2WhcNMjUwNTMxMDkyNjM1WjCBjDELMAkGA1UEBhMCU0UxKDAmBgNVBAoMH1N2ZW5za2EgSGFuZGVsc2JhbmtlbiBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAwNzc4NjIxPjA8BgNVBAMMNUhhbmRlbHNiYW5rZW4gQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQgT0NTUCBTaWduaW5nMIIBIjANBgkqhkiG9w0BAQEFAAOCAQ8AMIIBCgKCAQEAhUi3ZmoJEdVe7piuBndLLMa6CE+Gcmc7Y23WQDnW0k4BYqMtP4B7aYwLNpkCi2MK+/czcrbWC+BKoXQ/5feJhmtkbC3c9TPY2QBoIXw7AwBooluFJezw45FJ3WV8IpyU0JjCPfhpPrqMFeCaUuUcWTN2ZCEwl3lJhQCv9rElylUg5RzOedRZyF8VG2Pz0gddjSY2JIKy46LfpteZxdOTImJzReZsmEye1A/pUprqRZPuvGE6Rf9JhMJiFhabI7HEZmTDsxGBLm/n5VKWF3vXeqw/08kh+KXkloJ3x7GRrFEPQ10CyqB9C/UsqLNYw9gslHqkiihHw0Zi+mEevl3fjwIDAQABo4GcMIGZMAwGA1UdEwEB/wQCMAAwHwYDVR0jBBgwFoAUHPXohg75TlTrQl/qDG8DaGRV/ogwEwYDVR0gBAwwCjAIBgYqhXBOAQEwDwYJKwYBBQUHMAEFBAIFADATBgNVHSUEDDAKBggrBgEFBQcDCTAdBgNVHQ4EFgQUgWgUYI6dpja3ZDTksfBBINIwzOswDgYDVR0PAQH/BAQDAgZAMA0GCSqGSIb3DQEBCwUAA4ICAQAk5MqQL7vNR3pGBV4Jgu1U/Xj2t84ecS0Yjd2Rk2etVYstLuK/3RGTYeGz4SSm83u2xrWAvxlMtxFaUFWTnLFrT320RwEAiee0oa5AQ5prQzbbb+uFaMBrNoq30dXT/QlWcvTS/rYI3b0sXUic2GFXivL5yIbvyNeNTcuuNTCTbty1LwkSyWl6gOrw62QT+yxVTcNBlqsz0RQ1kiG4yoaJjrsT/IpE1lJyaUWbH8YALnjZ3M2gsk1+apxk5ZBL5CWIon8oa6fSrXXdJMNIurNsm8aufLhn4NT0q7R53m2tlJ9dVb/UG1Fs16HIxRQeT+QTCI/aKAia+yQFBphpk9gKGwfERma3ZOHru4CHfEDIkkSJbJABmXJhSdCVYcfsGFvhYniHMDtFNSTwgqxTs2FijChUm+hKPV9z1lRYLkb7+jstXNU1h84QpqYcI6ux7AbEDPDitoGzN8M/gN5eFIWUrS/snkf0Zhp7+8CP3OwX3HLYpqcZmfSgIjGGaZZkITknJLUGqdYTFYGswzp0Fr1DFR+Yvdtzsx2Qu5WK7g8sJhfzqNYRa6zcd9HSCTf+en2sFXsuMH91CDh6plgi7Eh/MC6z5uPyExFzxekhKNXRi/uG/Xfnvv3HIbzvaZKa/qo42YoFIkWfhaEnzc569aVA8bDZP28sC/0s12sY4rLRsA==






      

    
  


  
  
    		2025-03-31 13:43:14.541443 UTC ±14 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      217.208.59.13
      
        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36 Edg/134.0.0.0
      
    
    		
      
        The party Christer Cragnell (CC) opened the document in Scrive eSign’s online interface to sign documents.
      

    
  


  
  
    		2025-03-31 13:44:42.872018 UTC ±14 ms
    		2025-03-31 12:57:24.063142 UTC
    		
      217.208.59.13
      
        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36 Edg/134.0.0.0
      
    
    		
      
        The document was signed by Christer Cragnell (CC) using 
  Swedish BankID
 through 
  the BankID network
 as the authentication method. 




The text signed in the 
  Swedish BankID
 client was:


Jag signerar dokumentet "Annual report 2024 2025-03-31" med transaktionsnummer 9222115557543041672.







Data returned from 
  the BankID network
:
  
Name: CHRISTER ALLAN JAN-ERIK CRAGNELL
  
ID number: 
  195408074416

  
IP: 217.208.59.13


















Signature: 


  <?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>hu2VzqSVF6OKS4no5NOi0qiVDZmhNEu+0Tkl74eoe10=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>r7nZWzaqT2yt2cTLkCnm6X/AhneMq2l/C7J50q9eq9k=</DigestValue></Reference></SignedInfo><SignatureValue>gponEpYZRPQzLfHGrjbzZ8KtaXQ1o+hShqOgzv3rn8QY8jju6P7HLgEzRpW1kVSh26hyD7lcfc1vc2uhCkk3duTkuPGIlykoEWpXscLbGMP1KkF5DhSja1mnFzVgMy0Ta0nvejQ4gUW7is/Q29FBuh0DX68iCZHCDdUjnudGSnUrHdC9fHWAUFGl/QdPYMjzDYC1VgnUEDYnMajg47uqksBYMWRaerJYj9T+Ag9zCc41I6Lk36Lzzy3wWdMrqQXm4F9tX5+zQSXGZ29AkcH7ZMhrpaKcmmNVfUK0QoUc/f9dv9xcy3vAh/eBrmwMJ2vdvDLoPphD+nZJNea+oLoahw==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>MIIFgTCCA2mgAwIBAgIIHD0aBI3dnpkwDQYJKoZIhvcNAQELBQAwbTELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDE3Nzc1MzEsMCoGA1UEAwwjU3dlZGJhbmsgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQwHhcNMjQwOTE2MjIwMDAwWhcNMjcwOTE3MjE1OTU5WjCB6zELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTERMA8GA1UEBAwIQ1JBR05FTEwxIDAeBgNVBCoMF0NIUklTVEVSIEFMTEFOIEpBTi1FUklLMRUwEwYDVQQFEwwxOTU0MDgwNzQ0MTYxSDBGBgNVBCkMPygyNDA5MTcgMTIuNTApIENIUklTVEVSIEFMTEFOIEpBTi1FUklLIENSQUdORUxMIC0gTW9iaWx0IEJhbmtJRDEpMCcGA1UEAwwgQ0hSSVNURVIgQUxMQU4gSkFOLUVSSUsgQ1JBR05FTEwwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQDAwvLN3nqoIHiC1XnMySS/u1PQqZynjbMfekLSsRZjE14iph4iHKl02xSXC2syE03BWPQw1rSJXe1pY5PTLphl6NvuOIQ6ZDLXCRrnt4VTOIwv+jv6sQPcwg7bflw6+Exa0eFzH5vsTv6ucQND+qJ7CzjlJ3BfLpvx66lJ+QQho0RN/Y9uIxZLViK0MNcFk5VF+UkDyOg+v6V2w9BvGSOzGlCbYljksllyd/TglJpgQ4LHEt2Ql6pfwbkmhPh7BLefmrSqA9X5WQmUXJsidTBG5iOqOEIRJ4QpqNWsjFXiwpg66tOcwysZ6j+WwClg7e+bwv2gjcxBAeYsXz/4IXM3AgMBAAGjgaUwgaIwOwYIKwYBBQUHAQEELzAtMCsGCCsGAQUFBzABhh9odHRwOi8vb2NzcC5yZXZvY2F0aW9uc3RhdHVzLnNlMBMGA1UdIAQMMAowCAYGKoVwTgEFMA4GA1UdDwEB/wQEAwIGQDAfBgNVHSMEGDAWgBR3pAjWrr10I/gDw9fZXmj4IG3CMjAdBgNVHQ4EFgQU0Ov5fol5+CzgcobKHPp0hOMEtyMwDQYJKoZIhvcNAQELBQADggIBAB2gwTU9xW/1oLCIrfA12vJeLTffZEmzGaHEb0b/zueEcLdaVqEnumnPfsky9JQ44q902jxIxRyOE287f2kWur997hb04dwOBj0VO9huP8loy+4KgmFh2p/YC33lJQ3C29TmOgPDS/q0S0rSl6VvXRCX9gOkgYEzDh0/Q+DOLXnIwr0QMYfFCFNw3m1FMpdg7vE8x9aDpDoBxaRZHxLZ/GjCeEHHWT+Dfseqn1aK5gOSQmO2m7Z+4AikWxz//hmekONkER27QgZQwf1Kljb9JTrhm1HpSUIaNA7S9QKdyADWIj92ybyjERgsgJkOWgDY0ChsZoJOCsPMoWzMZ+i+E795fq6nqQ89JoOFpw4FbLXV3ATI6spJwFIuy1uxXu1sRLVRlnTOExDWiFLCt5YVvlXyBJJMwOon33/akzhQ5b8JWyBqSI3EzC6qIakRlOIwWowPvbfmHsHRbS/hQy1R6jXP7wIQBKtUFSC8b7Ebp01eiCqy+CBk1Gz69/TbjoXq2dxL40ErNF8dyRLWEPd3TEPaPfFDpuXH+4NnvX4i5IG4Mz0BGG6YCCIuN/HLmMjCr+ctONAnppXGsVMbk15h5VDuN3M9iCaYq8qoECirlsO+a4x64gACamCDcD4mrxaUP2kfAABkXoCXMwSVfGCAG2yA6yK51YaWlOcTuupnLQ5C</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHNpZ25lcmFyIGRva3VtZW50ZXQgIkFubnVhbCByZXBvcnQgMjAyNCAyMDI1LTAzLTMxIiBtZWQgdHJhbnNha3Rpb25zbnVtbWVyIDkyMjIxMTU1NTc1NDMwNDE2NzIu</usrVisibleData><srvInfo><name>Y249U2NyaXZlIEFCIFwrIEJhbmtha3RpZWJvbGFnZXQgTm9yZGlza2EgKHB1YmwpLG5hbWU9QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCksc2VyaWFsTnVtYmVyPTU1NjgxNjY4MDQsbz1Ob3JkZWEgQmFuayBBYnBcLCBmaWxpYWwgaSBTdmVyaWdlLGM9U0U=</name><nonce>lPi+6+4/TuP9+xj85RroWQksE0w=</nonce><displayName>QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCk=</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMQ==</deviceInfo><uhi>Hf6GE1Gm+K0rpq7XfqprUY3g7P0=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition><condition><type>TokenStartRequired</type><value>yes</value></condition></requirement><uauth>pw</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>




Online Certificate Status Protocol (OCSP) Response:
  

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






      

    
  


  
  
    		2025-03-31 14:34:01.994349 UTC ±12 ms
    		2025-03-31 13:57:25.873172 UTC
    		
      94.234.91.172
      
        Mozilla/5.0 (iPhone; CPU iPhone OS 16_2_0 like Mac OS X) AppleWebKit/605.1.15 (KHTML, like Gecko) EdgiOS/134.0.3124.68 Version/16.0 Mobile/15E148 Safari/604.1
      
    
    		
      
        The party Per Berglund (PB) opened the document in Scrive eSign’s online interface to sign documents.
      

    
  


  
  
    		2025-03-31 14:34:40.37988 UTC ±12 ms
    		2025-03-31 13:57:25.873172 UTC
    		
      94.234.91.172
      
        Mozilla/5.0 (iPhone; CPU iPhone OS 16_2_0 like Mac OS X) AppleWebKit/605.1.15 (KHTML, like Gecko) EdgiOS/134.0.3124.68 Version/16.0 Mobile/15E148 Safari/604.1
      
    
    		
      
        The document was signed by Per Berglund (PB) using 
  Swedish BankID
 through 
  the BankID network
 as the authentication method. 




The text signed in the 
  Swedish BankID
 client was:


Jag signerar dokumentet "Annual report 2024 2025-03-31" med transaktionsnummer 9222115557543041672.







Data returned from 
  the BankID network
:
  
Name: PER BERGLUND
  
ID number: 
  197503130077

  
IP: 94.234.91.172


















Signature: 


  <?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>s4LXum2eEsi39b/UUrvhNlk3uTiNy7bnu5cpcpf10f0=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>ayzBq43NVOXgV9UYgRjCcKoyx3+3ivDd4fCV3qX6dJc=</DigestValue></Reference></SignedInfo><SignatureValue>lPY2BMiK9ysJbxqCL0k6rVeKZFYJqs3GXqUSjDq3LwnUbGJ6YsDVvWzftOQ0mpgNDwDyzzDY+ewFZcYk44S8AwRGmTx7XhKD8eQF9oAsDXSUiTWNNcrWhAS9kk1cw/JYulfOFC6S2+cXjhtTJ/oHGlxzAPLfIZ4N6fk0mJfI9jCPglrWh7iQxu6M9lMV4eNBvd2CsAbVoROw2uUiWhS5g/HkaachZFs+yDqX2Ksb5e90ApwJ7XWoPmVLDEy5D7RQWa1e02DzhOebzZgTZ1QR9fZYQY2JZ5kgJz+2kL2VKt9oB4mb/T0iKW0Zf1iXouhFmHLW9HW4QfsqP7Kc97ObTw==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHNpZ25lcmFyIGRva3VtZW50ZXQgIkFubnVhbCByZXBvcnQgMjAyNCAyMDI1LTAzLTMxIiBtZWQgdHJhbnNha3Rpb25zbnVtbWVyIDkyMjIxMTU1NTc1NDMwNDE2NzIu</usrVisibleData><srvInfo><name>Y249U2NyaXZlIEFCIFwrIEJhbmtha3RpZWJvbGFnZXQgTm9yZGlza2EgKHB1YmwpLG5hbWU9QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCksc2VyaWFsTnVtYmVyPTU1NjgxNjY4MDQsbz1Ob3JkZWEgQmFuayBBYnBcLCBmaWxpYWwgaSBTdmVyaWdlLGM9U0U=</name><nonce>+Dr+Ri5MhgOy3cQhNZ+sctNtR/o=</nonce><displayName>QmFua2FrdGllYm9sYWdldCBOb3JkaXNrYSAocHVibCk=</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTYuMg==</deviceInfo><uhi>MVsCYMntICfLPM8KjQcwDTU1b50=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition><condition><type>TokenStartRequired</type><value>yes</value></condition></requirement><uauth>pw</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>




Online Certificate Status Protocol (OCSP) Response:
  

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1. Purpose

The purpose of this document is to explain how Scrive eSign measures time and provide a mathematical algorithm by which it is possible to calculate the probability of the error of the time stamps recorded by Scrive eSign.

2. Time measurement process

This section explains the NTP (Network Time Protocol) configurations of the systems involved with time measurement of Scrive eSign.

2.1 The hypervisor

Amazon, which Scrive eSign uses as hosting provider, use Xen or KVM depending on the generation of the virtual machine, for virtualisation. The default configuration is that all VM hosts are time synced using a clustered public pool of NTP servers. Scrive eSign does not use this mechanism.

2.2 Time synchronisation

Scrive eSign relies on NTP running on the virtual machine guests to get coordinated time from an NTP source. Scrive eSign does not use the time provided by the hypervisor hosts hosting the virtual machines, i.e. Amazon. This will help mitigate factors like load on the hypervisors or virtual machine guests affecting clock accuracy. This NTP synchronisation will override the clock synchronisation from the VM hosts’ clocks.

3. Configuration of hardware and services

This section describes the time/NTP and monitoring configuration of the application servers that run the Scrive eSign service.

3.1 Boot Time

The guest virtual machine behavior for the database server is as follows:

		On boot the virtual machine guest clock is set from the VM host

		ntp-date is run once from an init script

		ntpd is then run from another init script, which runs continuously



The behavior on the application server is the same with the exception of the ntpdate step which is not present on this system. It is worth noting that entries in procfs are not available for querying the configuration of the kernel with regards to Xen/clock configuration.

3.2 NTP Configuration

Logging that traces accuracy and time synchronisation is configured to use local NTP servers in the Scrive environment, which in turn acts as a proxy for the NTP server pool below that follows UTC(SP), i.e. official Swedish time:

		ntp1.sth.netnod.se

		ntp2.sth.netnod.se

		ntp1.gbg.netnod.se

		ntp2.gbg.netnod.se

		ntp1.mmo.netnod.se

		ntp2.mmo.netnod.se



3.3 Monitoring

Scrive eSign service has a monitoring system (Nagios) that monitors various aspects of the NTP statistics and keeps historic logs. It informs of problems with NTP server connectivity, jitter and offset, immediately regardless of what time of day it is.

3.4 Time scale

The NTP configuration together with the logging implies that we are following UTC(SP), and all timestamps are because of this traceable to this time scale.

4. Calculation of the probability of the clock error

This section describes how to calculate the probability of the clock error of the Scrive eSign timestamps.

4.1 Clock error samples

Once per hour Scrive eSign uses the NTP protocol to check the difference between the Scrive eSign server clock and UTC(SP). This check is performed directly against servers in the NTP server pool listed in Section 3.2. Each check results in one clock error sample (hereinafter “Clock Error Samples”), which is assumed to accurately reflect the actual clock error.

4.2 Clock error algorithm

The calculation of the probability of the clock error can be done by inserting the Clock Error Samples into the algorithm below. We assume that the samples follow a normal distribution.
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 be the random variable representing the clock error with parameters estimated using data set [image: CodeCogsEqn.png]
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 be the the empirical distribution function.
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 be the set of data points representing empirical distribution function, [image: 13.png]Doy ={(v.P(E<v)):velV}






 be the set of data points representing cumulative distribution function of the random variable estimating the clock error.

		Plot the data in [image: 14.png]Demp






 and [image: 15.png]1.






 to assess the accuracy of the estimation.
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 is the estimated probability that the clock error is smaller than [image: 17.png]





 seconds.



4.3 Clock error samples and evidence of normal distribution

The last 1000 Clock Error Samples are inserted into this document in section 5. These Clock Error Samples can be used as input data to the algorithm in 4.2 to provide evidence of normal distribution and to calculate the probability of the clock error of the Scrive eSign time stamps. From the Clock Error Samples one can derive the parameters (mean and variance) for a normal distribution. One can also calculate the difference between this estimated distribution and the empirical data given by the Clock Error Samples themselves. You can see cumulative distribution functions (cdf) for the estimates and the empirical data and on top of that the difference between the empirical and estimated errors in the graph below. This graph also allow us to visually estimate the probability of a specific maximum error.




Gnuplot
Produced by GNUPLOT 5.4 patchlevel 2 
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4.4 Input parameters

Based on the Clock Error Samples in section 5 it is possible to calculate the variables that define the normal distribution (mean and standard deviation). Scrive eSign has automatically calculated these variables as per the below:

		mean: 0.09 ms

		standard deviation: 1.63 ms



4.5 Probability of the clock error

By using the algorithm and the Clock Error Samples Scrive eSign calculated the following probabilities of the clock error ‘e’:

		|e| < 2.5 ms: ≈87.399%

		|e| < 5 ms: ≈99.779%

		|e| < 10 ms: ≈100.000%



5. Clock Error Samples

The following are the clock error samples collected between 2025-02-17 22:20:07.406383 UTC and 2025-03-31 13:57:25.873172 UTC:





  		Time collected
  		Clock offset




  
    		2025-02-17 22:20:07.406383
    		-2.2 ms
  



  
    		2025-02-17 23:20:09.953076
    		-1.6 ms
  



  
    		2025-02-18 00:20:12.264421
    		-1.3 ms
  



  
    		2025-02-18 01:20:14.635563
    		0.3 ms
  



  
    		2025-02-18 02:20:16.641309
    		-0.6 ms
  



  
    		2025-02-18 03:20:19.013154
    		-0.3 ms
  



  
    		2025-02-18 04:20:20.605262
    		-0.5 ms
  



  
    		2025-02-18 05:20:22.440167
    		3.6 ms
  



  
    		2025-02-18 06:20:24.970379
    		1.4 ms
  



  
    		2025-02-18 07:20:27.465497
    		0.8 ms
  



  
    		2025-02-18 08:20:29.155812
    		1.8 ms
  



  
    		2025-02-18 09:20:30.908384
    		-0.1 ms
  



  
    		2025-02-18 10:20:32.907908
    		0.7 ms
  



  
    		2025-02-18 11:20:34.763127
    		1.3 ms
  



  
    		2025-02-18 12:20:37.025526
    		0.6 ms
  



  
    		2025-02-18 13:20:38.559636
    		2.2 ms
  



  
    		2025-02-18 14:20:40.512633
    		2.3 ms
  



  
    		2025-02-18 15:20:42.508616
    		1.9 ms
  



  
    		2025-02-18 16:20:45.092479
    		-1.2 ms
  



  
    		2025-02-18 17:20:47.009289
    		-0.9 ms
  



  
    		2025-02-18 18:20:48.896303
    		0.7 ms
  



  
    		2025-02-18 19:20:50.773706
    		-0.4 ms
  



  
    		2025-02-18 20:20:52.91078
    		1.1 ms
  



  
    		2025-02-18 21:20:54.692589
    		-1.6 ms
  



  
    		2025-02-18 22:20:56.809619
    		1.4 ms
  



  
    		2025-02-18 23:20:59.002603
    		-0.8 ms
  



  
    		2025-02-19 00:21:01.292615
    		0.0 ms
  



  
    		2025-02-19 01:21:03.352078
    		-0.6 ms
  



  
    		2025-02-19 02:21:05.737668
    		1.4 ms
  



  
    		2025-02-19 03:21:07.92795
    		-0.4 ms
  



  
    		2025-02-19 04:21:09.91297
    		-1.5 ms
  



  
    		2025-02-19 05:21:12.164428
    		-1.5 ms
  



  
    		2025-02-19 06:21:14.411686
    		-0.2 ms
  



  
    		2025-02-19 07:21:16.943311
    		-0.6 ms
  



  
    		2025-02-19 08:21:18.928307
    		3.9 ms
  



  
    		2025-02-19 09:21:21.369829
    		3.3 ms
  



  
    		2025-02-19 10:21:23.450469
    		-0.6 ms
  



  
    		2025-02-19 11:21:25.173699
    		0.4 ms
  



  
    		2025-02-19 12:21:26.997343
    		2.0 ms
  



  
    		2025-02-19 13:21:28.729413
    		-23.5 ms
  



  
    		2025-02-19 14:21:30.241288
    		-0.4 ms
  



  
    		2025-02-19 15:21:32.017429
    		-1.3 ms
  



  
    		2025-02-19 16:21:34.373299
    		-2.4 ms
  



  
    		2025-02-19 17:21:36.148671
    		-3.0 ms
  



  
    		2025-02-19 18:21:38.902365
    		0.6 ms
  



  
    		2025-02-19 19:21:41.388562
    		2.9 ms
  



  
    		2025-02-19 20:21:43.121766
    		2.4 ms
  



  
    		2025-02-19 21:21:45.013611
    		2.4 ms
  



  
    		2025-02-19 22:21:46.874202
    		1.3 ms
  



  
    		2025-02-19 23:21:48.849501
    		-4.3 ms
  



  
    		2025-02-20 00:21:51.512453
    		-1.7 ms
  



  
    		2025-02-20 01:21:54.073495
    		-1.9 ms
  



  
    		2025-02-20 02:21:55.89639
    		-2.3 ms
  



  
    		2025-02-20 03:21:58.024937
    		-1.9 ms
  



  
    		2025-02-20 04:22:00.299897
    		-1.0 ms
  



  
    		2025-02-20 05:22:02.611155
    		1.5 ms
  



  
    		2025-02-20 06:22:04.641475
    		2.2 ms
  



  
    		2025-02-20 07:22:07.223194
    		0.5 ms
  



  
    		2025-02-20 08:22:09.452586
    		0.5 ms
  



  
    		2025-02-20 09:22:10.970609
    		-0.4 ms
  



  
    		2025-02-20 10:22:13.900291
    		-0.9 ms
  



  
    		2025-02-20 11:22:15.716202
    		-2.3 ms
  



  
    		2025-02-20 12:22:18.622555
    		-1.1 ms
  



  
    		2025-02-20 13:22:21.020838
    		-1.7 ms
  



  
    		2025-02-20 14:22:23.638202
    		-0.4 ms
  



  
    		2025-02-20 15:22:25.687466
    		-2.9 ms
  



  
    		2025-02-20 16:22:27.525559
    		1.4 ms
  



  
    		2025-02-20 17:22:29.818935
    		-0.5 ms
  



  
    		2025-02-20 18:22:32.3317
    		0.4 ms
  



  
    		2025-02-20 19:22:34.653646
    		4.2 ms
  



  
    		2025-02-20 20:22:36.336882
    		2.3 ms
  



  
    		2025-02-20 21:22:38.204169
    		0.8 ms
  



  
    		2025-02-20 22:22:40.018666
    		-2.9 ms
  



  
    		2025-02-20 23:22:41.939975
    		-2.9 ms
  



  
    		2025-02-21 00:22:44.284012
    		3.2 ms
  



  
    		2025-02-21 01:22:46.022251
    		3.3 ms
  



  
    		2025-02-21 02:22:48.231387
    		2.1 ms
  



  
    		2025-02-21 03:22:50.264654
    		0.3 ms
  



  
    		2025-02-21 04:22:52.793995
    		1.6 ms
  



  
    		2025-02-21 05:22:54.80274
    		-1.3 ms
  



  
    		2025-02-21 06:22:57.177871
    		0.7 ms
  



  
    		2025-02-21 07:22:59.872177
    		-0.2 ms
  



  
    		2025-02-21 08:23:02.09011
    		-1.2 ms
  



  
    		2025-02-21 09:23:04.501993
    		-0.3 ms
  



  
    		2025-02-21 10:23:06.757296
    		-1.4 ms
  



  
    		2025-02-21 11:23:08.213612
    		-0.5 ms
  



  
    		2025-02-21 12:23:10.700132
    		2.4 ms
  



  
    		2025-02-21 13:23:13.348582
    		-0.8 ms
  



  
    		2025-02-21 14:23:15.380601
    		0.6 ms
  



  
    		2025-02-21 15:23:17.10951
    		-1.2 ms
  



  
    		2025-02-21 16:23:20.035667
    		-2.0 ms
  



  
    		2025-02-21 17:23:22.196655
    		1.7 ms
  



  
    		2025-02-21 18:23:25.081791
    		2.1 ms
  



  
    		2025-02-21 19:23:26.768716
    		2.3 ms
  



  
    		2025-02-21 20:23:28.960892
    		-5.8 ms
  



  
    		2025-02-21 21:23:30.60415
    		-0.2 ms
  



  
    		2025-02-21 22:23:32.910227
    		-1.2 ms
  



  
    		2025-02-21 23:23:35.203543
    		-1.4 ms
  



  
    		2025-02-22 00:23:37.180402
    		-1.4 ms
  



  
    		2025-02-22 01:23:39.099586
    		-1.7 ms
  



  
    		2025-02-22 02:23:41.37351
    		-1.6 ms
  



  
    		2025-02-22 03:23:43.581725
    		0.1 ms
  



  
    		2025-02-22 04:23:45.422015
    		0.6 ms
  



  
    		2025-02-22 05:23:47.981245
    		-0.9 ms
  



  
    		2025-02-22 06:23:50.30173
    		1.3 ms
  



  
    		2025-02-22 07:23:52.8937
    		-0.7 ms
  



  
    		2025-02-22 08:23:55.258456
    		1.2 ms
  



  
    		2025-02-22 09:23:57.035072
    		3.1 ms
  



  
    		2025-02-22 10:23:59.8375
    		-1.0 ms
  



  
    		2025-02-22 11:24:01.723603
    		0.3 ms
  



  
    		2025-02-22 12:24:03.610062
    		4.1 ms
  



  
    		2025-02-22 13:24:05.869448
    		0.0 ms
  



  
    		2025-02-22 14:24:07.58255
    		-0.2 ms
  



  
    		2025-02-22 15:24:10.44088
    		1.4 ms
  



  
    		2025-02-22 16:24:12.959484
    		-0.6 ms
  



  
    		2025-02-22 17:24:15.955034
    		1.3 ms
  



  
    		2025-02-22 18:24:18.584855
    		0.4 ms
  



  
    		2025-02-22 19:24:21.18007
    		1.0 ms
  



  
    		2025-02-22 20:24:23.499178
    		1.1 ms
  



  
    		2025-02-22 21:24:25.814736
    		-0.3 ms
  



  
    		2025-02-22 22:24:28.424089
    		-0.3 ms
  



  
    		2025-02-22 23:24:30.45804
    		1.3 ms
  



  
    		2025-02-23 00:24:32.740136
    		-1.2 ms
  



  
    		2025-02-23 01:24:34.726511
    		-1.4 ms
  



  
    		2025-02-23 02:24:37.005007
    		0.3 ms
  



  
    		2025-02-23 03:24:39.235582
    		-0.1 ms
  



  
    		2025-02-23 04:24:41.24657
    		1.2 ms
  



  
    		2025-02-23 05:24:43.543281
    		-1.0 ms
  



  
    		2025-02-23 06:24:45.435553
    		0.6 ms
  



  
    		2025-02-23 07:24:47.874063
    		-0.1 ms
  



  
    		2025-02-23 08:24:50.380732
    		0.9 ms
  



  
    		2025-02-23 09:24:52.094958
    		0.3 ms
  



  
    		2025-02-23 10:24:53.989118
    		3.3 ms
  



  
    		2025-02-23 11:24:56.372522
    		1.7 ms
  



  
    		2025-02-23 12:24:58.01262
    		0.9 ms
  



  
    		2025-02-23 13:24:59.623593
    		-0.5 ms
  



  
    		2025-02-23 14:25:02.066956
    		1.5 ms
  



  
    		2025-02-23 15:25:04.041528
    		-0.7 ms
  



  
    		2025-02-23 16:25:06.598354
    		-1.8 ms
  



  
    		2025-02-23 17:25:09.215125
    		-3.3 ms
  



  
    		2025-02-23 18:25:11.794541
    		-0.9 ms
  



  
    		2025-02-23 19:25:14.677208
    		-0.8 ms
  



  
    		2025-02-23 20:25:17.046169
    		1.1 ms
  



  
    		2025-02-23 21:25:19.555082
    		-0.7 ms
  



  
    		2025-02-23 22:25:21.924283
    		-1.2 ms
  



  
    		2025-02-23 23:25:24.135777
    		-1.4 ms
  



  
    		2025-02-24 00:25:26.192481
    		-2.0 ms
  



  
    		2025-02-24 01:25:28.218393
    		1.4 ms
  



  
    		2025-02-24 02:25:30.701765
    		1.1 ms
  



  
    		2025-02-24 03:25:32.749379
    		-0.2 ms
  



  
    		2025-02-24 04:25:34.715973
    		-0.2 ms
  



  
    		2025-02-24 05:25:37.158207
    		-0.9 ms
  



  
    		2025-02-24 06:25:38.95535
    		1.2 ms
  



  
    		2025-02-24 07:25:41.378554
    		1.7 ms
  



  
    		2025-02-24 08:25:43.619201
    		-0.4 ms
  



  
    		2025-02-24 09:25:45.244793
    		-1.2 ms
  



  
    		2025-02-24 10:25:47.04813
    		0.7 ms
  



  
    		2025-02-24 11:25:49.021729
    		-0.3 ms
  



  
    		2025-02-24 12:25:51.03292
    		2.0 ms
  



  
    		2025-02-24 13:25:53.775889
    		-4.7 ms
  



  
    		2025-02-24 14:25:55.477083
    		-0.4 ms
  



  
    		2025-02-24 15:25:57.372047
    		-0.2 ms
  



  
    		2025-02-24 16:25:59.194679
    		2.1 ms
  



  
    		2025-02-24 17:26:01.378905
    		1.2 ms
  



  
    		2025-02-24 18:26:04.355955
    		-1.4 ms
  



  
    		2025-02-24 19:26:06.929863
    		6.8 ms
  



  
    		2025-02-24 20:26:09.496799
    		9.2 ms
  



  
    		2025-02-24 21:26:11.147736
    		-1.9 ms
  



  
    		2025-02-24 22:26:14.012124
    		-1.1 ms
  



  
    		2025-02-24 23:26:16.213131
    		-1.6 ms
  



  
    		2025-02-25 00:26:17.867189
    		-1.9 ms
  



  
    		2025-02-25 01:26:20.41574
    		0.2 ms
  



  
    		2025-02-25 02:26:22.301475
    		-1.2 ms
  



  
    		2025-02-25 03:26:24.481216
    		-1.0 ms
  



  
    		2025-02-25 04:26:26.70803
    		0.9 ms
  



  
    		2025-02-25 05:26:28.587497
    		-0.1 ms
  



  
    		2025-02-25 06:26:30.939181
    		-1.6 ms
  



  
    		2025-02-25 07:26:32.955256
    		2.0 ms
  



  
    		2025-02-25 08:26:35.169272
    		9.1 ms
  



  
    		2025-02-25 09:26:36.648678
    		-0.8 ms
  



  
    		2025-02-25 10:26:38.362369
    		-0.5 ms
  



  
    		2025-02-25 11:26:40.034224
    		1.4 ms
  



  
    		2025-02-25 12:26:41.483755
    		1.0 ms
  



  
    		2025-02-25 13:26:43.720244
    		0.3 ms
  



  
    		2025-02-25 14:26:45.684426
    		0.6 ms
  



  
    		2025-02-25 15:26:47.580574
    		2.1 ms
  



  
    		2025-02-25 16:26:49.442365
    		3.8 ms
  



  
    		2025-02-25 17:26:51.964686
    		3.3 ms
  



  
    		2025-02-25 18:26:54.52991
    		-2.0 ms
  



  
    		2025-02-25 19:26:57.036166
    		-1.6 ms
  



  
    		2025-02-25 20:26:59.231977
    		-5.8 ms
  



  
    		2025-02-25 21:27:01.119927
    		1.3 ms
  



  
    		2025-02-25 22:27:03.372271
    		-0.3 ms
  



  
    		2025-02-25 23:27:05.342626
    		-2.2 ms
  



  
    		2025-02-26 00:27:06.938344
    		-1.9 ms
  



  
    		2025-02-26 01:27:08.810804
    		-1.1 ms
  



  
    		2025-02-26 02:27:10.582903
    		0.2 ms
  



  
    		2025-02-26 03:27:12.625718
    		-2.0 ms
  



  
    		2025-02-26 04:27:14.301961
    		0.4 ms
  



  
    		2025-02-26 05:27:16.504132
    		-1.3 ms
  



  
    		2025-02-26 06:27:19.12757
    		-2.2 ms
  



  
    		2025-02-26 07:27:21.674125
    		1.6 ms
  



  
    		2025-02-26 08:27:23.16084
    		2.1 ms
  



  
    		2025-02-26 09:27:24.899446
    		7.3 ms
  



  
    		2025-02-26 10:27:26.434743
    		1.4 ms
  



  
    		2025-02-26 11:27:28.117119
    		-0.9 ms
  



  
    		2025-02-26 12:27:29.759495
    		0.2 ms
  



  
    		2025-02-26 13:27:31.16277
    		-1.9 ms
  



  
    		2025-02-26 14:27:32.676704
    		6.0 ms
  



  
    		2025-02-26 15:27:34.224383
    		1.4 ms
  



  
    		2025-02-26 16:27:35.711211
    		-2.9 ms
  



  
    		2025-02-26 17:27:38.312419
    		0.4 ms
  



  
    		2025-02-26 18:27:40.614212
    		3.9 ms
  



  
    		2025-02-26 19:27:42.880063
    		1.6 ms
  



  
    		2025-02-26 20:27:45.267389
    		-0.1 ms
  



  
    		2025-02-26 21:27:46.961477
    		0.7 ms
  



  
    		2025-02-26 22:27:48.940144
    		0.5 ms
  



  
    		2025-02-26 23:27:51.08566
    		-1.0 ms
  



  
    		2025-02-27 00:27:53.326687
    		-0.5 ms
  



  
    		2025-02-27 01:27:55.22866
    		-1.1 ms
  



  
    		2025-02-27 02:27:57.381068
    		-1.5 ms
  



  
    		2025-02-27 03:27:59.452001
    		0.8 ms
  



  
    		2025-02-27 04:28:01.291816
    		-2.3 ms
  



  
    		2025-02-27 05:28:02.771092
    		-0.2 ms
  



  
    		2025-02-27 06:28:05.065349
    		0.7 ms
  



  
    		2025-02-27 07:28:06.894011
    		1.4 ms
  



  
    		2025-02-27 08:28:09.258516
    		0.6 ms
  



  
    		2025-02-27 09:28:12.037924
    		1.4 ms
  



  
    		2025-02-27 10:28:13.876964
    		3.7 ms
  



  
    		2025-02-27 11:28:15.94062
    		-0.4 ms
  



  
    		2025-02-27 12:28:18.053751
    		-1.2 ms
  



  
    		2025-02-27 13:28:20.042956
    		-2.5 ms
  



  
    		2025-02-27 14:28:21.80573
    		-1.4 ms
  



  
    		2025-02-27 15:28:24.158956
    		0.2 ms
  



  
    		2025-02-27 16:28:25.874376
    		-0.7 ms
  



  
    		2025-02-27 17:28:28.151852
    		1.7 ms
  



  
    		2025-02-27 18:28:30.957935
    		-0.7 ms
  



  
    		2025-02-27 19:28:34.231702
    		-1.7 ms
  



  
    		2025-02-27 20:28:37.5338
    		-0.9 ms
  



  
    		2025-02-27 21:28:39.864846
    		-0.3 ms
  



  
    		2025-02-27 22:28:42.351553
    		-0.4 ms
  



  
    		2025-02-27 23:28:44.205408
    		-2.3 ms
  



  
    		2025-02-28 00:28:46.71503
    		-1.9 ms
  



  
    		2025-02-28 01:28:49.054533
    		1.0 ms
  



  
    		2025-02-28 02:28:51.068133
    		-0.6 ms
  



  
    		2025-02-28 03:28:53.409642
    		-1.6 ms
  



  
    		2025-02-28 04:28:55.708849
    		1.1 ms
  



  
    		2025-02-28 05:28:58.506166
    		0.4 ms
  



  
    		2025-02-28 06:29:00.960508
    		-1.7 ms
  



  
    		2025-02-28 07:29:03.423357
    		0.1 ms
  



  
    		2025-02-28 08:29:05.359696
    		2.2 ms
  



  
    		2025-02-28 09:29:07.256504
    		2.1 ms
  



  
    		2025-02-28 10:29:08.928465
    		2.1 ms
  



  
    		2025-02-28 11:29:10.614753
    		1.4 ms
  



  
    		2025-02-28 12:29:12.883767
    		-0.1 ms
  



  
    		2025-02-28 13:29:14.864849
    		0.1 ms
  



  
    		2025-02-28 14:29:16.546771
    		-0.5 ms
  



  
    		2025-02-28 15:29:18.449286
    		-0.2 ms
  



  
    		2025-02-28 16:29:20.321605
    		1.8 ms
  



  
    		2025-02-28 17:29:22.305063
    		-0.5 ms
  



  
    		2025-02-28 18:29:24.911057
    		-0.2 ms
  



  
    		2025-02-28 19:29:27.228706
    		0.0 ms
  



  
    		2025-02-28 20:29:28.884455
    		-1.1 ms
  



  
    		2025-02-28 21:29:31.886347
    		-1.4 ms
  



  
    		2025-02-28 22:29:34.014731
    		-1.0 ms
  



  
    		2025-02-28 23:29:35.739205
    		1.3 ms
  



  
    		2025-03-01 00:29:38.232872
    		-1.1 ms
  



  
    		2025-03-01 01:29:40.056164
    		1.2 ms
  



  
    		2025-03-01 02:29:42.144812
    		1.3 ms
  



  
    		2025-03-01 03:29:44.165961
    		-1.4 ms
  



  
    		2025-03-01 04:29:46.362784
    		-0.6 ms
  



  
    		2025-03-01 05:29:48.566618
    		-1.1 ms
  



  
    		2025-03-01 06:29:50.629456
    		-0.5 ms
  



  
    		2025-03-01 07:29:52.460413
    		-0.1 ms
  



  
    		2025-03-01 08:29:54.125975
    		-0.3 ms
  



  
    		2025-03-01 09:29:55.865913
    		1.0 ms
  



  
    		2025-03-01 10:29:57.640871
    		-1.1 ms
  



  
    		2025-03-01 11:30:00.287045
    		-0.8 ms
  



  
    		2025-03-01 12:30:01.943913
    		1.0 ms
  



  
    		2025-03-01 13:30:04.977636
    		-0.4 ms
  



  
    		2025-03-01 14:30:08.178631
    		-0.9 ms
  



  
    		2025-03-01 15:30:10.323604
    		1.7 ms
  



  
    		2025-03-01 16:30:12.836492
    		0.4 ms
  



  
    		2025-03-01 17:30:15.105615
    		-0.7 ms
  



  
    		2025-03-01 18:30:18.139933
    		1.2 ms
  



  
    		2025-03-01 19:30:21.420855
    		0.5 ms
  



  
    		2025-03-01 20:30:23.40147
    		-1.8 ms
  



  
    		2025-03-01 21:30:25.577506
    		-0.5 ms
  



  
    		2025-03-01 22:30:27.897737
    		-2.3 ms
  



  
    		2025-03-01 23:30:30.405743
    		-2.1 ms
  



  
    		2025-03-02 00:30:32.583076
    		-1.9 ms
  



  
    		2025-03-02 01:30:34.675225
    		-2.6 ms
  



  
    		2025-03-02 02:30:36.898454
    		-0.9 ms
  



  
    		2025-03-02 03:30:39.083328
    		-1.6 ms
  



  
    		2025-03-02 04:30:40.814799
    		2.7 ms
  



  
    		2025-03-02 05:30:42.797596
    		-0.7 ms
  



  
    		2025-03-02 06:30:45.234314
    		-1.8 ms
  



  
    		2025-03-02 07:30:47.812749
    		0.0 ms
  



  
    		2025-03-02 08:30:49.44015
    		-0.8 ms
  



  
    		2025-03-02 09:30:51.217429
    		-0.3 ms
  



  
    		2025-03-02 10:30:53.696588
    		2.9 ms
  



  
    		2025-03-02 11:30:56.490835
    		1.4 ms
  



  
    		2025-03-02 12:30:58.863824
    		-0.9 ms
  



  
    		2025-03-02 13:31:00.749911
    		1.0 ms
  



  
    		2025-03-02 14:31:03.014128
    		-0.7 ms
  



  
    		2025-03-02 15:31:04.666084
    		1.2 ms
  



  
    		2025-03-02 16:31:07.182964
    		0.6 ms
  



  
    		2025-03-02 17:31:09.450685
    		0.3 ms
  



  
    		2025-03-02 18:31:12.838065
    		1.4 ms
  



  
    		2025-03-02 19:31:15.480198
    		3.4 ms
  



  
    		2025-03-02 20:31:17.779653
    		3.6 ms
  



  
    		2025-03-02 21:31:20.303711
    		-0.7 ms
  



  
    		2025-03-02 22:31:22.69204
    		-0.1 ms
  



  
    		2025-03-02 23:31:24.490619
    		-2.9 ms
  



  
    		2025-03-03 00:31:26.793036
    		-2.4 ms
  



  
    		2025-03-03 01:31:29.010331
    		-1.9 ms
  



  
    		2025-03-03 02:31:31.124067
    		0.3 ms
  



  
    		2025-03-03 03:31:33.33695
    		0.8 ms
  



  
    		2025-03-03 04:31:35.693724
    		-1.4 ms
  



  
    		2025-03-03 05:31:38.074133
    		-0.6 ms
  



  
    		2025-03-03 06:31:40.386103
    		-0.1 ms
  



  
    		2025-03-03 07:31:43.088843
    		1.2 ms
  



  
    		2025-03-03 08:31:46.521408
    		0.2 ms
  



  
    		2025-03-03 09:31:48.141448
    		-0.4 ms
  



  
    		2025-03-03 10:31:49.903908
    		1.0 ms
  



  
    		2025-03-03 11:31:51.745476
    		-0.7 ms
  



  
    		2025-03-03 12:31:54.192242
    		-0.4 ms
  



  
    		2025-03-03 13:31:56.547729
    		-1.6 ms
  



  
    		2025-03-03 14:31:58.177991
    		-0.9 ms
  



  
    		2025-03-03 15:31:59.780412
    		3.3 ms
  



  
    		2025-03-03 16:32:01.59295
    		1.4 ms
  



  
    		2025-03-03 17:32:03.402199
    		1.1 ms
  



  
    		2025-03-03 18:32:05.105612
    		0.0 ms
  



  
    		2025-03-03 19:32:06.717102
    		-2.9 ms
  



  
    		2025-03-03 20:32:08.904813
    		-0.2 ms
  



  
    		2025-03-03 21:32:12.091731
    		0.7 ms
  



  
    		2025-03-03 22:32:14.661028
    		1.6 ms
  



  
    		2025-03-03 23:32:16.377898
    		2.4 ms
  



  
    		2025-03-04 00:32:18.952385
    		-0.9 ms
  



  
    		2025-03-04 01:32:20.756714
    		-0.6 ms
  



  
    		2025-03-04 02:32:22.46361
    		-0.6 ms
  



  
    		2025-03-04 03:32:24.808562
    		-0.9 ms
  



  
    		2025-03-04 04:32:26.73949
    		-0.5 ms
  



  
    		2025-03-04 05:32:28.682189
    		-0.8 ms
  



  
    		2025-03-04 06:32:31.10206
    		1.6 ms
  



  
    		2025-03-04 07:32:33.026341
    		-6.4 ms
  



  
    		2025-03-04 08:32:34.596701
    		-0.6 ms
  



  
    		2025-03-04 09:32:36.306096
    		-0.3 ms
  



  
    		2025-03-04 10:32:37.897186
    		14.8 ms
  



  
    		2025-03-04 11:32:39.90886
    		-0.7 ms
  



  
    		2025-03-04 12:32:41.607556
    		0.2 ms
  



  
    		2025-03-04 13:32:43.908474
    		2.9 ms
  



  
    		2025-03-04 14:32:45.729131
    		1.3 ms
  



  
    		2025-03-04 15:32:47.514089
    		1.7 ms
  



  
    		2025-03-04 16:32:49.131351
    		0.1 ms
  



  
    		2025-03-04 17:32:50.893119
    		-1.1 ms
  



  
    		2025-03-04 18:32:53.024139
    		0.6 ms
  



  
    		2025-03-04 19:32:55.805594
    		-2.4 ms
  



  
    		2025-03-04 20:32:57.486747
    		1.3 ms
  



  
    		2025-03-04 21:33:00.464787
    		1.3 ms
  



  
    		2025-03-04 22:33:02.767759
    		2.0 ms
  



  
    		2025-03-04 23:33:05.144119
    		-0.8 ms
  



  
    		2025-03-05 00:33:07.040572
    		-0.8 ms
  



  
    		2025-03-05 01:33:08.782235
    		-1.4 ms
  



  
    		2025-03-05 02:33:10.909708
    		-0.9 ms
  



  
    		2025-03-05 03:33:12.702847
    		1.1 ms
  



  
    		2025-03-05 04:33:14.486086
    		0.9 ms
  



  
    		2025-03-05 05:33:16.254374
    		-1.1 ms
  



  
    		2025-03-05 06:33:18.288436
    		1.5 ms
  



  
    		2025-03-05 07:33:21.187428
    		-0.7 ms
  



  
    		2025-03-05 08:33:23.245385
    		1.1 ms
  



  
    		2025-03-05 09:33:25.131123
    		1.0 ms
  



  
    		2025-03-05 10:33:26.774237
    		0.0 ms
  



  
    		2025-03-05 11:33:28.644515
    		-0.7 ms
  



  
    		2025-03-05 12:33:30.412462
    		-0.7 ms
  



  
    		2025-03-05 13:33:32.150432
    		-0.5 ms
  



  
    		2025-03-05 14:33:34.065425
    		0.5 ms
  



  
    		2025-03-05 15:33:36.203611
    		0.1 ms
  



  
    		2025-03-05 16:33:38.180172
    		-2.9 ms
  



  
    		2025-03-05 17:33:40.073222
    		0.6 ms
  



  
    		2025-03-05 18:33:42.761035
    		0.7 ms
  



  
    		2025-03-05 19:33:44.721629
    		0.6 ms
  



  
    		2025-03-05 20:33:47.383309
    		0.3 ms
  



  
    		2025-03-05 21:33:49.814878
    		0.8 ms
  



  
    		2025-03-05 22:33:52.613885
    		-1.0 ms
  



  
    		2025-03-05 23:33:54.735946
    		-6.6 ms
  



  
    		2025-03-06 00:33:56.224613
    		-5.7 ms
  



  
    		2025-03-06 01:33:58.203194
    		-0.2 ms
  



  
    		2025-03-06 02:33:59.611405
    		1.8 ms
  



  
    		2025-03-06 03:34:01.279276
    		-1.3 ms
  



  
    		2025-03-06 04:34:02.706182
    		-1.2 ms
  



  
    		2025-03-06 05:34:05.041252
    		-1.3 ms
  



  
    		2025-03-06 06:34:07.411824
    		-1.0 ms
  



  
    		2025-03-06 07:34:10.120665
    		0.2 ms
  



  
    		2025-03-06 08:34:12.280826
    		2.5 ms
  



  
    		2025-03-06 09:34:14.124454
    		1.9 ms
  



  
    		2025-03-06 10:34:16.357861
    		-0.6 ms
  



  
    		2025-03-06 11:34:18.340961
    		-1.0 ms
  



  
    		2025-03-06 12:34:20.61221
    		1.5 ms
  



  
    		2025-03-06 13:34:22.747331
    		1.6 ms
  



  
    		2025-03-06 14:34:24.745055
    		0.7 ms
  



  
    		2025-03-06 15:34:26.421852
    		-0.8 ms
  



  
    		2025-03-06 16:34:28.651392
    		0.9 ms
  



  
    		2025-03-06 17:34:30.768795
    		-0.6 ms
  



  
    		2025-03-06 18:34:33.347177
    		-0.3 ms
  



  
    		2025-03-06 19:34:35.732067
    		-0.9 ms
  



  
    		2025-03-06 20:34:38.110763
    		-2.0 ms
  



  
    		2025-03-06 21:34:40.525818
    		0.3 ms
  



  
    		2025-03-06 22:34:42.611228
    		2.3 ms
  



  
    		2025-03-06 23:34:44.709129
    		2.1 ms
  



  
    		2025-03-07 00:34:46.925464
    		0.3 ms
  



  
    		2025-03-07 01:34:48.885638
    		-0.4 ms
  



  
    		2025-03-07 02:34:50.850209
    		0.4 ms
  



  
    		2025-03-07 03:34:53.324767
    		-1.9 ms
  



  
    		2025-03-07 04:34:54.944614
    		-0.6 ms
  



  
    		2025-03-07 05:34:56.704894
    		2.0 ms
  



  
    		2025-03-07 06:34:58.701856
    		0.4 ms
  



  
    		2025-03-07 07:35:00.119018
    		2.2 ms
  



  
    		2025-03-07 08:35:02.0804
    		0.9 ms
  



  
    		2025-03-07 09:35:04.644696
    		-0.4 ms
  



  
    		2025-03-07 10:35:07.242824
    		-2.1 ms
  



  
    		2025-03-07 11:35:09.237671
    		2.0 ms
  



  
    		2025-03-07 12:35:10.842448
    		3.5 ms
  



  
    		2025-03-07 13:35:13.024104
    		1.2 ms
  



  
    		2025-03-07 14:35:15.527193
    		-0.9 ms
  



  
    		2025-03-07 15:35:17.739749
    		2.6 ms
  



  
    		2025-03-07 16:35:20.872113
    		1.7 ms
  



  
    		2025-03-07 17:35:23.358944
    		0.8 ms
  



  
    		2025-03-07 18:35:24.94331
    		-1.4 ms
  



  
    		2025-03-07 19:35:28.037386
    		0.6 ms
  



  
    		2025-03-07 20:35:30.151647
    		3.4 ms
  



  
    		2025-03-07 21:35:32.573674
    		-0.8 ms
  



  
    		2025-03-07 22:35:34.630074
    		-0.2 ms
  



  
    		2025-03-07 23:35:36.272849
    		1.6 ms
  



  
    		2025-03-08 00:35:38.609246
    		-0.9 ms
  



  
    		2025-03-08 01:35:40.926187
    		-1.4 ms
  



  
    		2025-03-08 02:35:42.63998
    		-0.3 ms
  



  
    		2025-03-08 03:35:44.671469
    		-2.3 ms
  



  
    		2025-03-08 04:35:46.874439
    		-4.5 ms
  



  
    		2025-03-08 05:35:48.365741
    		-3.3 ms
  



  
    		2025-03-08 06:37:04.155933
    		-0.1 ms
  



  
    		2025-03-08 07:37:06.501034
    		2.6 ms
  



  
    		2025-03-08 08:37:09.142819
    		1.4 ms
  



  
    		2025-03-08 09:37:13.363074
    		1.1 ms
  



  
    		2025-03-08 10:37:16.660181
    		1.5 ms
  



  
    		2025-03-08 11:37:18.596751
    		1.2 ms
  



  
    		2025-03-08 12:37:21.962272
    		0.3 ms
  



  
    		2025-03-08 13:37:26.263263
    		1.2 ms
  



  
    		2025-03-08 14:37:30.190336
    		-0.6 ms
  



  
    		2025-03-08 15:37:33.289811
    		1.7 ms
  



  
    		2025-03-08 16:37:36.40238
    		-0.8 ms
  



  
    		2025-03-08 17:37:39.098271
    		1.5 ms
  



  
    		2025-03-08 18:37:40.830629
    		-0.5 ms
  



  
    		2025-03-08 19:37:43.624678
    		1.1 ms
  



  
    		2025-03-08 20:37:45.677813
    		0.7 ms
  



  
    		2025-03-08 21:37:48.327034
    		-1.2 ms
  



  
    		2025-03-08 22:37:50.958006
    		-0.1 ms
  



  
    		2025-03-08 23:37:53.482592
    		-0.4 ms
  



  
    		2025-03-09 00:37:55.268017
    		-2.0 ms
  



  
    		2025-03-09 01:37:57.558308
    		0.9 ms
  



  
    		2025-03-09 02:38:00.165652
    		-0.5 ms
  



  
    		2025-03-09 03:38:01.97828
    		-1.7 ms
  



  
    		2025-03-09 04:38:04.265771
    		-1.2 ms
  



  
    		2025-03-09 05:38:06.405445
    		1.6 ms
  



  
    		2025-03-09 06:38:08.617002
    		-0.5 ms
  



  
    		2025-03-09 07:38:10.354818
    		0.0 ms
  



  
    		2025-03-09 08:38:12.767111
    		0.6 ms
  



  
    		2025-03-09 09:38:15.074418
    		-0.2 ms
  



  
    		2025-03-09 10:38:16.694402
    		-1.4 ms
  



  
    		2025-03-09 11:38:19.735473
    		0.1 ms
  



  
    		2025-03-09 12:38:21.911026
    		-2.4 ms
  



  
    		2025-03-09 13:38:25.539169
    		1.6 ms
  



  
    		2025-03-09 14:38:28.042026
    		-1.2 ms
  



  
    		2025-03-09 15:38:29.904784
    		0.0 ms
  



  
    		2025-03-09 16:38:33.292694
    		-0.2 ms
  



  
    		2025-03-09 17:38:34.925875
    		-0.7 ms
  



  
    		2025-03-09 18:38:36.934466
    		3.7 ms
  



  
    		2025-03-09 19:38:40.626462
    		-1.5 ms
  



  
    		2025-03-09 20:38:43.357347
    		1.5 ms
  



  
    		2025-03-09 21:38:45.184202
    		-0.5 ms
  



  
    		2025-03-09 22:38:47.608266
    		-2.0 ms
  



  
    		2025-03-09 23:38:50.556022
    		-2.7 ms
  



  
    		2025-03-10 00:38:53.60157
    		0.9 ms
  



  
    		2025-03-10 01:38:56.487432
    		0.3 ms
  



  
    		2025-03-10 02:38:58.762101
    		-2.6 ms
  



  
    		2025-03-10 03:39:01.611788
    		0.8 ms
  



  
    		2025-03-10 04:39:03.939408
    		-0.3 ms
  



  
    		2025-03-10 05:39:06.114121
    		-1.1 ms
  



  
    		2025-03-10 06:39:08.59335
    		-0.1 ms
  



  
    		2025-03-10 07:39:10.403817
    		2.4 ms
  



  
    		2025-03-10 08:39:12.118169
    		3.1 ms
  



  
    		2025-03-10 09:39:14.025438
    		1.7 ms
  



  
    		2025-03-10 10:39:15.599745
    		8.3 ms
  



  
    		2025-03-10 11:39:17.232019
    		0.7 ms
  



  
    		2025-03-10 12:39:18.976968
    		2.4 ms
  



  
    		2025-03-10 13:39:20.67204
    		2.5 ms
  



  
    		2025-03-10 14:39:22.718875
    		1.8 ms
  



  
    		2025-03-10 15:39:24.84464
    		4.6 ms
  



  
    		2025-03-10 16:39:26.441276
    		3.3 ms
  



  
    		2025-03-10 17:39:28.13944
    		1.9 ms
  



  
    		2025-03-10 18:39:30.194408
    		1.6 ms
  



  
    		2025-03-10 19:39:32.91182
    		0.9 ms
  



  
    		2025-03-10 20:39:35.760236
    		1.1 ms
  



  
    		2025-03-10 21:39:37.979111
    		1.2 ms
  



  
    		2025-03-10 22:39:40.067424
    		0.6 ms
  



  
    		2025-03-10 23:39:41.987588
    		0.3 ms
  



  
    		2025-03-11 00:39:44.43957
    		-3.4 ms
  



  
    		2025-03-11 01:39:46.726689
    		1.3 ms
  



  
    		2025-03-11 02:39:49.06776
    		2.1 ms
  



  
    		2025-03-11 03:39:51.528741
    		1.7 ms
  



  
    		2025-03-11 04:39:53.697148
    		1.6 ms
  



  
    		2025-03-11 05:39:56.044023
    		2.3 ms
  



  
    		2025-03-11 06:39:58.316622
    		1.7 ms
  



  
    		2025-03-11 07:39:59.90586
    		2.1 ms
  



  
    		2025-03-11 08:40:01.768071
    		2.0 ms
  



  
    		2025-03-11 09:40:03.429782
    		2.5 ms
  



  
    		2025-03-11 10:40:05.612948
    		2.7 ms
  



  
    		2025-03-11 11:40:07.878495
    		1.8 ms
  



  
    		2025-03-11 12:40:10.533146
    		4.3 ms
  



  
    		2025-03-11 13:40:12.103656
    		1.2 ms
  



  
    		2025-03-11 14:40:14.81636
    		1.3 ms
  



  
    		2025-03-11 15:40:17.64861
    		3.0 ms
  



  
    		2025-03-11 16:40:19.514567
    		5.5 ms
  



  
    		2025-03-11 17:40:21.463146
    		-0.2 ms
  



  
    		2025-03-11 18:40:23.89072
    		0.6 ms
  



  
    		2025-03-11 19:40:26.733548
    		-1.1 ms
  



  
    		2025-03-11 20:40:29.066386
    		2.0 ms
  



  
    		2025-03-11 21:40:31.336856
    		-0.5 ms
  



  
    		2025-03-11 22:40:34.039084
    		-1.3 ms
  



  
    		2025-03-11 23:40:36.164397
    		-1.5 ms
  



  
    		2025-03-12 00:40:37.785657
    		-2.4 ms
  



  
    		2025-03-12 01:40:39.477029
    		-2.3 ms
  



  
    		2025-03-12 02:40:41.302244
    		-0.5 ms
  



  
    		2025-03-12 03:40:43.249122
    		-1.3 ms
  



  
    		2025-03-12 04:40:45.331467
    		-1.6 ms
  



  
    		2025-03-12 05:40:47.487294
    		-0.2 ms
  



  
    		2025-03-12 06:40:49.97542
    		-1.2 ms
  



  
    		2025-03-12 07:40:51.895865
    		2.2 ms
  



  
    		2025-03-12 08:40:54.36068
    		-1.2 ms
  



  
    		2025-03-12 09:40:55.970522
    		0.4 ms
  



  
    		2025-03-12 10:40:58.088576
    		2.0 ms
  



  
    		2025-03-12 11:40:59.566503
    		0.7 ms
  



  
    		2025-03-12 12:41:00.913182
    		2.8 ms
  



  
    		2025-03-12 13:41:02.447449
    		0.6 ms
  



  
    		2025-03-12 14:41:04.703569
    		0.5 ms
  



  
    		2025-03-12 15:41:06.284269
    		-0.6 ms
  



  
    		2025-03-12 16:41:07.930126
    		1.1 ms
  



  
    		2025-03-12 17:41:10.550571
    		0.4 ms
  



  
    		2025-03-12 18:41:13.087189
    		-2.4 ms
  



  
    		2025-03-12 19:41:15.719931
    		6.8 ms
  



  
    		2025-03-12 20:41:17.715937
    		7.8 ms
  



  
    		2025-03-12 21:41:20.884529
    		-1.3 ms
  



  
    		2025-03-12 22:41:22.692919
    		-1.3 ms
  



  
    		2025-03-12 23:41:24.687918
    		0.4 ms
  



  
    		2025-03-13 00:41:26.775504
    		-0.6 ms
  



  
    		2025-03-13 01:41:29.009097
    		-1.1 ms
  



  
    		2025-03-13 02:41:30.917785
    		-2.6 ms
  



  
    		2025-03-13 03:41:33.030219
    		0.2 ms
  



  
    		2025-03-13 04:41:34.934118
    		-1.4 ms
  



  
    		2025-03-13 05:41:36.901985
    		-0.3 ms
  



  
    		2025-03-13 06:41:39.242886
    		0.4 ms
  



  
    		2025-03-13 07:41:41.812142
    		1.8 ms
  



  
    		2025-03-13 08:41:44.838215
    		-0.5 ms
  



  
    		2025-03-13 09:41:47.222795
    		5.0 ms
  



  
    		2025-03-13 10:41:49.007131
    		1.5 ms
  



  
    		2025-03-13 11:41:51.288625
    		-0.3 ms
  



  
    		2025-03-13 12:41:52.991512
    		1.2 ms
  



  
    		2025-03-13 13:41:55.475196
    		2.0 ms
  



  
    		2025-03-13 14:41:57.249733
    		0.9 ms
  



  
    		2025-03-13 15:41:59.692796
    		0.7 ms
  



  
    		2025-03-13 16:42:01.579841
    		-0.4 ms
  



  
    		2025-03-13 17:42:03.490979
    		-0.7 ms
  



  
    		2025-03-13 18:42:06.168782
    		-1.7 ms
  



  
    		2025-03-13 19:42:08.163802
    		0.9 ms
  



  
    		2025-03-13 20:42:11.053579
    		-0.3 ms
  



  
    		2025-03-13 21:42:13.052234
    		-2.8 ms
  



  
    		2025-03-13 22:42:14.674089
    		-3.4 ms
  



  
    		2025-03-13 23:42:16.117714
    		-0.1 ms
  



  
    		2025-03-14 00:42:18.680329
    		-2.0 ms
  



  
    		2025-03-14 01:42:20.593286
    		-1.1 ms
  



  
    		2025-03-14 02:42:22.413266
    		1.3 ms
  



  
    		2025-03-14 03:42:24.063338
    		1.8 ms
  



  
    		2025-03-14 04:42:26.063267
    		2.3 ms
  



  
    		2025-03-14 05:42:27.777063
    		1.6 ms
  



  
    		2025-03-14 06:42:29.483027
    		0.9 ms
  



  
    		2025-03-14 07:42:31.775128
    		1.8 ms
  



  
    		2025-03-14 08:42:34.172392
    		0.3 ms
  



  
    		2025-03-14 09:42:36.54435
    		3.2 ms
  



  
    		2025-03-14 10:42:38.107482
    		-1.1 ms
  



  
    		2025-03-14 11:42:39.645494
    		5.5 ms
  



  
    		2025-03-14 12:42:41.177497
    		6.7 ms
  



  
    		2025-03-14 13:42:43.660966
    		1.7 ms
  



  
    		2025-03-14 14:42:45.569598
    		-0.1 ms
  



  
    		2025-03-14 15:42:47.374238
    		1.8 ms
  



  
    		2025-03-14 16:42:49.17644
    		-0.4 ms
  



  
    		2025-03-14 17:42:51.067535
    		0.8 ms
  



  
    		2025-03-14 18:42:53.838743
    		0.7 ms
  



  
    		2025-03-14 19:42:55.889744
    		0.0 ms
  



  
    		2025-03-14 20:42:58.549382
    		-0.4 ms
  



  
    		2025-03-14 21:43:00.836722
    		-1.7 ms
  



  
    		2025-03-14 22:43:03.554475
    		0.5 ms
  



  
    		2025-03-14 23:43:05.519135
    		-1.3 ms
  



  
    		2025-03-15 00:43:07.538204
    		-2.6 ms
  



  
    		2025-03-15 01:43:09.340629
    		-2.2 ms
  



  
    		2025-03-15 02:43:11.676426
    		-1.3 ms
  



  
    		2025-03-15 03:43:14.08511
    		0.3 ms
  



  
    		2025-03-15 04:43:16.518905
    		-1.3 ms
  



  
    		2025-03-15 05:43:18.627602
    		-1.1 ms
  



  
    		2025-03-15 06:43:20.632079
    		-0.3 ms
  



  
    		2025-03-15 07:43:23.54191
    		-2.3 ms
  



  
    		2025-03-15 08:43:26.183101
    		1.3 ms
  



  
    		2025-03-15 09:43:27.799872
    		0.7 ms
  



  
    		2025-03-15 10:43:29.801601
    		-1.2 ms
  



  
    		2025-03-15 11:43:31.893882
    		0.1 ms
  



  
    		2025-03-15 12:43:33.945475
    		0.8 ms
  



  
    		2025-03-15 13:43:36.152084
    		0.0 ms
  



  
    		2025-03-15 14:43:37.811236
    		1.1 ms
  



  
    		2025-03-15 15:43:39.918345
    		2.2 ms
  



  
    		2025-03-15 16:43:41.504219
    		-0.3 ms
  



  
    		2025-03-15 17:43:43.933234
    		-0.8 ms
  



  
    		2025-03-15 18:43:46.412452
    		-2.8 ms
  



  
    		2025-03-15 19:43:48.60599
    		-1.7 ms
  



  
    		2025-03-15 20:43:51.246315
    		-1.1 ms
  



  
    		2025-03-15 21:43:53.278886
    		-1.6 ms
  



  
    		2025-03-15 22:43:55.14543
    		-1.5 ms
  



  
    		2025-03-15 23:43:57.512793
    		-2.0 ms
  



  
    		2025-03-16 00:44:00.001933
    		-1.8 ms
  



  
    		2025-03-16 01:44:02.140038
    		0.5 ms
  



  
    		2025-03-16 02:44:04.159381
    		-1.9 ms
  



  
    		2025-03-16 03:44:06.410099
    		1.0 ms
  



  
    		2025-03-16 04:44:08.944795
    		-0.9 ms
  



  
    		2025-03-16 05:44:11.181214
    		0.2 ms
  



  
    		2025-03-16 06:44:13.247349
    		1.7 ms
  



  
    		2025-03-16 07:44:15.85041
    		0.9 ms
  



  
    		2025-03-16 08:44:17.398162
    		0.0 ms
  



  
    		2025-03-16 09:44:20.311557
    		-0.6 ms
  



  
    		2025-03-16 10:44:21.72272
    		1.1 ms
  



  
    		2025-03-16 11:44:23.280334
    		-0.9 ms
  



  
    		2025-03-16 12:44:25.102891
    		-1.0 ms
  



  
    		2025-03-16 13:44:28.522911
    		-0.2 ms
  



  
    		2025-03-16 14:44:30.157159
    		1.6 ms
  



  
    		2025-03-16 15:44:32.884287
    		-1.9 ms
  



  
    		2025-03-16 16:44:36.350986
    		-3.3 ms
  



  
    		2025-03-16 17:44:38.825903
    		-2.8 ms
  



  
    		2025-03-16 18:44:41.610498
    		-0.6 ms
  



  
    		2025-03-16 19:44:43.938884
    		0.5 ms
  



  
    		2025-03-16 20:44:45.892581
    		-0.6 ms
  



  
    		2025-03-16 21:44:48.586474
    		-0.2 ms
  



  
    		2025-03-16 22:44:50.125889
    		-2.6 ms
  



  
    		2025-03-16 23:44:52.00766
    		-1.3 ms
  



  
    		2025-03-17 00:44:54.485835
    		1.0 ms
  



  
    		2025-03-17 01:44:57.076972
    		1.3 ms
  



  
    		2025-03-17 02:44:59.246301
    		-1.0 ms
  



  
    		2025-03-17 03:45:01.022976
    		-1.2 ms
  



  
    		2025-03-17 04:45:03.589454
    		-0.5 ms
  



  
    		2025-03-17 05:45:05.752495
    		2.2 ms
  



  
    		2025-03-17 06:45:08.173259
    		1.6 ms
  



  
    		2025-03-17 07:45:10.778563
    		1.5 ms
  



  
    		2025-03-17 08:45:12.733219
    		-0.9 ms
  



  
    		2025-03-17 09:45:14.418157
    		1.4 ms
  



  
    		2025-03-17 10:45:16.177241
    		-0.4 ms
  



  
    		2025-03-17 11:45:17.565963
    		1.7 ms
  



  
    		2025-03-17 12:45:19.190194
    		0.2 ms
  



  
    		2025-03-17 13:45:20.815833
    		-0.4 ms
  



  
    		2025-03-17 14:45:22.409067
    		0.9 ms
  



  
    		2025-03-17 15:45:24.042472
    		-0.1 ms
  



  
    		2025-03-17 16:45:25.77267
    		-2.4 ms
  



  
    		2025-03-17 17:45:28.518064
    		0.1 ms
  



  
    		2025-03-17 18:45:30.98772
    		2.7 ms
  



  
    		2025-03-17 19:45:32.544167
    		-0.8 ms
  



  
    		2025-03-17 20:45:34.868535
    		-1.6 ms
  



  
    		2025-03-17 21:45:36.561827
    		-0.6 ms
  



  
    		2025-03-17 22:45:38.553035
    		-0.7 ms
  



  
    		2025-03-17 23:45:40.950025
    		-0.4 ms
  



  
    		2025-03-18 00:45:42.927301
    		-1.1 ms
  



  
    		2025-03-18 01:45:45.227383
    		-1.2 ms
  



  
    		2025-03-18 02:45:47.631583
    		-0.1 ms
  



  
    		2025-03-18 03:45:50.722794
    		1.3 ms
  



  
    		2025-03-18 04:45:52.664349
    		-0.2 ms
  



  
    		2025-03-18 05:45:55.129576
    		-0.4 ms
  



  
    		2025-03-18 06:45:57.361894
    		0.5 ms
  



  
    		2025-03-18 07:45:59.317001
    		-0.8 ms
  



  
    		2025-03-18 08:46:01.734134
    		3.2 ms
  



  
    		2025-03-18 09:46:04.040294
    		0.5 ms
  



  
    		2025-03-18 10:46:06.637804
    		2.9 ms
  



  
    		2025-03-18 11:46:08.654342
    		1.8 ms
  



  
    		2025-03-18 12:46:10.344713
    		-0.7 ms
  



  
    		2025-03-18 13:46:11.783204
    		-0.3 ms
  



  
    		2025-03-18 14:46:13.494768
    		0.3 ms
  



  
    		2025-03-18 15:46:16.025729
    		-0.1 ms
  



  
    		2025-03-18 16:46:17.724066
    		-0.6 ms
  



  
    		2025-03-18 17:46:21.097912
    		-6.4 ms
  



  
    		2025-03-18 18:46:23.394513
    		0.8 ms
  



  
    		2025-03-18 19:46:25.097503
    		-0.7 ms
  



  
    		2025-03-18 20:46:28.080338
    		0.1 ms
  



  
    		2025-03-18 21:46:30.993771
    		1.4 ms
  



  
    		2025-03-18 22:46:32.848144
    		0.0 ms
  



  
    		2025-03-18 23:46:34.501362
    		-2.6 ms
  



  
    		2025-03-19 00:46:36.264993
    		0.2 ms
  



  
    		2025-03-19 01:46:37.818544
    		-1.7 ms
  



  
    		2025-03-19 02:46:39.698614
    		-1.2 ms
  



  
    		2025-03-19 03:46:41.841217
    		-0.2 ms
  



  
    		2025-03-19 04:46:43.846244
    		-0.9 ms
  



  
    		2025-03-19 05:46:45.784441
    		2.0 ms
  



  
    		2025-03-19 06:46:48.327205
    		-0.7 ms
  



  
    		2025-03-19 07:46:50.126003
    		3.8 ms
  



  
    		2025-03-19 08:46:51.978871
    		4.9 ms
  



  
    		2025-03-19 09:46:53.938522
    		5.6 ms
  



  
    		2025-03-19 10:46:55.542726
    		-0.1 ms
  



  
    		2025-03-19 11:46:58.045224
    		-1.3 ms
  



  
    		2025-03-19 12:47:01.041738
    		0.6 ms
  



  
    		2025-03-19 13:47:03.044643
    		1.1 ms
  



  
    		2025-03-19 14:47:04.842523
    		0.1 ms
  



  
    		2025-03-19 15:47:06.333199
    		1.1 ms
  



  
    		2025-03-19 16:47:08.957875
    		1.9 ms
  



  
    		2025-03-19 17:47:10.575523
    		1.2 ms
  



  
    		2025-03-19 18:47:13.298377
    		-0.3 ms
  



  
    		2025-03-19 19:47:16.053745
    		0.2 ms
  



  
    		2025-03-19 20:47:18.314337
    		-0.8 ms
  



  
    		2025-03-19 21:47:20.072058
    		-1.9 ms
  



  
    		2025-03-19 22:47:21.586702
    		-2.1 ms
  



  
    		2025-03-19 23:47:24.294657
    		-0.7 ms
  



  
    		2025-03-20 00:47:27.335353
    		-0.4 ms
  



  
    		2025-03-20 01:47:29.584207
    		-0.1 ms
  



  
    		2025-03-20 02:47:31.51554
    		-0.4 ms
  



  
    		2025-03-20 03:47:34.073209
    		-0.4 ms
  



  
    		2025-03-20 04:47:36.236787
    		-1.6 ms
  



  
    		2025-03-20 05:47:38.724477
    		0.8 ms
  



  
    		2025-03-20 06:47:41.049426
    		1.5 ms
  



  
    		2025-03-20 07:47:43.181704
    		0.4 ms
  



  
    		2025-03-20 08:47:45.628335
    		0.6 ms
  



  
    		2025-03-20 09:47:47.702161
    		1.9 ms
  



  
    		2025-03-20 10:47:49.815495
    		0.9 ms
  



  
    		2025-03-20 11:47:51.623852
    		0.6 ms
  



  
    		2025-03-20 12:47:53.554726
    		0.8 ms
  



  
    		2025-03-20 13:47:55.293872
    		-1.2 ms
  



  
    		2025-03-20 14:47:57.216718
    		-1.3 ms
  



  
    		2025-03-20 15:47:59.080958
    		-1.7 ms
  



  
    		2025-03-20 16:48:01.164628
    		3.0 ms
  



  
    		2025-03-20 17:48:03.432746
    		2.3 ms
  



  
    		2025-03-20 18:48:06.274221
    		0.3 ms
  



  
    		2025-03-20 19:48:09.094793
    		1.5 ms
  



  
    		2025-03-20 20:48:11.566837
    		1.0 ms
  



  
    		2025-03-20 21:48:14.844759
    		-1.5 ms
  



  
    		2025-03-20 22:48:17.188312
    		-0.9 ms
  



  
    		2025-03-20 23:48:19.166164
    		-0.3 ms
  



  
    		2025-03-21 00:48:20.987536
    		-1.5 ms
  



  
    		2025-03-21 01:48:23.018629
    		-0.8 ms
  



  
    		2025-03-21 02:48:25.340693
    		-0.1 ms
  



  
    		2025-03-21 03:48:27.90487
    		-0.8 ms
  



  
    		2025-03-21 04:48:30.712391
    		-1.3 ms
  



  
    		2025-03-21 05:48:32.997143
    		-0.1 ms
  



  
    		2025-03-21 06:48:35.544319
    		-2.1 ms
  



  
    		2025-03-21 07:48:37.310196
    		0.4 ms
  



  
    		2025-03-21 08:48:39.000997
    		0.4 ms
  



  
    		2025-03-21 09:48:40.880318
    		1.8 ms
  



  
    		2025-03-21 10:48:43.142653
    		4.0 ms
  



  
    		2025-03-21 11:48:44.766508
    		-1.1 ms
  



  
    		2025-03-21 12:48:46.272073
    		1.7 ms
  



  
    		2025-03-21 13:48:47.799991
    		0.3 ms
  



  
    		2025-03-21 14:48:49.690378
    		-0.3 ms
  



  
    		2025-03-21 15:48:51.504785
    		0.2 ms
  



  
    		2025-03-21 16:48:53.173988
    		-0.6 ms
  



  
    		2025-03-21 17:48:54.688092
    		0.7 ms
  



  
    		2025-03-21 18:48:56.309526
    		-0.9 ms
  



  
    		2025-03-21 19:48:59.381624
    		-0.7 ms
  



  
    		2025-03-21 20:49:01.409273
    		-0.7 ms
  



  
    		2025-03-21 21:49:03.584544
    		-2.2 ms
  



  
    		2025-03-21 22:49:05.227645
    		0.1 ms
  



  
    		2025-03-21 23:49:07.235411
    		-1.3 ms
  



  
    		2025-03-22 00:49:09.047867
    		-2.3 ms
  



  
    		2025-03-22 01:49:11.434197
    		-1.1 ms
  



  
    		2025-03-22 02:49:13.455848
    		-1.7 ms
  



  
    		2025-03-22 03:49:16.292532
    		-1.4 ms
  



  
    		2025-03-22 04:49:18.481093
    		0.6 ms
  



  
    		2025-03-22 05:49:20.687563
    		-2.0 ms
  



  
    		2025-03-22 06:49:23.327831
    		0.6 ms
  



  
    		2025-03-22 07:49:26.041263
    		2.0 ms
  



  
    		2025-03-22 08:49:28.136743
    		1.5 ms
  



  
    		2025-03-22 09:49:30.770793
    		1.5 ms
  



  
    		2025-03-22 10:49:32.359465
    		3.0 ms
  



  
    		2025-03-22 11:49:34.194616
    		2.2 ms
  



  
    		2025-03-22 12:49:36.163472
    		0.6 ms
  



  
    		2025-03-22 13:49:38.915673
    		0.9 ms
  



  
    		2025-03-22 14:49:40.955952
    		-1.5 ms
  



  
    		2025-03-22 15:49:43.049224
    		1.1 ms
  



  
    		2025-03-22 16:49:45.21724
    		0.3 ms
  



  
    		2025-03-22 17:49:47.317794
    		-0.6 ms
  



  
    		2025-03-22 18:49:49.586405
    		0.4 ms
  



  
    		2025-03-22 19:49:51.149546
    		0.2 ms
  



  
    		2025-03-22 20:49:53.73975
    		-0.8 ms
  



  
    		2025-03-22 21:49:55.745335
    		1.0 ms
  



  
    		2025-03-22 22:49:57.712665
    		-1.6 ms
  



  
    		2025-03-22 23:49:59.679408
    		0.1 ms
  



  
    		2025-03-23 00:50:01.892167
    		0.6 ms
  



  
    		2025-03-23 01:50:03.715755
    		1.1 ms
  



  
    		2025-03-23 02:50:05.94672
    		1.3 ms
  



  
    		2025-03-23 03:50:07.687435
    		-1.0 ms
  



  
    		2025-03-23 04:50:09.971577
    		-0.4 ms
  



  
    		2025-03-23 05:50:11.761516
    		-0.2 ms
  



  
    		2025-03-23 06:50:14.073089
    		1.3 ms
  



  
    		2025-03-23 07:50:16.099487
    		-0.2 ms
  



  
    		2025-03-23 08:50:18.71644
    		-0.3 ms
  



  
    		2025-03-23 09:50:21.045685
    		0.1 ms
  



  
    		2025-03-23 10:50:23.040172
    		-0.1 ms
  



  
    		2025-03-23 11:50:25.301652
    		1.4 ms
  



  
    		2025-03-23 12:50:27.839938
    		-1.5 ms
  



  
    		2025-03-23 13:50:29.720117
    		0.8 ms
  



  
    		2025-03-23 14:50:31.280484
    		-1.6 ms
  



  
    		2025-03-23 15:50:32.959271
    		0.1 ms
  



  
    		2025-03-23 16:50:34.528824
    		0.5 ms
  



  
    		2025-03-23 17:50:37.066194
    		0.0 ms
  



  
    		2025-03-23 18:50:39.845724
    		-0.9 ms
  



  
    		2025-03-23 19:50:42.366833
    		-0.8 ms
  



  
    		2025-03-23 20:50:45.501817
    		1.9 ms
  



  
    		2025-03-23 21:50:48.45371
    		1.1 ms
  



  
    		2025-03-23 22:50:50.666665
    		-0.2 ms
  



  
    		2025-03-23 23:50:52.911591
    		1.5 ms
  



  
    		2025-03-24 00:50:54.910672
    		-1.8 ms
  



  
    		2025-03-24 01:50:57.364213
    		-1.7 ms
  



  
    		2025-03-24 02:51:00.000287
    		1.2 ms
  



  
    		2025-03-24 03:51:02.374159
    		-1.2 ms
  



  
    		2025-03-24 04:51:04.609252
    		2.3 ms
  



  
    		2025-03-24 05:51:06.619946
    		-0.5 ms
  



  
    		2025-03-24 06:51:08.626766
    		0.0 ms
  



  
    		2025-03-24 07:51:11.119196
    		-1.2 ms
  



  
    		2025-03-24 08:51:12.864025
    		2.2 ms
  



  
    		2025-03-24 09:51:14.51465
    		0.3 ms
  



  
    		2025-03-24 10:51:16.036257
    		-0.4 ms
  



  
    		2025-03-24 11:51:18.004727
    		-0.7 ms
  



  
    		2025-03-24 12:51:19.905517
    		1.4 ms
  



  
    		2025-03-24 13:51:22.345827
    		1.3 ms
  



  
    		2025-03-24 14:51:23.789083
    		1.5 ms
  



  
    		2025-03-24 15:51:25.656967
    		3.3 ms
  



  
    		2025-03-24 16:51:28.79027
    		2.1 ms
  



  
    		2025-03-24 17:51:31.345309
    		0.0 ms
  



  
    		2025-03-24 18:51:34.089485
    		-0.2 ms
  



  
    		2025-03-24 19:51:36.152889
    		-0.5 ms
  



  
    		2025-03-24 20:51:38.702329
    		-1.2 ms
  



  
    		2025-03-24 21:51:41.538262
    		0.7 ms
  



  
    		2025-03-24 22:51:43.770558
    		-0.1 ms
  



  
    		2025-03-24 23:51:46.555353
    		-1.8 ms
  



  
    		2025-03-25 00:51:48.459403
    		-0.5 ms
  



  
    		2025-03-25 01:51:50.62232
    		0.4 ms
  



  
    		2025-03-25 02:51:52.8151
    		-0.4 ms
  



  
    		2025-03-25 03:51:55.04783
    		-0.8 ms
  



  
    		2025-03-25 04:51:57.693937
    		0.7 ms
  



  
    		2025-03-25 05:51:59.77199
    		-0.6 ms
  



  
    		2025-03-25 06:52:01.92523
    		-0.1 ms
  



  
    		2025-03-25 07:52:04.533692
    		1.3 ms
  



  
    		2025-03-25 08:52:06.073791
    		-1.0 ms
  



  
    		2025-03-25 09:52:07.706234
    		-0.4 ms
  



  
    		2025-03-25 10:52:09.245567
    		1.6 ms
  



  
    		2025-03-25 11:52:10.911985
    		-1.0 ms
  



  
    		2025-03-25 12:52:14.422714
    		-2.6 ms
  



  
    		2025-03-25 13:52:16.390296
    		-1.4 ms
  



  
    		2025-03-25 14:52:18.01085
    		5.0 ms
  



  
    		2025-03-25 15:52:19.695118
    		-0.6 ms
  



  
    		2025-03-25 16:52:21.41677
    		-0.9 ms
  



  
    		2025-03-25 17:52:22.936165
    		-2.2 ms
  



  
    		2025-03-25 18:52:26.003061
    		-0.1 ms
  



  
    		2025-03-25 19:52:28.23008
    		0.1 ms
  



  
    		2025-03-25 20:52:31.017734
    		0.0 ms
  



  
    		2025-03-25 21:52:33.787456
    		0.5 ms
  



  
    		2025-03-25 22:52:35.710545
    		-1.1 ms
  



  
    		2025-03-25 23:52:37.294547
    		-4.0 ms
  



  
    		2025-03-26 00:52:39.452705
    		-1.0 ms
  



  
    		2025-03-26 01:52:41.749436
    		-0.5 ms
  



  
    		2025-03-26 02:52:43.926794
    		-1.5 ms
  



  
    		2025-03-26 03:52:45.937414
    		0.7 ms
  



  
    		2025-03-26 04:52:47.957483
    		0.8 ms
  



  
    		2025-03-26 05:52:50.475633
    		-2.4 ms
  



  
    		2025-03-26 06:52:53.341312
    		-2.0 ms
  



  
    		2025-03-26 07:52:54.884731
    		1.6 ms
  



  
    		2025-03-26 08:52:57.157296
    		-0.1 ms
  



  
    		2025-03-26 09:52:59.63917
    		-0.6 ms
  



  
    		2025-03-26 10:53:01.252594
    		0.2 ms
  



  
    		2025-03-26 11:53:03.031443
    		1.6 ms
  



  
    		2025-03-26 12:53:04.680667
    		2.3 ms
  



  
    		2025-03-26 13:53:06.104878
    		1.6 ms
  



  
    		2025-03-26 14:53:08.41108
    		-5.3 ms
  



  
    		2025-03-26 15:53:09.910177
    		1.8 ms
  



  
    		2025-03-26 16:53:11.560848
    		2.4 ms
  



  
    		2025-03-26 17:53:13.682026
    		0.6 ms
  



  
    		2025-03-26 18:53:15.720037
    		2.5 ms
  



  
    		2025-03-26 19:53:18.277063
    		-0.1 ms
  



  
    		2025-03-26 20:53:20.430944
    		-2.4 ms
  



  
    		2025-03-26 21:53:22.606639
    		-0.9 ms
  



  
    		2025-03-26 22:53:24.371706
    		-5.7 ms
  



  
    		2025-03-26 23:53:26.471363
    		-5.2 ms
  



  
    		2025-03-27 00:53:28.600898
    		2.4 ms
  



  
    		2025-03-27 01:53:31.107994
    		2.0 ms
  



  
    		2025-03-27 02:53:33.665146
    		2.1 ms
  



  
    		2025-03-27 03:53:35.483236
    		0.9 ms
  



  
    		2025-03-27 04:53:37.356148
    		-4.0 ms
  



  
    		2025-03-27 05:53:39.385185
    		-2.8 ms
  



  
    		2025-03-27 06:53:41.774019
    		1.3 ms
  



  
    		2025-03-27 07:53:43.846978
    		-0.9 ms
  



  
    		2025-03-27 08:53:45.473164
    		1.0 ms
  



  
    		2025-03-27 09:53:47.800626
    		-1.5 ms
  



  
    		2025-03-27 10:53:49.45423
    		5.5 ms
  



  
    		2025-03-27 11:53:51.297363
    		1.5 ms
  



  
    		2025-03-27 12:53:53.169881
    		0.0 ms
  



  
    		2025-03-27 13:53:55.319737
    		1.1 ms
  



  
    		2025-03-27 14:53:57.048433
    		1.5 ms
  



  
    		2025-03-27 15:53:58.752315
    		1.5 ms
  



  
    		2025-03-27 16:54:00.243731
    		1.0 ms
  



  
    		2025-03-27 17:54:01.947926
    		1.1 ms
  



  
    		2025-03-27 18:54:04.244509
    		-1.7 ms
  



  
    		2025-03-27 19:54:06.227635
    		-2.2 ms
  



  
    		2025-03-27 20:54:09.035965
    		-1.0 ms
  



  
    		2025-03-27 21:54:11.564987
    		-4.0 ms
  



  
    		2025-03-27 22:54:13.378486
    		-5.5 ms
  



  
    		2025-03-27 23:54:15.891069
    		-0.9 ms
  



  
    		2025-03-28 00:54:17.66385
    		-1.6 ms
  



  
    		2025-03-28 01:54:19.854713
    		-1.8 ms
  



  
    		2025-03-28 02:54:21.913364
    		-1.3 ms
  



  
    		2025-03-28 03:54:24.287443
    		-3.0 ms
  



  
    		2025-03-28 04:54:26.226287
    		1.6 ms
  



  
    		2025-03-28 05:54:28.643772
    		1.6 ms
  



  
    		2025-03-28 06:54:31.321185
    		4.6 ms
  



  
    		2025-03-28 07:54:34.302738
    		4.0 ms
  



  
    		2025-03-28 08:54:36.452177
    		2.4 ms
  



  
    		2025-03-28 09:54:38.262377
    		0.9 ms
  



  
    		2025-03-28 10:54:40.628842
    		4.2 ms
  



  
    		2025-03-28 11:54:42.471127
    		0.2 ms
  



  
    		2025-03-28 12:54:44.179674
    		0.4 ms
  



  
    		2025-03-28 13:54:45.848824
    		-1.3 ms
  



  
    		2025-03-28 14:54:47.473847
    		0.9 ms
  



  
    		2025-03-28 15:54:49.275546
    		1.7 ms
  



  
    		2025-03-28 16:54:51.381685
    		-0.3 ms
  



  
    		2025-03-28 17:54:53.64477
    		-3.2 ms
  



  
    		2025-03-28 18:54:55.753877
    		0.6 ms
  



  
    		2025-03-28 19:54:58.089729
    		-0.5 ms
  



  
    		2025-03-28 20:55:01.196023
    		1.3 ms
  



  
    		2025-03-28 21:55:03.696741
    		1.0 ms
  



  
    		2025-03-28 22:55:06.145999
    		-1.1 ms
  



  
    		2025-03-28 23:55:08.42681
    		-2.2 ms
  



  
    		2025-03-29 00:55:10.479266
    		-2.8 ms
  



  
    		2025-03-29 01:55:12.647425
    		-0.3 ms
  



  
    		2025-03-29 02:55:14.558422
    		1.2 ms
  



  
    		2025-03-29 03:55:16.866794
    		0.7 ms
  



  
    		2025-03-29 04:55:19.073697
    		2.0 ms
  



  
    		2025-03-29 05:55:21.270192
    		1.6 ms
  



  
    		2025-03-29 06:55:22.732368
    		-1.4 ms
  



  
    		2025-03-29 07:55:25.774512
    		1.0 ms
  



  
    		2025-03-29 08:55:27.903708
    		1.0 ms
  



  
    		2025-03-29 09:55:29.604474
    		-0.8 ms
  



  
    		2025-03-29 10:55:31.183784
    		6.3 ms
  



  
    		2025-03-29 11:55:32.761473
    		-1.3 ms
  



  
    		2025-03-29 12:55:34.749197
    		1.2 ms
  



  
    		2025-03-29 13:55:36.410759
    		0.4 ms
  



  
    		2025-03-29 14:55:38.94357
    		1.1 ms
  



  
    		2025-03-29 15:55:40.556236
    		2.1 ms
  



  
    		2025-03-29 16:55:42.217406
    		1.4 ms
  



  
    		2025-03-29 17:55:44.067445
    		-0.3 ms
  



  
    		2025-03-29 18:55:47.435951
    		2.2 ms
  



  
    		2025-03-29 19:55:50.631955
    		0.7 ms
  



  
    		2025-03-29 20:55:53.016476
    		-0.3 ms
  



  
    		2025-03-29 21:55:55.716131
    		0.6 ms
  



  
    		2025-03-29 22:55:57.96594
    		-0.2 ms
  



  
    		2025-03-29 23:56:00.401641
    		1.0 ms
  



  
    		2025-03-30 00:56:02.777471
    		1.3 ms
  



  
    		2025-03-30 01:56:04.755736
    		-1.6 ms
  



  
    		2025-03-30 02:56:07.299251
    		0.9 ms
  



  
    		2025-03-30 03:56:09.481892
    		-1.4 ms
  



  
    		2025-03-30 04:56:12.076579
    		-1.6 ms
  



  
    		2025-03-30 05:56:14.739298
    		-0.8 ms
  



  
    		2025-03-30 06:56:17.345719
    		-0.3 ms
  



  
    		2025-03-30 07:56:20.053376
    		-0.4 ms
  



  
    		2025-03-30 08:56:21.517643
    		1.1 ms
  



  
    		2025-03-30 09:56:23.326904
    		0.1 ms
  



  
    		2025-03-30 10:56:25.696063
    		1.2 ms
  



  
    		2025-03-30 11:56:27.851378
    		-0.3 ms
  



  
    		2025-03-30 12:56:30.350843
    		-0.6 ms
  



  
    		2025-03-30 13:56:31.914001
    		0.0 ms
  



  
    		2025-03-30 14:56:34.374754
    		0.9 ms
  



  
    		2025-03-30 15:56:37.14453
    		2.4 ms
  



  
    		2025-03-30 16:56:39.674531
    		0.7 ms
  



  
    		2025-03-30 17:56:41.693355
    		1.8 ms
  



  
    		2025-03-30 18:56:44.101673
    		1.8 ms
  



  
    		2025-03-30 19:56:46.092362
    		0.9 ms
  



  
    		2025-03-30 20:56:48.740458
    		-0.8 ms
  



  
    		2025-03-30 21:56:51.494108
    		1.1 ms
  



  
    		2025-03-30 22:56:54.190553
    		2.6 ms
  



  
    		2025-03-30 23:56:55.941417
    		0.5 ms
  



  
    		2025-03-31 00:56:58.468165
    		2.1 ms
  



  
    		2025-03-31 01:57:01.019408
    		4.3 ms
  



  
    		2025-03-31 02:57:03.063186
    		3.5 ms
  



  
    		2025-03-31 03:57:05.421474
    		-1.5 ms
  



  
    		2025-03-31 04:57:08.34366
    		0.1 ms
  



  
    		2025-03-31 05:57:11.247214
    		-1.3 ms
  



  
    		2025-03-31 06:57:13.508209
    		1.1 ms
  



  
    		2025-03-31 07:57:15.816103
    		0.7 ms
  



  
    		2025-03-31 08:57:17.370188
    		0.0 ms
  



  
    		2025-03-31 09:57:18.988925
    		-1.0 ms
  



  
    		2025-03-31 10:57:20.930433
    		3.5 ms
  



  
    		2025-03-31 11:57:22.568005
    		-2.1 ms
  



  
    		2025-03-31 12:57:24.063142
    		-1.0 ms
  



  
    		2025-03-31 13:57:25.873172
    		0.2 ms
  








Evidence of Intent

Last updated: Fri 06 Mar 2020 14:08:40 UTC

1. Purpose

The purpose of this document Evidence of Intent is to secure a) evidence of intent to sign and b) evidence of what Sign Material there was intent to sign, to avoid claims that different Sign Material was viewed than what was the output in the final Evidence Package.

2. Screen captures

When a person signs a document using Scrive eSign a screen capture is executed on the person´s screen and saved by Scrive eSign. When sealing the signed document Scrive eSign includes the screen captures from all signing parties into this document. 

The screen capture technology used sometimes fails to execute the screen capture. Therefore, in case the screen capture technology would fail, a screen capture with a reference signing view is prepared in Scrive eSign at each production upgrade and upon sealing the document, Scrive eSign includes the latest reference screen captures in this Evidence of Intent as a reference. Important to note is also that, in the event log below each time stamp reflects the clock of the client, which may be different from the clock of Scrive eSign.




  
    		Time
    		IP
    		Event
  


    
    		2025-03-31 13:08:36.653 UTC
    		94.234.87.86
    		Lars Weigl (LW) opened the document in the signing view. Click here to see an attached screen capture of the top of their signing view.
  


  
 
  
    		2025-03-31 13:08:59.094 UTC
    		94.234.87.86
    		Lars Weigl (LW) signed the document. Click here to see attached screen capture of their signing view. Click here to see attached screen capture of the reference signing view created at 2025-03-18 18:00:03 UTC.
  

  
    		2025-03-31 13:12:19.121 UTC
    		213.52.39.52
    		Jens Schau-Hansen (JS) opened the document in the signing view. Click here to see an attached screen capture of the top of their signing view.
  


  
 
  
    		2025-03-31 13:12:57.686 UTC
    		213.52.39.52
    		Jens Schau-Hansen (JS) signed the document. Click here to see attached screen capture of their signing view. Click here to see attached screen capture of the reference signing view created at 2025-03-18 18:00:03 UTC.
  

  
    		2025-03-31 13:15:18.712 UTC
    		92.33.166.227
    		Mikael Gellbäck (MG) opened the document in the signing view. Click here to see an attached screen capture of the top of their signing view.
  


  
 
  
    		2025-03-31 13:15:40.986 UTC
    		92.33.166.227
    		Mikael Gellbäck (MG) signed the document. Click here to see attached screen capture of their signing view. Click here to see attached screen capture of the reference signing view created at 2025-03-18 18:00:03 UTC.
  

  
    		2025-03-31 13:39:13.453 UTC
    		82.209.141.65
    		Patrik Carlstedt (PC) opened the document in the signing view. Click here to see an attached screen capture of the top of their signing view.
  


  
 
  
    		2025-03-31 13:39:33.886 UTC
    		82.209.141.65
    		Patrik Carlstedt (PC) signed the document. Click here to see attached screen capture of their signing view. Click here to see attached screen capture of the reference signing view created at 2025-03-18 18:00:03 UTC.
  

  
    		2025-03-31 13:43:17.255 UTC
    		217.208.59.13
    		Christer Cragnell (CC) opened the document in the signing view. Click here to see an attached screen capture of the top of their signing view.
  


  
 
  
    		2025-03-31 13:44:18.965 UTC
    		217.208.59.13
    		Christer Cragnell (CC) signed the document. Click here to see attached screen capture of their signing view. Click here to see attached screen capture of the reference signing view created at 2025-03-18 18:00:03 UTC.
  

  
    		2025-03-31 14:34:03.577 UTC
    		94.234.91.172
    		Per Berglund (PB) opened the document in the signing view. Click here to see an attached screen capture of the top of their signing view.
  


  
 
  
    		2025-03-31 14:34:31.103 UTC
    		94.234.91.172
    		Per Berglund (PB) signed the document. Click here to see attached screen capture of their signing view. Click here to see attached screen capture of the reference signing view created at 2025-03-18 18:00:03 UTC.
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1. Purpose

The purpose of the Digital Signature Documentation is to provide a method so that the integrity of the Evidence Package can be verified mathematically and independently of Scrive, Guardtime or any other third party, only relying on public information. 

2. Overview

2.1 Digital Signatures

Digital signatures are used to make digital data tamper proof, so that it can be verified that the data has not been modified since the digital signature was created.

Digital signatures are designed in a way that there is a method for checking that the data that the signature is applied to is not modified, and that there is a method for checking that the signature has been issued in some trusted way.

2.2 Cryptographic Hash Functions

There is one mathematical concept that is pervasive in digital signing technologies: cryptographic hash functions. Such functions are used to straightforwardly compute a “hash value” of some fixed length (e.g. 256 bits) of some arbitrary amount of data, with the property that it is infeasible to reverse the function and get the data back from the hash value, but most importantly: it is infeasible to come up with any other piece of data that will compute to the same hash value.

These properties imply that it is sufficient to protect hash values of data instead of the data itself. The reason is that if we know that the protected hash value is unmodified and matches the hash value that we can compute of the data itself, then we know that it is infeasible that the data itself has been modified. For integrity purposes, hash values are essential condensations of the original data.

In addition to the cryptographic hash functions, many technologies for digital signatures are based on the use of keys.

2.3 Key-based digital signatures

In key-based digital signatures, secret information (private keys) are used to create signatures by some trusted organisation. Each private key has a corresponding public key which is used for verifying the integrity of the digital signatures created with the private key. So to check a key-based digital signature, one needs to access the public key that corresponded to the secret key used to create the signature. In addition to verifying the signature using the public key, one has to verify that the public key comes from the trusted organisation that created the signature. This can be done using digital certificates as part of the public-key infrastructure.

Key-based digital signatures are problematic due to the durability requirements that come with protecting Evidence Packages. The private key must be kept secret by the trusted organisation. Should the key become public, the digital signatures that were issued using it can no longer be used to verify the integrity of the data. As a mitigation, the trusted organisation can limit the time that any one public/private key pair is used, and then erase the private key. Should a private key leak from the trusted organisation, only signatures created during the lifetime of the private key become worthless. However, more frequent renewal of keys mean that the organisation issuing digital signatures must provide more public keys for verification purposes. The main problem remains: how can one be sure that a private key was not leaked and used to forge digital signatures? The PAdES standard specifies a set of restrictions and extensions to the standards for PDF and ISO-32000-1 and -2. PAdES is described in the technical specification TS-102 778 that is published and maintained by the European Telecommunication Standards Institute, ETSI.

2.4 Keyless digital signatures for durability

Keyless digital signatures rely solely on the properties of cryptographic hash functions to protect data, without the use of secrets.

An extremely simple (but naive) method for creating a keyless digital signature is to compute the hash value of some data and then make that hash value public so that it can be used to verify that copies of the data have not been modified. It is important that the hash value is published so that that a verifier readily can find it and trust that the hash value is authentic, and that the publication is permanently accessible for the foreseeable future. A suitable method is to publish the hash value in a newspaper that is widely spread and archived throughout the world.

Although simple, the naive method described is not practical in that it requires one hash value to be published for each piece of data that needs a digital signature. To make keyless digital signatures practical one can combine hash values from multiple pieces of data by juxtaposing the hash values and computing new hash values of the result, as illustrated below:
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By combining hash values in this way, one can choose to publish the combined hash value periodically, e.g. once a month. For verification to work, additional information is needed to ensure that a particular Evidence Package’s hash value leads to the hash value that is published in a newspaper (such a published hash value is called a publication code). Therefore, the digital signature contains information about what newspaper contains the publication code (currently, publication codes are printed in Financial Times), as well as intermediate hash values in the linked chain of hashes all the way to the publication code. For the middle Evidence Package in the diagram above, the digital signature would have information about where one can find the publication code c₆, as well as the intermediate hash values c₃, d₄, and d₅. From the Evidence Package’s computed hash value d₃, the intermediate hash values in the digital signature, and the combining cryptographic hash function H taking juxtaposed hash values, a verifier would compute the complete chain of hash values: c₄ = H(c₃,d₃), c₅ = H(c₄,d₄), c₆ = H(c₅, d₅). Having computed c₆, the verifier needs to check that it is equal to the newspaper’s publication code.

Since the digital signature must contain extra information about intermediate hash values that stem from other Evidence Packages leading to the publication code, one cannot immediately put the keyless digital signature into the Evidence Package upon its creation—one has to wait until the publication code is known. But since the parties involved in signing a document typically want access to the Evidence Package right away, Scrive E-sign provides the parties with an initial version of the Evidence Package with a temporary, keyless digital signature. Once the Evidence Package’s hash value has been part of the linked chain that leads to a publication code, Scrive E-sign produces a new Evidence Package with the permanent, keyless digital signature. Signatories that choose to store their Evidence Package in the archive service provided by Scrive E-sign can download the revised Evidence Package in the archive once it becomes available.

The devil in the details regarding the implementation of keyless digital signatures (e.g., in practice one would use trees of intermediate hash values instead of linked chains), but the fundamental principle is the same: data can be verified by computing a sequence of hash values and check against a value that is published in a trusted way.

2.5 Verifiable timestamps using keyless signatures

The keyless signature not only provides a method for verifying the integrity of the Evidence Package, it also encodes the time down to the second when the signature was created. By construction, the time encoding is irrefutable and can be produced as part of the verification method of the keyless digital signature.

The following diagram gives a simplified version of how the time encoding works. Each publication code that goes into a newspaper is the root of the so called calendar tree, which is an ever-growing tree with one leaf node for each second since midnight, January 1st, 1970 in Coordinated Universal Time (UTC), a point in time we will denote T₀. (In the diagram, we have assumed that there is one evidence package providing the hash value for each leaf node, which is a simplification since we for each second may have zero or more than one evidence package for which we want a digital signature. In reality, the hash value of each leaf node in the calendar tree is constructed from an aggregation tree of hash values. We have also assumed a very small calendar tree, consisting of just four leaf nodes spanning a time of four seconds. A calendar tree for a whole month is of course much larger.)
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Now, suppose we want to verify the digital signature for the evidence package in the third row. The digital signature contains the path from the root down to the leaf, telling us if we should choose the upper route (encoded as a 0) or lower route (encoded as a 1) to get to the next level. The choices form a sequence which can be interpreted as a binary number, and for the path highlighted in yellow, this binary number is 10 which in decimal is the number 2. One can then conclude that this leaf was constructed at T₀ + 2, that is, 2 seconds after midnight, January 1st, 1970 (UTC).

(In reality, the time encoding is not done using T₀ as a start point, but instead by using the time when the publication code was created as an end point. Details can be found in appendix Extracting the Signing Time.)

The next section provides precise information about the digital signatures produced by Scrive E-sign and how they can be verified.

3. How to Verify the Evidence Package

The signed document (PDF file) that the Evidence Package (HTML attachments - that this Digital Signature Documentation is part of) is embedded into, has either been electronically sealed by Scrive using the Guardtime Keyless Signature technology or with a PAdES digital signature. This enables independent verification of the time when the document was signed and checking that it has not been modified since. The process consists of several steps outlined below. If the document is signed using PAdES the signature can be validated in Acrobat Reader.

3.1 Extracting the Signature

The signature is embedded into the document following the standard PDF digital signature framework [PDF, section 12.8]. A Guardtime signature has the value GTTS.TimeStamp in its Filter field.

A single PDF file can contain several revisions of a document [PDF, section 7.5.6]. A Guardtime signature normally signs all revisions up to and including the one that contains it. In order to verify the document as it was signed, all subsequent updates have to be removed from the file.

More precisely, the signature protects the parts of the document specified by the ByteRange field of the signature. The two ranges must cover everything left after the previous step, except the Contents field of the signature.

The signature value is embedded in the Contents field in base 16 encoding. The value has to be stripped of trailing spaces and decoded [BASE, section 8] for further processing.

3.2 Parsing the Signature

The result of the previous step has to be parsed as an ASN.1 data structure in BER encoding [ASN, DER]. This must yield a ContentInfo structure [CMS, section 3] that embeds a SignedData structure [CMS, section 5] in the content field.

The contents of the encapContentInfo.eContent field of the SignedData structure have to be parsed as an ASN.1 data structure in DER encoding. This must yield a TSTInfo structure [TSP, section 2.4.2].

A Guardtime signature must have a single SignerInfo element in the signerInfos field of the SignedData structure and the object identifier 1.3.6.1.4.1.27868.4.1 in the signatureAlgorithm field of the SignerInfo structure.

The contents of the signature field of the SignerInfo structure have to be parsed as an ASN.1 data structure in DER encoding. This must yield a Guardtime-defined TimeSignature structure:

                          TimeSignature ::= SEQUENCE {

                            location HashChain,

                            history HashChain,

                            publishedData PublishedData,

                            pkSignature [0] SignatureInfo OPTIONAL,

                            pubReference [1] SET OF OCTET STRING OPTIONAL

                          }

                          PublishedData ::= SEQUENCE {

                            publicationIdentifier INTEGER,

                            publicationImprint DataImprint

                          }

Each of the HashChain fields is an ASN.1 OCTET STRING that contains a concatenation of a number of HashStep records. Each HashStep record in turn is a concatenation of a 1-byte hash algorithm code (appendix Hash Functions), a 1-byte direction indicator, a variable-length DataImprint field, and a 1-byte level number. The DataImprint field consists of a 1-byte hash algorithm code followed by the hash value (the number of bytes determined by the hash function). Note that all these are just concatenated together, not encoded as separate ASN.1 fields.

The DataImprint field in the PublishedData structure is an ASN.1 OCTET STRING that consists of a 1-byte hash algorithm code followed by the corresponding number of bytes of hash value (again, just concatenated).

The contents of the pkSignature and pubReference fields will not be used in the following and thus need not be parsed. However, presence of the pkSignature field indicates the hash chain contained in the history field is a temporary one not connected to a printed control publication. In such a case, the history and publishedData fields should be updated before proceeding (appendix Extending the TimeSignature).

3.3 Checking the Document

To check that the document matches the signature, it must be verified that the hash value of the signed document corresponds to the one embedded in the signature.

The concatenation of the sections of the original PDF file specified by the ByteRange field has to be hashed using the algorithm specified by the messageImprint.hashAlgorithm field of the TSTInfo structure. The result must be equal to the value of the messageImprint.hashedMessage field of the TSTInfo structure.

3.4 Checking the Signature

To check that the signature is internally consistent, it must be verified in several places that the hash value computed from one part of the signature corresponds to the one embedded in another part.

The DER-encoded representation of the TSTInfo structure (that is, the value of the encapContentInfo.eContent field of the SignedData structure) has to be hashed using the algorithm specified by the digestAlgorithm field of the SignerInfo structure. The result must be equal to the value of the message-digest attribute in the signedAttrs field of the SignerInfo structure.

The DER-encoded representation of the SignedAttributes structure has to be hashed using the algorithm specified by the digestAlgorithm field of the SignerInfo structure. The result will be the input data to the hash chain computation process described next. Note that the data to be hashed in this step is different from the representation of the signedAttrs field in the SignerInfo structure, as the latter is a tagged implicit set while the former is an explicit set [CMS, section 5.4].

For each HashStep record in the location hash chain and then for each HashStep record in the history hash chain in the TimeSignature structure, in the order in which the records appear in the chains:

		compute x as the result of hashing the input data with the algorithm specified by the hash algorithm code (the first byte) in the record;

		if the direction indicator (the second byte) in the record is 0:

		compute y as the concatenation of the DataImprint field (bytes from the third up to but excluding the last), the hash algorithm code (the first byte), the value of x, and the level byte (the last byte);

		if the direction indicator (the second byte) in the record is 1:

		compute y as the concatenation of the hash algorithm code (the first byte), the value of x, the DataImprint field (bytes from the third up to but excluding the last), and the level byte (the last byte);

		if the direction indicator (the second byte) is something else:

		abort with an error "invalid signature";

		the value of y is the input for the next step.



Finally, the value of y from the last step of the hash chain computation has to be hashed using the hash algorithm specified by the first byte of the publicationImprint field of the PublishedData structure. The result must be equal to the remaining bytes of the publicationImprint field.

3.5 Checking the Publication

To check that the signature matches the widely witnessed control publication, it must be verified that the contents of the PublishedData structure correspond to a printed publication acquired from a trusted source.

The publicationIdentifier field in the PublishedData structure contains the POSIX time [POSIX, section 4.15] value for the moment when the control publication was generated. A Guardtime control publication appears in the World Edition of the Financial Times 2–6 days after it is generated (depending on the publisher's schedules).

The PublishedData structure is formatted into human-comparable form as follows:

		the value of the publicationIdentifier field as a 64-bit integer (8 bytes in big-endian order) and the contents of the publicationImprint field are concatenated;

		a CRC-32 checksum [CRC, section 8.1.1.6.2] is computed on the result of the previous step and appended to it;

		the result of the previous step is encoded in base 32 [BASE, section 6];

		the result of the previous step may be broken into groups of 6 or 8 characters by dashes.



The result must be equal to the control publication that appears in the newspaper (ignoring possible differences in the optional character grouping).

3.6 Conclusion

Since in the whole computation starts from the contents of the PDF file and through a series applications of one-way functions ends up at a value that was known to exist at some well-established time in the past (the time when the newspaper was printed), this proves that the file in question existed before that time in the same form as it is currently.

The preceding statement relies only on the hash functions being one-way and assumes absolutely nothing about the Guardtime technology. Adding information about how the hash chains are constructed (which is seen by all Guardtime clients while it happens and can thus also be considered quite widely witnessed) makes it possible to extract the signing time with much better precision (appendix Extracting the Signing Time).

4. Hash Functions

The following table lists the hash functions that may be used in hash chains in Guardtime keyless signatures, along with their identifiers and hash value sizes.

		Algorithm Name

		Guardtime ID

		Hash Value Size

		Algorithm Specification



		SHA-1

		0

		20

		SHA, section 6.1



		SHA-224

		3

		28

		SHA, section 6.3



		SHA-256

		1

		32

		SHA, section 6.2



		SHA-384

		4

		48

		SHA, section 6.5



		SHA-512

		5

		64

		SHA, section 6.4



		RIPEMD-160

		2

		20

		RIPE, section 7





5. Extracting the Signing Time

The time when a datum was signed with a Guardtime keyless signature can be extacted from the history and the publicationIdentifier fields of the TimeSignature structure (section Parsing the Signature). The process is as follows:

		set h to 0 and p to the value of the publicationIdentifier field;

		for each HashStep record in the history hash chain, in the reverse of the order in which the records appear in the chain:



		if p is 0: abort with an error "invalid signature";

		set x to the highest power of 2 that does not exceed p;

		if the direction indicator (the second byte) in the record is 0: set h to h+x and p to p-x;

		if the direction indicator (the second byte) in the record is 1: set p to x-1;

		if the direction indicator (the second byte) is something else: abort with an error "invalid signature";



		if p is not 0: abort with an error "invalid signature";



The final value of h is the POSIX time [POSIX, section 4.15] value for the moment when the datum was signed.

6. Extending the TimeSignature

For each Guardtime signature and any control publication generated after the signature was issued, a hash chain can be created that connects the signature to the control publication and thus also to the printed medium in which the publication appeared. This process is called extending the signature.

The preferred way to do this is to access an online verification service using a tool obtained from either Scrive or Guardtime. This can also be done independently using the calendar database acquired either from Guardtime or, in case Guardtime has ceased the service, from the Estonian Technical Surveillance Authority, to which Guardtime is obligated to deposit the database before exiting the business.

The Guardtime calendar database consists of one hash value per second, indexed by integral POSIX time [POSIX, section 4.15] values (red nodes and black numbers on the figure below). Each of these hash values aggregates all signing requests that the Guardtime service processed during the corresponding 1-second time interval.

The aggregate hash values are connected into binary trees by hashing them together in pairs in left to right order, then hashing the first level pairs together again, and so on until a set of complete binary trees is obtained (blue arrows and nodes on the figure). For generating the control publication, the roots of the binary trees are hashed into a chain in right to left order (purple arrows and nodes), and the value from the last node of the chain is extracted for generating the control publication (golden arrow).

More precisely, each node on the figure is a DataImprint structure (section Parsing the Signature). On each step, the DataImprint from the left child node, the DataImprint from the right child node, and a single byte with the value of 255 are concatenated together, hashed, and the result is obtained as a DataImprint consisting of the concatenation of the 1-byte hash algorithm code (appendix Hash Functions) and the hash value.
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For manageability, the database is split into several files (separated by dashed black lines on the figure). For the files to be usable without access to preceding ones, each file starting from some time value t also contains the root values from the binary trees corresponding to the state of the database on time t-1 (dashed blue arrows between the first and second file on the figure).

To construct the hash chain linking a given signature to a given publication, the following steps have to be performed:

		The signing time has to be extracted from the history and publishedData fields currently in the signature (appendix Extracting the Signing Time);

		The calendar database files covering the full interval from the signing time to the time when the publication was generated have to be obtained (format and naming of the files described later in this section);

		The hash-linked structure corresponding to the time when the publication was generated has to be reconstructed (as described earlier in this section);

		The unique hash chain connecting the leaf entry corresponding to the signing time to the root entry corresponding to the control publication (dotted arrows on the figure above) has to be extracted;

		The TimeSignature structure (section Parsing the Signature) has to be updated with new values:



		The history field is set to the concatenation of HashStep records describing the steps in the hash chain; each HashStep record is constructed as the concatenation of the 1-byte hash algorithm code from the DataImprint in the current node, the 1-byte direction indicator (0 if the sibling node is to the right in the tree, 1 if the sibling is to the left), the DataImprint from the sibling node, and a single byte with the value of 255;

		The publicationIdentifier field is set to the POSIX time value for the moment when the control publication was generated;

		The publicationImprint field is set to the DataImprint value in the root entry corresponding to the control publication.



Each calendar database file consists of a fixed header, a set of root node records, a sequence of calendar node records, and a checksum record. In the following, many values are given in hexadecimal, with the 0x prefix prepended.

The header consists of 12 fields totaling 65 bytes:

		8-byte sequence: file format identifier; must be 0x47, 0x54, 0x49, 0x4d, 0x45, 0x48, 0x44, and 0x42 (ASCII representation of 'GTIMEHDB');

		4-byte integer: endian-ness indicator; fixed value 0x01020304; all other 32-bit integers in the file will be in the same byte order;

		4-byte integer: version number; must be 0x00000001 (in file byte order);

		8-byte integer: endian-ness indicator; fixed value 0x0102030405060708; all other 64-bit integers in the file will be in the same byte order;

		8-byte integer: file creation time as POSIX time;

		8-byte integer: first calendar record index; the POSIX time value for the first node in the calendar node section of the file;

		4-byte integer: first calendar record offset; the offset of the start of the calendar node section within the file;

		4-byte integer: calendar record length; the length of each record in the calendar node section of the file;

		1 byte: calendar hash algorithm; the 1-byte hash algorithm code (appendix Hash Functions) for the hash function used by all calendar nodes in this file (they all must use the same algorithm);

		1 byte: flags; must be 0x01;

		14 bytes: reserved for future; all bytes must be 0x00;

		1 byte: CRC8 checksum of all preceding bytes in the header record; this is intended as a short-term protection against accidental errors while the file is being created; checking this may be omitted as the checksum record at the end of the file gives much stronger protection.



The root node section spans the space from the end of the header to the beginning of the calendar node section. It consists of a sequence of root node records followed by a 1-byte CRC8 checksum of all preceding bytes in the section. Each root node record consists of 4 fields:

		4-byte integer: record length; the number of bytes to follow in this record (excluding the length field itself);

		8-byte integer: record index; the POSIX time value for the last calendar node in the complete binary tree whose root this node is;

		1 byte: the 1-byte hash algorithm code for the hash function used in this node;

		variable-length sequence: the hash value in this node (the length is determined by the hash function used; it may also be computed by subtracting 9 from the value of the record length field).



Note that the concatenation of the two last fields in each record yields the DataImprint value for the corresponding node.

The calendar node section spans the space from the end of the root node section to almost the end of the file; it is followed only by a checksum record that has the same size and format as a calendar node record. It consists of a sequence of calendar node records (and no section checksum). Each calendar node record consists of 3 fields:

		4-byte integer: record index offset; this value is to be added to the first calendar record index field from the file header to obtain the POSIX time value for this node;

		variable-length sequence: the hash value in this node (the length is determined by the hash function used which is specified by the calendar hash algorithm field in the file header; it may also be obtained by subtracting 5 from the calendar record length field in the file header);

		1 byte: CRC8 checksum of all preceding bytes in the record.



Again, note that the concatenation of the calendar hash algorithm field from the file header and the hash value field from the record yields the DataImprint value for the corresponding node.

The last record in the file is the cryptographic checksum of the whole file:

		4-byte integer: fixed value 0xffffffff;

		variable-length sequence: the hash value computed by hashing all data preceding the checksum record in the file using the hash function specified in the calendar hash algorithm field in the file header (the length is the same as for the calendar node records);

		1 byte: CRC8 checksum of all preceding bytes in the record.



The calendar database files are named following the pattern

    hashdb-tttttttttttttttt-yyyy-mm-dd-hhmmss.bin

where the fields have the following meaning:

		filename prefix, always hashdb;

		POSIX time value for the first calendar node in the file; 16-digit lower-case hexadecimal number with leading zeroes preserved (but no 0x prefix);

		year, month, and day of the file creation time; month and day are 2-digit decimal numbers with the leading zeroes preserved;

		hour, minute, and second of the file creation time (in UTC); each is 2-digit decimal number with the leading zero preserved;

		filename suffix, always bin.
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Purpose of the document

Scrive eSign is a system for signing documents electronically. This document provides a brief introduction to Scrive eSign so that a holder of a Scrive e-signed document can easily explain such document in court. For in-depth documentation, start by reading the attachment Evidence Package Introduction.

Scrive eSign system

Scrive eSign is developed by Scrive AB and is designed to:

		Enable its users to define workflows for signing electronically

		Execute the signing workflow

		Record as many of the signatories’ actions as possible as log data

		Once all signatories have signed, produce a final digital evidence package of the electronically signed materials together with the log data and other supporting materials necessary to optimise the usefulness of the evidence (the “Evidence Package”)



E-signing workflow

This is how a document is signed through Scrive eSign:

		To start the signing process the user of Scrive eSign either a) defines the signing process in the administrative user interface and selects to start the process, b) starts from a template process in the administrative user interface or c) starts from a template process within a system that has integrated with Scrive.

		To access the signing workflow the counterpart(s) either a) receive an email or SMS with an invitation to sign electronically and a link to the e-signing user interface, b) receive a tablet with the e-signing user interface already opened or c) are redirected from a webpage or client application user interface to the e-signing user interface.

		To review the document the counterpart(s) view the e-signing user interface and a) read instructions at the top that they shall follow the green instruction arrows to complete the signing process, b) depending on the signing process settings enter or not enter extra information into the document such as text and signatures, checks in checkboxes and extra document appendices and c) scroll through all document pages to reach the button with the text “sign” placed below the last page of the document (the “Signing Button”).

		To sign the document the counterpart(s) presses the Signing Button and, depending on the signing process settings, either a) a popup appears where they are informed that by clicking the Signing Button at the bottom of the popup, they are signing the document and that Scrive eSign will register their signature or b) a popup appears where they are asked to select their type of e-legitimation and sign the document using their installed eID application. 

		The confirmation text that the document has been signed upon clicking the Signing Button, is automatically displayed to the counterpart(s) in a web user interface and b) sent to the counterpart(s) in an email including the Evidence Package.



Evidence Package

To understand how to generate quality evidence in a digital environment Scrive has studied several evidence container technologies such as the signed paper, the printed facsimile and the recorded voice. We found that there has been good reason to perceive the signed paper document as the gold standard for evidence quality; it has several inherent qualities that are not easily transferrable into digital formats.

As a result of our research Scrive eSign has been designed to produce an Evidence Package that reproduce the evidence qualities of the paper, while at the same time add new qualities enabled by new technology. A key feature of the Evidence Package is that it shall be self-documenting, meaning that the signed document in itself shall contain all evidence necessary to explain the transaction.



